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2
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· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[82]
3GPP TS 23.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL)
Phase 4 - Stage 2"
[83]
IETF RFC 3588 "Diameter Base Protocol", URL: http://www.ietf.org/rfc/rfc3588.txt.
Next Modified Section
3.2
Abbreviations

For the purposes of the present document, the abbreviations defined in [1] and [2] and the following apply:

CDR
Charging Data Record

DCF
DRM Content Format

DNS
Domain Name System

DRM
Digital Rights Management

EMA
Electronic Message Association

E-Mail
Electronic Mail

ENUM
Electronic Numbering

FQDN
Fully Qualified Domain Name

GW
Gateway

HTTP
Hypertext Transfer Protocol

IANA
Internet Assigned Numbering Authority

IETF
Internet Engineering Task Force

IMAP4
Internet Message Access Protocol

MIME
Multipurpose Internet Mail Extensions

MM
Multimedia Message


MMS
Multimedia Messaging Service

MMSE
Multimedia Messaging Service Environment

MMSNA
Multimedia Messaging Service Network Architecture

MSCF
Messaging Service Control Function

MTA
Mail Transfer Agent

PDU
Protocol Data Unit

POP3
Post Office Protocol Version 3

RADIUS
Remote Authentication Dial In User Service

RDF
Resource Description Format

RFC
Request for Comments

RTSP
Real Time Streaming Protocol

SDP
Session Description Protocol

SMIL
Synchronised Multimedia Integration Language

SMTP
Simple Mail Transfer Protocol

SOAP
Simple Object Access Protocol

SPI
Service Provider Identification

UA
User Agent

UAProf
User Agent Profile

URI
Uniform Resource Identifiers

VAS
Value Added Service

VASP
Value Added Service Provider

VPIM
Voice Profile for Internet Mail

W3C
WWW Consortium

WAP
Wireless Application Protocol

WIM
WAP Identity Module

WML
Wireless Markup Language

WSP
WAP Session Protocol

WTLS
Wireless Transport Layer Security

XML
Extensible Markup Language

First New Section
5.4
Messaging Service Control Function (MSCF)

The MSCF is a functional entity which may be connected to the MMS Relay/Server to execute messaging related service logic. It may influence addressing, routeing and charging for multimedia messages. Furthermore it may control access rights of the user.

The MSCF may be co-located with the gsmSCF [82].
Next Modified Section
6
MMSE Architecture and Interfaces

This clause defines the Multimedia Messaging framework. The application protocol framework described by the means of abstract messages and the technical realisation of MMS service features are defined in clause 8.

6.1
MMS Reference Architecture

Figure 3 shows the MMS Reference Architecture and identifies reference points within an MMSNA that are further described below. Abstract messages are indicated in clause 8 that describe the logical message exchange on these reference points on a high-level basis.
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Figure 3: MMS Reference Architecture
The interfaces in the MMS Reference Architecture are:

MM1: The reference point between the MMS User Agent and the MMS Relay/Server.

MM2: The reference point between the MMS Relay and the MMS Server.

MM3: The reference point between the MMS Relay/Server and external (legacy) messaging systems.

MM4: The reference point between the MMS Relay/Server and another MMS Relay/Server that is within another MMSE.

MM5: The reference point between the MMS Relay/Server and the Home Location Register (HLR).

MM6: The reference point between the MMS Relay/Server and the MMS User Databases. 

MM7: The reference point between the MMS Relay/Server and MMS VAS Applications.

MM8: The reference point between the MMS Relay/Server and the post-processing system.

MM9: The reference point between the MMS Relay/Server and the online charging system.
MM10: The reference point between the MMS Relay/Server and a Messaging Service Control Function (MSCF).
Next New Section
6.12
MM10: MMS Relay/Server – Messaging Service Control Function (MSCF)

Reference Point MM10 is used to transfer multimedia message specific information between the MMS Relay/Server and an external MSCF, e.g. for number translation purposes. 
This reference point shall be based on Diameter [83].
Next New Section
7.1.17 Support of Messaging Service Control Function

The MMS Relay/Server may support interworking with a MSCF, which allows the operator to handle advanced addressing within the MMSE.
Whether the MMS Relay/Server shall interact depends on the following trigger configuration data in the MMSE:

· User specific trigger, i.e. the interaction with the MSCF is invoked if the user is provisioned with the relevant trigger information.
· Address specific trigger, i.e. the interaction with the MSCF is invoked, if the recipient address is configured in the MMS Relay/Server with a MSCF trigger profile.
7.1.17.1 Triggering of interactions with the MSCF
The MMS Relay/Server shall support procedures for the interaction with the MSCF together with the following MMS services:

· at the time of MM submission via the MM1 interface

· at the time of submission via the MM7 interface

· prior to the MM notification via the MM1 interface.
Whether the interaction with the MSCF is invoked depends on the provisioning of the following triggers definitions in the MMS Relay/Server:

Users profile based Trigger:

The sending user is provisioned with a trigger information for the invocation of the interaction with the MSCF function.
Note, the provisioned user may be an MMS subscriber or a VASP.
Address based Trigger:

The MMS Relay/Server keeps a trigger criterion for the recipient address provided in a submit request.
Table XX defines the applicability of trigger definitions to MMS services:

	
Trigger

MMS Service
	User profile specific
	Address specific

	MM1 submission
	YES
	YES

	MM7 submission
	YES
	YES

	MM1 notification
	YES
	NO


Table XX: Applicability of Trigger Definitions to MMS services
7.1.17.2 User Profile Trigger criteria
If the Relay/Server supports the interworking with MSCF it shall be possible to provision trigger definitions in the MMS user profile. Any MMS subscriber can be provided with a maximum of two trigger definitions. A VASP can be provided with the Submit trigger definition only. A user profile trigger definition shall provide at least the attributes defined in table YY:
	Parameter
	Value
	Description

	Trigger Point
	Submit / Delivery
	Specifies the MMS service for which the MM10 interworking process shall be invoked. Each entry shall contain one trigger definition. For a VASP only the Submit value is applicable.

	MSCF Address
	Host and Realm indication of the MSCF
	Address information to route the MM10 interrogation request to the MSCF.

	Application identification
	String defined by the operator
	Identification of the application on the MSCF.

	Recovery handling
	Continue / Reject
	Specifies the MMS Relay/Server process handling if the interrogation to the MSCF fails abnormally.


Table YY: User Profile to support Messaging Service Control Function
7.1.17.3 Address based Trigger criteria

The MMS Relay/Server may keep a list of recipient addresses for which interworking with the MSCF is required. The address criteria may be managed independently for MM1 submission and MM7 submission. For MM7 submission criteria definition per VASP may be supported in addition.
For each of the recipient address criteria at least the following trigger definition shall be supported.
	Parameter
	Value
	Description

	Address Criterion
	Address string
	Specifies the recipient address in a submit request that shall lead to invocation of an MM10 interworking process.
Address string may be a RFC2822 address, a PLMN address or any other address (alphanumeric short code etc.). Note, address string may contain wildcards to allow address range definitions.

	MSCF Address
	Host and Realm indication of the MSCF
	Address information to route the MM10 interrogation request to the physical MSCF.

	Application identification
	String defined by the operator
	Identification of the application on the MSCF.

	Recovery handling
	Continue / Reject
	Specifies the MMS Relay/Server process handling if the interrogation to the MSCF fails abnormally.


Table ZZ: User Profile to support Messaging Service Control Function

7.1.17.4
Charging impact

The MSCF shall be able to influence the content of the CDR created at the MMS Relay/Server. The data provided to the MMS Relay/Server is transparent for the MMS Relay/Server and will be transferred to the post processing or real-time charging services.
The MSCF is able to modify the recipient routeing addresses. CDRs generated by the MMS Relay/Server shall contain the recipient addresses originally requested by the MMS User Agent and the routeing recipient addresses requested by the MSCF.
The MSCF shall be able to request an original MM to be sent to a number of alternative recipients (copy/forward). The MMS Relay/Server copy forward the MM as requested by the MSCF. In this case the MMS Relay/Server shall create CDRs for all result recipient addresses as requested by the MSCF.
7.1.17.5
Message handling
The handling of following MMS services may result in triggering the MSCF:

· MM1 Submission

· MM1 Delivery

· MM7 Submission 

This section defines the message handling procedures in the MMS Relay/Server if interworking with an MSCF is supported. The message handling process shall follow the order as defined by the description below.

7.1.17.5.1 MM1 Submission
7.1.17.5.1.1 User Profile based trigger

7.1.17.5.1.1.1 Interrogation Request
For any MM1 submitted message the MMS Relay/Server shall query the sender's user profile entry for a profile specific trigger as defined in section 7.1.17.2. If an profile specific trigger for submission is in place, the MMS Relay/Server shall suspend message processing and send the MM10 interrogation request as defined in section 8.9 to the MSCF.

The following principles for the composition and processing of the MM10 interrogation request shall apply:

The MMS Relay/Server shall provide as the served user identity the sender's key identification as derived from the user's profile (e.g. the MSISDN).

In the Sender address parameter the MMS Relay/Server may provide the sender identification intended for presentation purposes. This identification may be the sender address as provided by the user agent.

The MM10 interrogation request shall contain the list of all recipient addresses provided by the user in the submitted message. For each of the recipient addresses a qualification of the used address field (To, CC, BCC) shall be given.

The sender may request multiple recipients for one message. If the MM10 interrogation request is triggered due to a user profile based trigger then all recipient addresses shall be provided to the MSCF. The MMS Relay/Server shall provide an unique reference (sequence number) for each of the recipient addresses. This reference shall allow the MMS Relay/Server to track the modification of the original address after processing in the MSCF.

7.1.17.5.1.1.2 Interrogation Response
The MSCF shall respond to the MM10 interrogation request with an MM10 interrogation response as defined in section 8.9.
The MSCF may return for each specific recipient addresses a result. The result shall provide a reference to the initial recipient address of the MM10 interrogation request by means of the unique reference (sequence number). If the MSCF requests additional recipient addresses in the response (e.g. forwarding addresses), then it shall allocate new reference numbers. The MSCF shall continue to use reference number values greater then the highest value provided by the MMS Relay/Server.
Each result recipient address may consist of several components.

Routeing Address

If the result recipient address contains a Routeing Address then the MMS Relay/Server shall continue handling of the MM as follows:

· The Routeing Address may contain recipient addresses in all formats that are specified for the MM1 interface. In this case the MMS Relay/Server shall continue handling of the recipient according to the definitions of this specification for the MM1 interface.

A Routeing Address provided in this format may be subject to a subsequent MM10 interrogation request if the result matches to an address specific trigger.

· The Routeing Address may contain a routeing address composed according to the MM4 address coding on SMTP level (refer to section 8.4.5.1). In this case the MMS Relay/Server shall analyse the FQDN provided. If the FQDN refers to the own domain, then the message is treated locally within the MMSE. If the FQDN refers not to the own domain, then the message shall be forwarded according to the definitions for the MM4 interface.

A Routeing Address provided in this format shall not be subject to a subsequent MM10 interrogation request.

If the Result Recipient Address contains no Routeing Address for a specific reference (sequence number) then the original recipient is omitted, i.e. removed from the list of recipients.
If the MSCF requests the recipient address to be kept unmodified, then the initial recipient address value shall be returned with its reference (sequence number).
Presentation Address

The Presentation Address is only applicable if a Routeing Address has been provided by the MSCF.

The value contained in the Presentation Address is used for identification presentation to the recipient user, i.e. the presentation of address information in the To:, CC: and BCC: fields presented to the recipient.

If a Presentation Address is provided by the MSCF in the MM10 interrogation response, then the MMS Relay/Server shall replace the corresponding address in the recipient field and store it together with the message for further processing.
The MMS Relay/Server shall not use the presentation address for message routeing purposes.

Sender Address

The Sender Address is used for sender identification to the recipient user, i.e. the presentation of address information in the From: field presented to the recipient.

If the sender address is provided by the MSCF in the MM10 interrogation response then the MMS Relay/Server replace the sender address field and store it together with the message for further processing.
In order to support delivery and read reply reporting via the MM4 interface, the Sender Address value has to refer to the address of the original sender. MSCF applications may take this into account when setting up values for this attribute. If the addressing service requires presentation of a "not routeable" sender address to the recipient, then a delivery report request should be suppressed.

Full support of delivery and read reply reports in conjunction with the MSCF may be defined in later versions of this specification.
7.1.17.5.1.2 Address specific trigger
7.1.17.5.1.2.1 Interrogation Request
After the user profile based interrogation or if no profile based trigger criteria was met the MMS Relay/Server shall check if an address specific trigger is in place. The verification of the address specific trigger shall be based on

· the outcome of the previous MM10 interrogation procedure if a profile based trigger was met. In this case the MMS Relay/Server shall consider only the Routeing Address part of the Result Recipient Address received from the MSCF,
· the recipient address information of the initial message if the user profile based trigger was not met.
The MMS Relay/Server shall analyse all recipient addresses of a submitted MM.
An address based trigger criteria is met if both the recipient address and the address criterion string match fully. Note, the address criterion definition may allow wildcards to define address ranges.

If the recipient address is a PLMN address the MMS Relay/Server shall first attempt to convert the address into international format based on the numbering plan of the HPLMN, i.e. the numbering plan applicable for the serving MMS Relay/Server. If successful the address comparison shall happen based on the international format version of the number.

If the recipient address can not be converted into international format (e.g. in case of short codes) the address digits shall be used for comparison unmodified.
If for one or several recipient addresses match the criteria, then the MMS Relay Server shall send an interrogation request to the MSCF as specified in section 8.9. One MM10 interrogation per matched recipient address shall be sent. 
The MMS Relay/Server shall provide as the served user identity the sender's key identification as derived from the user's profile (e.g. the MSISDN).

In the Sender address parameter the MMS Relay/Server may provide the sender identification intended for presentation purposes. This identification may be either the sender address as provided by the MMS User Agent or the value of the Sender Address returned form an MSCF in result of the previous MM10 interrogation request for a user profile based trigger.

The MM10 interrogation request shall contain only the recipient address that matches the address specific trigger of the MMS Relay/Server. The MMS Relay/Server shall provide reference (sequence number) for the recipient address.
7.1.17.5.1.2.2 Interrogation Response
The MSCF shall respond to the MM10 interrogation request with an MM10 interrogation response as defined in section 8.9.
The MSCF may return result one or more recipient addresses. If the MSCF requests additional recipient addresses in the response (e.g. forwarding addresses), then it may allocate new reference numbers above the value used in the interrogation.
The result recipient address may consist of several components.

Routeing Address

If the result recipient address contains a Routeing Address then the MMS Relay/Server shall continue handling of the MM as follows:

· The Routeing Address may contain recipient addresses in all formats that are specified for the MM1 interface. In this case the MMS Relay/Server shall continue handling of the recipient according to the definitions of this specification for the MM1 interface.

· The Routeing Address may contain an routeing address composed according to the MM4 address coding on SMTP level (refer to section 8.4.5.1). In this case the MMS Relay/Server shall analyse the FQDN provided. If the FQDN refers to the own MMSE, then the message is treated internally. If the FQDN refers not to the own MMSE, then the message shall be forwarded according to the definitions for the MM4 interface.

If the Result Recipient Address contains no Routeing Address with a specific reference (sequence number) then the original recipient is omitted, i.e. removed from the list of recipients.

Note: Omission only effects the message to this individual address. Messages to multiple recipients not being subject to the address specific trigger may still contain unmodified addresses as provided by the sender.

If the MSCF requests the recipient address to be kept unmodified, then the initial recipient address value shall be returned with its reference (sequence number)
Presentation Address

The Presentation Address is only applicable if a Routeing Address has been provided by the MSCF.

The value contained in the Presentation Address is used for identification presentation to the recipient user, i.e. the presentation of address information in the To:, CC: and BCC: fields presented to the recipient.

If a Presentation Address is provided by the MSCF in the MM10 interrogation response, then the MMS Relay/Server shall store the modified recipient field together with the message for further processing.

The MMS Relay/Server must not use the presentation address for message routeing purposes.

Sender Address

The Sender Address is used only for sender identification to the recipient user provided by the result recipient address, i.e. the presentation of address information in the From: field presented to this recipient.

If the sender address is provided by the MSCF in the MM10 interrogation response then the MMS Relay/Server shall store the modified sender address with the message for further processing.
In order to support delivery and read reply reporting via the MM4 interface, the Sender Address value has to refer to the address of the original sender. MSCF applications may take this into account when setting up values for this attribute. If the addressing service requires presentation of a "not routeable" sender address to the recipient, then delivery  and read reply report request should be suppressed.

Full support of delivery and read reply reports in conjunction with the MSCF may be defined in later versions of this specification.
7.1.17.5.2 MM1 Delivery

7.1.17.5.2.1 Interrogation Request
Prior to the notification about an MM to be delivered the MMS Relay/Server shall query the recipient's user profile entry for a profile specific trigger as defined in section 7.1.17.2. If a profile specific trigger for delivery is in place, the MMS Relay/Server shall suspend message processing and send the MM10 interrogation request as defined in section 8.9 to the MSCF.

The MMS Relay/Server shall provide as the served user identity the recipient's key identification as derived from the user's profile (e.g. the MSISDN).
The MM10 interrogation request shall contain the recipient addresses (including the served user) that are contained in the incoming message. For each of the recipient addresses a qualification of the used address field (To, CC, BCC) shall be given.

The MMS Relay/Server shall provide a unique identification of each of the recipient addresses in case of multiple recipients. This identification shall allow the MMS Relay/Server to track the modification of the original address after processing in the MSCF.
In the Sender address parameter the MMS Relay/Server shall provide the sender identification intended for presentation to the recipient MMS User Agent. This identification shall contain the sender address as received with the message to be delivered.

7.1.17.5.2.2 Interrogation Response
The MSCF is able to respond to the MM10 interrogation request with an MM10 interrogation response as defined in section 8.9. For the processing of the MM10 interrogation response the following principles shall apply:

The MSCF may return for each of the specific recipient addresses a result recipient address. This shall be achieved by returning the unique identification for each of the recipients. If the MSCF requests additional recipient addresses in the response (e.g. forwarding addresses), then it may allocate new reference numbers. The MCG shall continue to use reference number values greater then the highest value provided by the MMS Relay/Server in the Interrogation request.
Each result recipient address may consist of several components.

Routeing Address

A routeing address shall only be returned if the MSCF requests alternate recipient addresses for the message, i.e. to copy or forward the received MM.
If the result recipient address contains a Routeing Address then the MMS Relay/Server shall continue handling of the MM as follows:

· the Routeing Address may contain recipient addresses in all formats that are specified for the MM1 interface. In this case the MMS Relay/Server shall copy/forward the MM using the alternative recipient address,
· the Routeing Address may contain a recipient address composed according to the MM4 address coding on SMTP level (refer to section 8.4.5.1). In this case the MMS Relay/Server shall copy/forward the MM using the alternative recipient address. It shall analyse the FQDN provided. If the FQDN refers to the own MMSE, then the message is treated internally. If the FQDN refers not to the own MMSE, then the message shall be forwarded according to the definitions for the MM4 interface.

Presentation Address

The Presentation Address is used for identification presentation to the recipient user.

If a Presentation Address is provided by the MSCF in the MM10 interrogation response, then the MMS Relay/Server shall substitute the recipient field (To, CC, BCC) with this information. The MMS Relay/Server must not use the presentation address for message routeing or forwarding purposes.
Sender Address

The Sender Address is used for sender identification to the recipient user, i.e. the presentation of address information in the From: field presented to the recipient.

If the sender address is provided by the MSCF in the MM10 interrogation response the MMS relay server shall store the modified sender address with the message for further processing.
7.1.17.5.3 MM7 Submission
7.1.17.5.3.1 VASP Profile based trigger

7.1.17.5.3.1.1 Interrogation Request
For any MM7 submitted message the MMS Relay/Server shall query the VASP’s profile entry for a profile specific trigger as defined in section 7.1.16.2. If a profile specific trigger for submission is in place, the MMS Relay/Server shall suspend message processing and send the MM10 interrogation request as defined in section 8.9 to the MSCF.

The MMS Relay/Server shall provide as the served user identity the sender's key identification as derived from the VASP’s profile (e.g. VASP-ID, VAS-ID).

In the Sender address parameter the MMS Relay/Server may provide the sender identification intended for presentation purposes. This identification may be the sender address as provided by the VASP.

The MM10 interrogation request shall contain the list of all recipient addresses provided by the user in the submitted message. For each of the recipient addresses a qualification of the used address field (To, CC, BCC) shall be given.

The sender may request multiple recipients for one message. If the MM10 interrogation request is triggered due to a user profile based trigger then all recipient addresses shall be provided to the MSCF. The MMS Relay/Server shall provide a unique reference (sequence number) for each of the recipient addresses. This reference shall allow the MMS Relay/Server to track the modification of the original address after processing in the MSCF.
If the recipient address of the MM7_submit.REQ is provided in encrypted or obfuscated format then the MMS Relay/Server shall decrypt it prior to invocation of the MM10 interrogation request.
7.1.17.5.3.1.2 Interrogation Response
The MSCF shall respond to the MM10 interrogation request with an MM10 interrogation response as defined in section 8.9. For the composition and processing of the MM10 interrogation response the following principles shall apply:

The MSCF may return for each specific recipient addresses an result. The result shall provide a reference to the initial recipient address of the MM10 interrogation request by means of the unique reference (sequence number). If the MSCF requests additional recipient addresses in the response (e.g. forwarding addresses), then it shall allocate new reference numbers. The MCG shall continue to use reference number values greater then the highest value provided by the MMS Relay/Server.

The result recipient address may consist of several components.

Routeing Address

If the result recipient address contains a Routeing Address then the MMS Relay/Server shall continue handling of the MM as follows:

· the Routeing Address may contain recipient addresses in all formats that are specified for the MM7 interface. In this case the MMS Relay/Server shall continue handling of the recipient according to the definitions of this specification for the MM7 interface.
Note: A Routeing Address provided in this format may be subject to a subsequent MM10 interrogation request if for the result matches to an address specific trigger,
· the Routeing Address may contain an routeing address composed according to the MM4 address coding on SMTP level (refer to section 8.4.5.1). In this case the MMS Relay/Server shall analyse the FQDN provided. If the FQDN refers to the own domain, then the message is treated locally within the MMSE. If the FQDN refers not to the own domain, then the message shall be forwarded according to the definitions for the MM4 interface.
Note: A Routeing Address provided in this format shall not be subject to a subsequent MM10 interrogation request.

If the Result Recipient Address contains no Routeing Address for a specific reference (sequence number) then the original recipient is omitted, i.e. removed from the list of recipients.
If the MSCF requests the recipient address to be kept unmodified, then the initial recipient address value shall be returned with its reference (sequence number).

Presentation Address

The Presentation Address is only applicable if a Routeing Address has been provided by the MSCF.

The value contained in the Presentation Address is used for identification presentation to the recipient user, i.e. the presentation of address information in the To:, CC: and BCC: fields presented to the recipient.

If a Presentation Address is provided by the MSCF in the MM10 interrogation response, then the MMS Relay/Server shall store the modified recipient field together with the message for further processing.

The MMS Relay/Server must not use the presentation address for message routeing purposes.

Sender Address

The Sender Address is used for sender identification to the recipient user, i.e. the presentation of address information in the From: field presented to the recipient.

If the sender address is provided by the MSCF in the MM10 interrogation response then the MMS Relay/Server shall store the modified sender address with the message for further processing.
In order to support delivery and read reply reporting via the MM4 interface, the Sender Address value has to refer to the address of the original sender. MSCF applications may take this into account when setting up values for this attribute. If the addressing service requires presentation of a "not routeable" sender address to the recipient, then delivery report request should be suppressed.

Full support of delivery and read reply reports in conjunction with the MSCF may be defined in later versions of this specification.
7.1.17.5.3.2 Address specific trigger
7.1.17.5.3.2.1 Interrogation Request
After the profile based interrogation or if no profile based trigger was identified the MMS Relay/Server shall check if an address specific trigger is in place. The verification of the address specific trigger shall be based on

· the outcome of the previous MM10 interrogation procedure if a profile based trigger was met. In this case the MMS Relay/Server shall consider only the Routeing Address part of the Result Recipient Address received from the MSCF.

· The recipient address information of the initial message if the user profile based trigger was not met.

The MMS Relay/Server shall analyse all recipient addresses of a submitted MM.

An address based trigger criteria is met if the both the recipient address and the address criterion string match fully. Note, the address criterion definition may allow wildcards to define address ranges.

If the recipient address is a PLMN address the MMS Relay/Server shall first attempt to convert the address into international format based on the numbering plan of the HPLMN, i.e. the numbering plan applicable for the serving MMS Relay/Server. If successful the address comparison shall happen based on the international format version of the number.

If the recipient address can not be converted into international format (e.g. in case of short codes) the address digits shall be used for comparison unmodified.

If for one or several recipient addresses match the criteria, then the MMS Relay/Server shall send an interrogation request to the MSCF as specified in section 8.9. One MM10 interrogation per matched recipient address shall be sent. 
The MMS Relay/Server shall provide as the served user identity the sender's key identification as derived from the user's profile (e.g. the MSISDN).

In the Sender address parameter the MMS Relay/Server may provide the sender identification intended for presentation purposes. This identification may be either the sender address as provided by the user agent or the value of the Sender Address returned form an MSCF in result of the previous MM10 interrogation request for a user profile based trigger.

The MM10 interrogation request shall contain only the recipient address that match the address specific trigger of the MMS Relay/Server. The MMS Relay/Server shall provide a reference (sequence number) for the recipient address.

7.1.17.5.3.2.2 Interrogation Response
The MSCF shall respond to the MM10 interrogation request with an MM10 interrogation response as defined in section 8.9. For the composition and processing of the MM10 interrogation response the following principles shall apply:

The MSCF may return result recipient addresses. If the MSCF requests additional recipient addresses in the response (e.g. forwarding addresses), then it may allocate new reference numbers above the value used in the MM10 interrogation.

The result recipient address may consist of several components.

Routeing Address

If the result recipient address contains a Routeing Address then the MMS Relay/Server shall continue handling of the MM as follows:

· the Routeing Address may contain recipient addresses in all formats that are specified for the MM1 interface. In this case the MMS Relay/Server shall continue handling of the recipient according to the definitions of this specification for the MM1 interface,
· the Routeing Address may contain an routeing address composed according to the MM4 address coding on SMTP level (refer to section 8.4.5.1). In this case the MMS Relay/Server shall analyse the FQDN provided. If the FQDN refers to the own MMSE, then the message is treated internally. If the FQDN refers not to the own MMSE, then the message shall be forwarded according to the definitions for the MM4 interface.

If the Result Recipient Address contains no Routeing Address with a specific reference (sequence number) then the original recipient is omitted, i.e. removed from the list of recipients.

Note: Omission only affects the message to this individual address. Messages to multiple recipients not being subject to the address specific trigger may still contain unmodified addresses as provided by the sender.

If the MSCF requests the recipient address to be kept unmodified, then the initial recipient address value shall be returned with its reference (sequence number)

Presentation Address

The Presentation Address is only applicable if a Routeing Address has been provided by the MSCF.

The value contained in the Presentation Address is used for identification presentation to the recipient user, i.e. the presentation of address information in the To:, CC: and BCC: fields presented to the recipient.

If a Presentation Address is provided by the MSCF in the MM10 interrogation response, then the MMS Relay/Server shall store the modified recipient field together with the message for further processing.

The MMS Relay/Server must not use the presentation address for message routeing purposes.

Sender Address

The Sender Address is used only for sender identification to the recipient user provided by the result recipient address, i.e. the presentation of address information in the From: field presented to this recipient.

If the sender address is provided by the MSCF in the MM10 interrogation response then the MMS Relay/Server shall store the modified sender address with the message for further processing.
In order to support delivery and read reply reporting via the MM4 interface, the Sender Address value has to refer to the address of the original sender. MSCF applications may take this into account when setting up values for this attribute. If the addressing service requires presentation of a "not routeable" sender address to the recipient, then delivery and read reply report request should be suppressed.

Full support of delivery and read reply reports in conjunction with the MSCF may be defined in later versions of this specification.
7.1.17.6 
Access control

In result of a interrogation request the MSCF may deny the further handling of the Message. In this case the MSCF shall send a MM10 interrogation response with an appropriate result code. Deny of access may be applicable for sending or receiving Messages.
7.1.17.7
Interrogation Request Timeout
If the MSCF does not return an MM10 interrogation response to an MM10 interrogation request the MMS Relay/Server shall process the message according to the setting of the "recovery handling" parameter of the user's profile, i.e. either reject or accept the MM1 submission request.

7.1.17.8
Trigger Information Data in MM10 Interrogation Requests
The MMS user profile, the VASP profile or the address specific trigger criterion may contain an application identification required for the execution of the user specific service on the MSCF. The MMS Relay/Server shall forward this information transparently if available.

7.1.17.9
MSCF Addressing and Routeing

The user profile and the address specific trigger criterion shall contain the MSCF address information. The MMS Relay/Server shall use this information to derive a routeing address to forward the MM10 interrogation request to the MSCF.

Next New Section
8.9
Technical realisation of MMS on reference point MM10
The MMSE may support the interrogation of an external MSCF. Section 7.1.17 specifies the applicability of the MM10 interrogation to certain MMS services. The MM10 message flow may be invoked during MM1 submission. The figures below describes the Message flows between the MMS Relay/Server and an external MSCF.
In the following example the submission of a MM through MM1 is shown.
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Figure AA: Message Flow Example for the MM1 submit traffic case
In the following example the MM1 delivery is shown.
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Figure AB: Message Flow Example for the MM1 notification traffic case
In the following example the submission of a MM through MM7 is shown.
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Figure AC: Message Flow Example for the MM7 submit traffic case

8.9.1 Interrogation of the Messaging Service Control Function (MSCF) 

This section addresses the operations necessary for a MSCF to provide the service by sending a interrogation Message from the Relay/Server to the MSCF. The involved abstract messages are outlined in Table 68 from type and direction points of view.

Table 68: Abstract messages for interrogation of the Address resolution Node

	Abstract messages
	Type
	Direction

	MM10_Interrogation.REQ
	Request
	MMS Relay/Server -> MSCF

	MM10_ Interrogation.RES
	Response
	MSCF -> MMS Relay/Server


8.9.2
Normal Operation

After reaching the specified trigger point the MMS Relay/Server sends a MM10_interrogation.REQ to the MSCF. This Message includes a information set received in the incoming MM. Furthermore the information of the reached trigger Point as well as the information of the incoming interface shall be included in the MM10_Interrogation.REQ Abstract Message. The MSCF reacts with a MM10_Interrogation.RES where relevant information fields are substituted or added if necessary. Furthermore, charging relevant information may included in the response. All this information needs to reflected in a appropriate CDR.

The received information shall be taken for the further handling of the MM.
8.9.3
Abnormal Operation

If no response on an MM10_interrogation.REQ is received in a appropriate timeframe the MMS Relay/Server shall process according the information given by the specific trigger information.

The further handling of potential Error scenarios (resulting from incorrect addresses) is subject of the associated Message handling process.
8.9.4
Features
Served User Identity: This field contains the public identity of served user. It shall be filled, depending of the traffic case. Possible values are: MM1 Submission: Sender, MM1 delivery: Recipient, MM7 submission: VASP ID
Server User IMSI: This field contains the IMSI of the served user.
Service Key: A operator configurable string which identifies the target application at the MSCF.
Addressing: In the MM10_interrogation.REQ the MMS Relay/Server shall provide the initial MM address information to the MSCF. In the MM10_interrogation.RES the MSCF may return the address information unmodified or modified according to the requirements of the operator specific service.
Trigger Event: The Trigger point, which initiated the sending of the MM10_Interrogation.REQ.
Originating Interface: Indicator of the interface from which the MM was originated.

Event Time Stamp: The originator MMS User Agent may time stamp the MM.
Reporting: The originator MMS User Agent may request a delivery report for the MM. In addition, the originator MMS User Agent may request a read-reply report when the user has viewed the MM. This feature allows the MSCF to override the request provided by the MMS User Agent. This feature shall only be invoked if there is an appropriate mutual agreement between the subscriber and the network opertor.
Sender Visibility: A request to show or hide the sender's identity when the message is delivered to the recipient. This feature allows the MSCF to override the request provided by the MMS User Agent. This feature shall only be invoked if there is an appropriate mutual agreement between the subscriber and the network opertor.
Result Code: The Result Code determines whether the request have been accepted or rejected by the MSCF or whether an error occurred during processing.
CDR Information: Billing information, which are introduced by the MSCF. This information will be transparently copied to the CDR for post-processing proposes, or transparently forwarded to the pre paid systems.
8.9.5
Information Elements

Table 69: Information elements in the MM10_Interrogation.REQ .

	Information element
	Presence
	Description

	Message Type
	Mandatory
	Identifies this message as MM10_interrogation.REQ

	Trigger Event
	Manadory
	The Trigger point, which initiated the sending of the MM10_Interrogation.REQ

	Served User Identity
	Mandatory
	The identity of the served user depending on the traffic case.

	Served User IMSI
	Optional
	The IMSI of the served user

	Initial Recipient address
	Mandatory
	The address of the recipient(s) of the MM. Multiple addresses are possible.

	Originating Interface
	Mandatory
	Indicator of the interface from which the MM was originated

	Service Key
	Optional
	A operator configurable string which identifies the target application at the MSCF

	Sender address
	Optional
	The address of the MM originator.

	Delivery report
	Optional
	A request for delivery report.

	Read Reply 
	Optional
	A request for read reply report.

	Sender visibility
	Optional
	A request to show or hide the sender's identity when the message is delivered to the recipient.


Table 70: Information elements in the MM10_Interrogation.RES .
	Information element
	Presence
	Description

	Message Type
	Mandatory
	Identifies this message as MM10_interrogation.RES

	Result Code
	Mandatory
	The Result Code determines whether the request have been accepted or rejected by the MSCF or whether an error occurred during processing.

	Presentation address
	Optional
	Recipient address used for presentation

	Routeing Address
	Optional
	Recipient Address used for routeing of the message

	Sender Address
	Optional
	Sender Address used for presentation

	Read reply
	Optional
	A request for read reply report.

	CDR information
	Optional
	Billing information, which are introduced by the MSCF. This information will be transparently copied to the CDR for post-processing purposes, or transparently forwarded to the pre paid systems


Next Modified Section
Annex C (informative):
Charging Data Records

This annex describes information of MMs/abstract messages which may be required for inclusion into Charging Data Records (CDR's) for MMS for the purpose of Billing and Traceability in the operators post-processing system. Further details on the CDR content and transport for MMS are described in the 3GPP TS 32.270 [81].

This list may include:

· Message –ID of Multimedia Message

· Recipient address(es)

· Sender address

· Message size

· Time stamp  for submission time, earliest delivery time and time of expiry

· Duration of transmission (for streaming purposes)

· Duration of storage (in the MMS Relay/Server)

· Type of message: (e.g. notification, message MM, delivery report, read-reply)

· Bearer type used

· Content information (e.g. audio, picture, video, text,)

· Message class (e.g. advertisement/informational)

· Delivery Report Request

· Read Reply Request

· Charging Indicator (e.g. Pre paid charging, Reply charging, Charged Party)

· MM7 service code

· MM Status (e.g. delivered, rejected, expired, delivery pending). 

· Indication of forwarding

· Conversion of type and media

· Priority of the MM

· Linked ID

· VASP ID

· VAS ID

· Reply-Charging

· Content type

· Reply-Charging-ID

· Charged Party, Charged Party ID

· MCC + MNC

· MSCF CDR information
· Sender address provided by MSCF

· Recipient address(es) provided by MSCF

· MSCF service Key

· MSCF host and realm information
The following information elements at least will be considered for the future.


· Identification if a message has been sent to a pre-defined group

NOTE:
Some of the above fields may not be available in the MMS Relay/Server e.g. due to network implementation options. Also some fields may not be directly available from MMS Relay/Server CDRs but defined in the Charging and Billing system. 

Next New Section
Annex N (normative):
Information Element mapping for the support of MSCF
This annex defines the mapping of MM1, MM4, MM7 abstract message information elements to and from MM10 message information elements.
Table N.1: Mapping MM1_submit.REQ -> MM10_Interrogation.REQ
	Information elements in MM1_submit.REQ
	Information elements
in MM10_interrogation.REQ

	Message Type
	-

	Transaction ID
	-

	MMSVersion
	-

	Recipient address
	Initial Recipient Address

	Content type
	-

	Sender address
	Sender Address

	Message class
	-

	Date and time
	-

	Time of Expiry
	-

	Earliest delivery time
	-

	Delivery report
	Delivery Report

	Reply-Charging
	-

	Reply-Deadline
	-

	Reply-Charging-Size
	-

	Priority
	-

	Sender visibility
	Sender Visibility

	Store
	-

	MM State
	-

	MM Flags
	-

	Read reply
	Read Reply

	Subject
	

	Reply-Charging-ID
	

	Content
	

	-
	Message type

	-
	Trigger Event

	-
	Served User Identity (Note 1)

	
	Served User IMSI (Note 2)

	-
	Originating Interface (MM1)

	-
	Service Key

	Note 1:
The Served User Identity contains the authentic subscriber identification as derived from the MM1 authentication mechanism

	Note 2:
The Served User IMSI shall be present if made available to the MMS Relay/Server as part of the MM1 authentication process.


Table N.2: Mapping MM4_forward.REQ -> MM10_Interrogation.REQ

	Information elements in MM7_submit.REQ
	Information elements
in MM10_interrogation.REQ

	3GPP MMS Version
	-

	Message Type
	-

	Transaction ID
	-

	Message ID
	-

	Recipient(s) address
	Initial Recipient Address

	Sender address
	Sender Address

	Content type
	

	Message class
	-

	Date and time
	-

	Time of Expiry
	-

	Delivery report
	Delivery Report

	Originator R/S delivery report
	-

	Priority
	-

	Sender visibility
	Sender Visibility

	Read reply
	Read Reply

	Subject
	-

	Acknowledgement Request
	-

	Forward_counter
	-

	Previously-sent-by
	-

	Previously-sent-date-and-time
	-

	Content
	-

	-
	Message type

	-
	Trigger Event

	-
	Originating Interface (MM4)

	-
	Service Key

	-
	Served User Identity


Table N.3: Mapping MM7_submit.REQ -> MM10_Interrogation.REQ

	Information elements in MM7_submit.REQ
	Information elements
in MM10_interrogation.REQ

	Transaction ID
	-

	Message type
	-

	MM7 version
	-

	VASP ID
	Served User Identity

	VAS ID
	Served User Identity

	Sender address
	Sender Address

	Recipient address
	Initial Recipient Address

	Service code
	-

	Linked ID
	-

	Message class
	-

	Date and time
	-

	Time of Expiry
	-

	Earliest delivery time
	-

	Delivery report
	Delivery Report

	Read Reply
	Read Reply

	Reply-Charging
	-

	Reply-Deadline
	-

	Reply-Charging-Size
	-

	Priority
	-

	Subject
	-

	Adaptations
	-

	Charged Party
	-

	Content type
	-

	Content
	-

	Message Distribution Indicator
	-

	Charged Party ID
	-

	Delivery Condition
	-

	Transaction ID
	-

	Message type
	-

	
	Message type

	
	Trigger Event

	
	Originating Interface (MM7)

	
	Service Key


Table N.4: Mapping MM10_interrogation.RES -> MM1_Notification.REQ and MM1_retrieve.RES
	Information  elements
in MM10_Interrogation.RES
	Information elements in MM1_notification.REQ
	Information elements in MM1_retrieve.RES 

	Message Type
	-
	-

	Result Code
	-
	-

	Delivery report
	Delivery report
	Delivery report

	Sender visibility
	-
	-

	Read reply
	-
	Read reply

	Presentation-address
	-
	Recipient address

	Routeing-Address
	-
	-

	Sender-Address
	Sender address
	Sender address

	CDR information
	-
	-

	-
	Message Type
	Message Type

	-
	Transaction ID
	Transaction ID

	-
	MMS Version
	MMS Version

	-
	Message class
	Message class

	-
	Message size
	-

	-
	Time of expiry
	-

	-
	Message Reference
	-

	-
	Subject
	Subject

	-
	Priority
	Priority

	-
	Stored
	-

	-
	Reply-Charging
	Reply-Charging

	-
	Reply-Deadline
	Reply-Deadline

	-
	Reply-Charging-Size
	Reply-Charging-Size

	-
	Reply-Charging-ID
	Reply-Charging-ID

	-
	Element-Descriptor
	-

	-
	MM recommended retrieval mode
	-

	-
	Text explaining MM recommended retrieval mode
	-

	-
	Message Distribution Indicator
	-

	-
	-
	Message ID

	-
	-
	Content type

	-
	-
	Date and time

	-
	-
	MM State

	-
	-
	MM Flags

	-
	-
	Request Status

	-
	-
	Request Status Text

	-
	-
	Previously-sent-by

	-
	-
	Previously-sent-date-and-time 

	-
	-
	Message Distribution Indicator

	-
	-
	Content


Table N.5: Mapping MM10_interrogation.RES -> MM4_Forward.REQ

	Information elements in MM10_interrogation.RES
	Information elements
in MM4_forward.REQ

	Message Type
	-

	Result Code
	-

	Delivery report
	Delivery report

	Sender visibility
	Sender visibility

	Read reply
	Read reply

	Presentation-address
	Recipient(s) address

	Routeing Address
	(Note 1)

	Sender Address
	Sender address

	CDR information
	-

	-
	3GPP MMS Version

	-
	Message Type

	-
	Transaction ID

	-
	Message ID

	-
	Content type

	-
	Message class

	-
	Date and time

	-
	Time of Expiry

	-
	Originator R/S delivery report

	-
	Priority

	-
	Subject

	-
	Acknowledgement Request

	-
	Forward_counter

	-
	Previously-sent-by

	-
	Previously-sent-date-and-time

	-
	Content

	Note 1:
The Routeing address is used by the MMS relay server to determine the MM4 routeing address used on SMTP level


Table N.6: Mapping MM10_interrogation.RES -> MM7_Deliver.REQ

	Information elements in MM10_interrogation.RES
	Information elements
in MM4_forward.REQ

	Message Type
	-

	Result Code
	-

	Delivery report
	Delivery Report

	Sender visibility
	-

	Read reply
	Read Reply

	Presentation-address
	Recipient address

	Routeing Address
	-

	Sender Address
	Sender address

	CDR information
	-

	-
	Transaction ID

	-
	Message type

	-
	MM7 version

	-
	MMS Relay/Server ID

	-
	Linked ID

	-
	Previously-sent-by

	-
	Previously-sent-date-and-time

	-
	Sender SPI

	-
	Recipient SPI

	-
	Date and time

	-
	Reply-Charging-ID

	-
	Priority

	-
	Subject

	-
	Content type

	-
	Content
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