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User Equipment features (MMI, VHE, MexE, SAT)

...

17.2 MExE

17.2.1 General

It is essential, that the general classmark independent MExE functionality is functioning correctly, to make sure that the interoperability is secured throughout the different MExE devices. An informative list of requirements can be found in the MExE conformance requirements Annex in 23.057.

17.2.2 Capability Negotiation

Through the Capability Negotiation, the MExE device tells the MExE Service Environment, that it is indeed a MExE device.

17.2.2.1 Definition

Capability negotiation represents the mechanism by which the MExE device and the MExE Service Environment interact to inform each other of the specific mechanisms, capabilities and support which each is able to provide or support within the scope of a MExE service interaction.  The capability negotiation normally takes place prior to any content transfer between the two entities.

This test makes sure that the three mandated attributes (MexeClassmarks, MexeSpec and MexeSecureDomains), as defined in 23.057, are sent from the MExE device at least during the start of a connection to a MExE Service Environment.

17.2.2.2 Conformance requirement

“A MExE device shall support the properties in the UAProf schema for capability negotiation defined in table 1 "UAProf properties supported by MExE" as "mandated properties".”

Table 1: UAProf properties supported by MExE

	Mandated Properties

	Attribute
	Description
	
	Type
	Sample

	MexeClassmarks
	List of supported MExE classmarks (note)


	
	Literal (bag)
	"1", "2", "3"

	MexeSpec
	The first two digits of the MExE Specification version that the MExE device conforms to
	
	Literal
	"3.3", "4.1"

	MexeSecureDomains


	Indicates whether the device supports the MExE security domains 
	
	Boolean
	"Yes", "No"


References

1. TS 23.057, section 4.6.1

A MExE Service Environment must be set up, containing a gateway and a server on which a script must be placed, 

The script then receives the HTTP-request-header information from the MExE device and displays it.
 

An example of a script, written in PHP, that suits this purpose could be:
	<?php 

  header ("Expires: Mon, 26 Jul 1997 05:00:00 GMT");         // Date in the past

  header ("Last-Modified:".gmdate("D, d M Y H:i:s")." GMT"); // always modified

  header ("Cache-Control: no-cache, must-revalidate");       // HTTP/1.1

  header ("Content-Type: text/vnd.wap.wml;charset=ISO-8859-1");

  print '<?xml version="1.0" encoding="UTF-8"?>';

  print "\n";

  print '<!DOCTYPE wml PUBLIC "-//WAPFORUM//DTD WML 1.1//EN"

          "http://www.wapforum.org/DTD/wml_1.1.xml">';

  print "\n";

?>

<wml>

  <card id="welcome" newcontext="true" title="3GPP Test">

    <p align="left" mode="wrap">

      <?php 

        $headers = getallheaders();

        while (list ($header, $value) = each ($headers)) {

          echo "$header: $value<br/>";

        }

      ?>

    </p>

  </card>

</wml>




17.2.2.3 Test purpose

To ensure that the three mandated attributes are contained in the UAProf information, sent from the MExE device to the MExE Service Environment.

17.2.2.4 Method of test

Initial Condition.

The MExE Service Environment is up and running, and the script is ready to be activated. 

Test Procedure.

	Step
	Direction
	Comments

	
	UE
	MSE
	

	1
	UE
	Go to the MSE (URL), where the above script is placed.

	2
	(
	The UAProf is automatically sent from the MExE device to the MSE

	3
	MSE
	The UAProf attributes are shown as received through the script, with values in the ranges specified in 23.057. 


17.2.2.5 Test Requirements 

In step 3), the UAProf attributes: MexeClassmarks, MexeSpec and MexeSecureDomains shall be shown. Other attributes can also be present.

