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T2-020268 MM7 Addressing Clarification 
1. Overall Description:

T2 has gratefully acknowledges the LS from SA5 on charging support for VAS MMS Connectivity Interface, and would like to explain the guiding principles behind the choice of parameters for VASP MMS connectivity. A description of use cases for charging connectivity are described, a clarification of the meaning  of addressing parameters  and principles  is given. These may be the basis for further elaboration and standardization in future releases, possibly in collaboration with SA5.

1.1 Problem description: 

T2 had to define a reference point  (MM7) between the MMS Relay/Server and defined a set of requirement that this reference point had to fulfil requirements that are specified in 3GPP specification 22.140. The stage 2 functional requirements are specified in the current Rel 5 of 23.140, and the stage 3 implementation of MM7 are being finalized these days. Among the requirements from MM7, the following are relevant in the context of this LS:

· VASP authentication

· VAS authorization (to send messages to or receive messages from certain MMS subscribers , based on  a Service Level Agreement

· Provide for transferring information from the MMS Relay/Server (normally as CDR’s created by the MMS R/S) to the operators’ Business (billing) systems.

The problem regarding charging is not simple. During discussions held at T2, the following things were noted:

· There are many possible business relationships between a VASP and a network operator , in some cases (e.g. subscribed Multimedia News Services) the operator should pay to the VASP, while on other services (e.g. Pushed MMS advertisements) the VASP should pay the network operators on messages sent to the operators’ subscribers

· In some cases business relationships exist between VASPs and MMS subscribers (e.g. I subscribe to a music download service) while in other cases the only business relationship is between the subscribers and the network operators.  

· Furthermore, a Message. Let’s say, from a VASP to a MMS subscriber  can be charged differently , depending on the type and circumstances..

· SA5 let T2 understand that the release 5 MMS Charging principles specifications did not include direct interfaces between a VASP and the MMS Relay/Server

Therefore, it was felt that MMS needed a mechanism to transfer charging related information from the VASP to the operators’ billing. For that purpose the idea of a “service code” was incorporated . However, T2 did not have the time to fully discuss and specify all the possible use cases of such a service code, especially since it was felt that cooperation with SA5 is needed if a fully specified solution is required. It was therefore decided, that in Release 5, an “implementation specific” usage of a “service code”  is allowed.

1.2 Examples of possible usage of a Service Code

The following  are NON BINDING EXAMPLES of a possible usage of a “service code”:

· “Service code” is empty (and consequently not used). In the case of a VASP sending a message to a MMS subscriber, the MMS Relay/Server creates a CDR which includes the VASP ID, the VAS ID and normal message parameters , and these are used  for billing purposes
· “Service Code” is used for authorization. The “service code” includes the subscriber’s SLA (service Level Agreement) number, and this is used for authorization of the message. Only if the message is authorized, it is sent to the subscriber. The” Service code” is NOT used by the billing system
· “Service Code” is used for authorization and billing purposes. The “service code” includes the subscriber’s SLA (service Level Agreement) number, and this is used for authorization of the message. Only if the message is authorized, it is sent to the subscriber. The” Service code” is used by the billing system: The SLA indicates the tariff between a user and the sending VAS.
· “Service Code” is used directly for  billing purposes, it includes charging related parameters such as “recipient pays”, the type of message (e.g. ringtone. Copyrighted material  etc..)
To sum up, the usage of the “service code” is, in the release , open to any usage envisioned by the operators, service providers or MMS Relay/Server vendors. In this release only the format , but not the content of the “service code” field will be defined. 

1.3 Usage of VASP ID and VAS ID for billing purposes
Again, the exact USAGE of the VASP ID and VAS ID by the MMS Relay/Server was not specified in Release 5. However , the following typical usage was envisioned:

· The VASP ID is used for authentication of the VASP.

· The VAS ID, perhaps in conjunction with  a “service code” is used for VAS authorization to send messages to or receive messages from a MMS subscriber.

· A PowerPoint presentation from a T2 meeting, composed by Nokia is attached. This PowerPoint  presentation tries to illustrate the meaning of the different IDs use by MM7.

· Thus VASP ID and VAS ID can  be used as part of a charging mechanism. The operators’ billing systems will use these IDs , combined with information about the different subscription services and tariffs , again , possibly in conjunction with the “service code” to charge the MMS subscribers, the VASP or both (Charge can be a negative charge, if the VASP receives reimbursement for a message. 

1.4 Possible Security Problem in the Current MM7 Specification

T2  has not specified , in this release , the exact authentication and authorization mechanism to be used in MM7.  So  care must be taken that the usage of a “service code” will not be used fraudulently by the VASPs. For example , a rogue VASP  may try to send unsolicited messages to recipients and try to charge them for these, using “service code” parameters. It is the responsibility of the MMS Relay/Server and the billing system to identify and prevent such attempts. The mechanisms to do that are outside the scope of this release. 

2. Actions:

To 3GPP TSG-SA5 group.

ACTION: 
T2 kindly asks 3GPP TSG-SA5 group to consider the responses in this LS and see whether these answer the requests sent to us in their LS. 3GPP TSG-SA5 is kindly requested to incorporate these principles into the relevant SA5 specifications. T2 suggests that these topics and the roadmap towards further standardization in future releases will be discussed in the planned joint meeting of T2 and SA5
3. Date of Next T2 Meetings:

	Meeting
	Date
	Location

	T2#17
	13-17 May 2002
	North America

	T2#18
	12-16 Aug 2002
	Germany

	T2#19
	18-22 Nov 2002
	Korea
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