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4.4
Addressing

MMS shall support the use of E-Mail addresses (RFC 2822) [5] or MSISDN (E.164) or both to address the recipient of an MM. MMS may support the use of service provider specific addresses to address the recipient of an MM. In the case of E-Mail addresses standard internet message routing should be used.

The usage of MSISDN for addressing a recipient in a different MMS service provider's domain shall be possible. For that the need of MSISDN translation to a routable address has been identified. Service provider specific addresses may be used to e.g. deliver messages to MMS VAS Application within one MMSE. 

MMS connectivity across different networks (MMSEs) is provided based on Internet protocols. According to this approach, each MMSE should be assigned a unique domain name (e.g. mms.operatora.net). 

MMS recipient addresses provided by an MMS User Agent may be in a format of an RFC 2822 routable address, e.g. E-Mail address, or other formats, such as E.164 or service provider specific addresses. In those cases where a non-routable address is used to specify a recipient and the recipient belongs to another MMSE or the recipient is outside of any MMSE, it is required to translate the address to an RFC 2822 routable address format. It is the sender MMS Relay/Server's responsibility to make this mapping before routing forward the message to the recipient's MMS Relay/Server. 

The mapping to the correct recipient's MMS Relay/Server domain name is left for standardisation in future releases. It is expected that ENUM (an IETF global numbering proposal) will be used in future releases as the mechanism to map MSISDN numbers to RFC 2822 routable addresses. In the mean time, it is expected that MMS service providers or network operators may use solutions for their particular needs which may include static tables or other look-up methods.

MMS shall support address hiding i.e. anonymous messages where the sender's address is not shown to the recipient MMS User Agent. If the peer entity is not known to be an MMS Relay/Server the originator MMS Relay/Server shall not provide the originator address. If the peer entity is known to be an MMS Relay/Server, both the originator address and request of address hiding shall be forwarded to the recipient MMS Relay/Server. The recipient MMS Relay/Server is responsible not to show the originator address to the recipient MMS User Agent. 

6.2.1
Address Formats on MM4

Resolving the recipient's MMSE IP address:

For those recipients that appear in an MM and belong to an external MMSE, the originator MMS Relay/Server has to send the message to the recipient's MMS Relay/Server using the protocol described in clause 7.7. The MMS Relay/Server has to resolve the recipient's MMS Relay/Server domain name to an IP address, e.g. using DNS, based on the recipient's address. The mapping for the recipient's address to the recipient's MMS Relay/Server if the MM recipient belongs to another MMSE is left for standardisation in future releases. It is expected that ENUM mechanism will be used for this resolution. In the mean time, MMS service providers or network operators may use solutions for their particular needs, which may include static tables or other look-up methods.

Re-formatting the sender's and recipient's address to FQDN format

When delivering a message from an MMSE to another MMSE, both the sender and the recipient addresses shall be extended to include the FQDN to enable transport over SMTP. This FQDN format shall be used in the MM4 reference point. It is required that FQDN format address is used in "MAIL FROM:" and "RCPT TO:" commands in SMTP, it is not necessary that the originator's and recipient's addresses in RFC 2822 "From:" or "To:"”–fields are re-formatted to FQDN format.

The encoding of FQDN addressing is defined in Clause 8.4.5.1.

6.2.2
Address Formats on MM1

The MMS addressing model on MM1 contains three addresses: the address of the MMS Relay/Server, the address of the recipient and the address of the originator. The address of the MMS Relay/Server shall be the URI of the MMS Relay/Server given by the MMS service provider. Thus, the URI needs to be configurable in the MMS User Agent.

The originator's and the recipient's address could be either a user's address or a user's terminal address. For this release the user's terminal addresses (e.g. terminal IP addresses) are not supported. The MMS User Agent's responsibility is to format these addresses before it submits the message to the originator MMS Relay/Server.

The reference point MM1 should support E.164 (MSISDN) and/or RFC2822 addressing, and it should support a way to indicate the used address type to enable future extension. The encoding of the addressing is up to the corresponding implementation.

E.g. the originator MMS User Agent may specify each of the address fields in one of the following formats:

1) RFC 2822 address (FQDN) ["/TYPE= rfc2822"]
2) +E.164 ["/TYPE= PLMN"] as [[CC] + NC] + SN
3) Other "/TYPE= "
The "/TYPE= " field specifies the address type. When E.164 or RFC2822 formats are used the type is optional. The "/TYPE= " convention provides flexibility for future enhancements. 

8.4.4.8
Header Field Value Range

MMS information elements that are mapped to standard STD 11 "header fields", i.e. which do not have an "X-Mms-" prefix, should be used according to [5]. 

The rest of the header definitions used in this clause, including the mechanisms and pre-defined tokens, are described in an augmented Backus-Naur Form (BNF) defined in [48], similar to that used by RFC 2822 [5]. Implementers will need to be familiar with the notation in order to understand these definitions.

For the residual MMS information elements the following applies:

X-Mms-3GPP-MMS-Version:

3GPP-MMS-Version = "X-Mms-3GPP-MMS-Version" ":"  1*DIGIT "." 1*DIGIT "." 1*DIGIT

Note that the numbers MUST be treated as separate integers and that each may be incremented higher than a single digit. Thus, 2.1.4 is a lower version than 2.1.13, which in turn is lower than 2.3.0 Leading zeros shall be ignored by recipient MMS Relay/Server and shall NOT be sent. The version is according to the version of the present document (see also clause "Foreword").

X-Mms-Message-Type:

Message-type = "X-Mms-Message-Type" ":" ( "MM4_forward.REQ" | "MM4_forward.RES" | "MM4_delivery_report.REQ" | "MM4_delivery_report.RES" | "MM4_read_reply_report.REQ" | "MM4_read_reply_report.RES" )

X-Mms-Transaction-Id:

Transaction-id =  "X-Mms-Transaction-ID" ":" quoted-string

X-Mms-Message-Id:

Message-id =  "X-Mms-Message-ID" ":" quoted-string

X-Mms-Message-Class:

Message-class = "X-Mms-Message-Class" ":" ( Class-identifier | quoted-string )

Class-identifier = "Personal" | "Advertisement" | "Informational" | "Auto"
X-Mms-Expiry:

Expiry-value = "X-Mms-Expiry" ":" ( HTTP-date | delta-seconds )

X-Mms-Delivery-Report:

Delivery-report =  "X-Mms-Delivery-Report" ":" ( "Yes" | "No" )

X-Mms-Priority:

Priority = "X-Mms-Priority" ":" ( "Low" | "Normal" | "High" )

X-Mms-Sender-Visibility:

Sender-visibility = "X-Mms-Sender-Visibility" ":" ( "Hide" | "Show" )

X-Mms-Read-Reply:

Read-reply = "X-Mms-Read-Reply" ":" ( "Yes" | "No" )

X-Mms-Ack-Request:

Ack-Request = "X-Mms-Ack-Request" ":" ( "Yes" | "No" )

X-Mms-Request-Status-Code:

Request-status-Code =  "X-Mms-Request-Status-Code" ":" ( "Ok" | "Error-unspecified" | "Error-service-denied" | "Error-message-format-corrupt" | "Error-sending-address-unresolved" | "Error-message-not-found" | "Error-network-problem" | 
"Error-content-not-accepted" | "Error-unsupported-message" )

X-Mms-MM-Status-Code:

MM-Status-Code = "X-Mms-MM-Status-Code" ":" ( "Expired" | "Retrieved" | "Rejected" | "Deferred" | "Indeterminate" | "Forwarded" | "Unrecognised" )

X-Mms-Read-Status:

Read-Status = “X-Mms-Read-Status” “:” ( “Read” | “Deleted without being read” )

X-Mms-Forward-Counter

Forward-Counter = "X-Mms-Forward-Counter" ":" 1*DIGIT

X-Mms-Previously-sent-by

Previously-sent-by = “X-Mms-Previously-sent-by” “:” 1*DIGIT “,” mailbox

The address should be machine-usable, as defined by "mailbox" in RFC 2822 [5].

NOTE:
The number indicates the chronological order of the submission and forwarding event(s). The number “0” is associated with the submission of the MM. A higher number indicates an event at a later point in time.

X-Mms-Previously-sent-date-and-time

Previously-sent-date-and-time = “X-Mms-Previously-sent-date-and-time” “:” 1*DIGIT “,” HTTP-date

The date should be machine-usable, as defined by "HTTP-date" in RFC 2616 [48].

NOTE:
The number indicates the chronological order of the submission and forwarding events. The number “0” is associated with the submission of the MM. The number indicates the correspondence to the MMS User Agent’s address in the “X-Mms-Previously-sent-by” header field with the same number.

B.2.5.1
Multimedia Messages
The Multimedia Messages would be based on RFC2822 (Standard for the format of ARPA Internet text messages) and MIME (Multipurpose Internet Mail Extensions, RFC 2045 - 2049).  
Annex D (informative):
MM3 principles

D.1
Sending of MMs

On sending an MM to an external server the MMS Relay/Server:

· should map as many fields as possible to corresponding fields of the message format or protocol of the external server while suppressing MMS-only relevant fields (e.g. MMS-version) or sensitive fields (e.g. originator Address when address hiding is requested) and fields that cannot be mapped (e.g. Content-type in case fax gateway).

· In the case the external server uses RFC 2822 formatted messages the mapping should be according to the mapping on MM4 under consideration of the above mentioned constraints.

· May add relevant fields that cannot be mapped to fields of the message format or protocol of the external server to the content body of the message if suitable (e.g. Print Content-Type, Priority, etc. on fax).

· should convert the content itself into the appropriate format used by the external server (e.g. WAV(G.723) attachment to AMR attachment for voice mail system).

D.2 
Receiving of messages

On receiving a message from an external server the MMS Relay/Server should be able to handle the following on MM3:

· The external server may send a message with RFC 2822 formatted header and a body with encapsulated message type of the external server (e.g. e-mail with attachment application/sms). In that case the MMS Relay/Server should map as many fields of the RFC 2822 header to the corresponding header fields of an MM. Additionally the MMS Relay/Server may be able to copy MMS relevant information from the MIME encapsulated body and map them to the corresponding header fields and body of an MM. The attachment itself should be forwarded unaltered as attachment of the generated MM to the recipient.

· The MMS Relay/Server should be able to interpret MMS specific fields in the RFC 2822 header of a message from an external server (e.g. voice mail can specify expiry date).

· The external server may send a message with regular RFC 2822 formatted header and MIME encapsulated attachments which may comprise content and/or profile information (e.g. VPIM multipart/voice-message). The MMS Relay/Server should be able to map as many fields of the RFC 2822 header to the corresponding header fields of an MM. Additionally in the case the attachments contain some message profile information the MMS Relay/Server should be able to map those to the corresponding header fields of an MM. The attachments/parts of the attachments with message content may be converted to another media type or format subject to the capabilities of the MMS User Agent. In most cases the attachments might be forwarded unaltered to the recipient.

· The external server may send a message with a format different from RFC 2822. In this case the MMS Relay/Server should be able to extract as many information from the external message format and protocol and map them to corresponding fields of the MM header. The content of the message from the external server should be mapped to an appropriate MIME type/subtype and attached to the MM. (e.g. SMS via 3GPP TR 23.039 -> MM with text/plain)
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