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Document History.

T2M000095 revised to T2M000110 ad MMS ad hoc #5 Sophia Antipolis with changes highlighted
During the T2 #10 meeting in Galway, Ireland it was agreed that an email discussion would take place to progress the work of defining the MMS high level service descriptions – referred to as “Level 1” of the protocol definition. Unfortunately there has been no e-mail discussion on this and so the attached paper is the result of Internal discussion within Vodafone. Some items are incomplete as they were items raised at Galway and the precise meaning is unclear. 

This document contains the following sections :

1)List of services as identified at the T2 #10 meeting.

2)Expanded list of services including some bullet points defining them in more detail.

3)Format for Service Descriptions

4)Draft Service Descriptions

1 Issues to be addressed for the level 1 MMS description

· Top level service description, end-to-end flow

· Delivery Report function, end-to-end effect (see below)

· MM content model, reject streaming, adaptation (where, by whom), size, type

· Address hiding

· User agent awareness of its address

· Address translation, formats, numbering plans, (there has been previous discussion)

· Time stamping & time zone

· Message identification, Content location, local identification

· Message expiry, who is responsible, when does it end

· Extension framework

· Versioning of the protocol

· Push

· Query (checking for messages – read on demand)

· Naming conventions, send(submit?, pull(retrieve

· Send service

· Receiving

· Setting personal profile – user profile management

· Read-Reply Reporting

· Charging (Reverse-charging, charging for delivery report / read-reply)
· Roaming

· Capability Negotiation

· Data Adaptation / Conversion

· End-to-end security

· Message qualification (class, priority)

· Message life span (validity period / expiry / )

· Streaming service
· Diversion /forwarding

· Synchronisation ( e.g. of deleted messages )

· Message Management associated with storage 
2 Expanded list of Service Descriptions

NOTE : numbers will be used throughout drafting process but services may be gathered into “service areas” later when editing 23.140.  Also, I have suggested some names for the services – please feel free to suggest others !

1. Top level service description, end-to-end flow

· Overview of the MMS service ?

2. Delivery Reporting

· end-to-end effect

· Two cases : 

· Where relay knows whether or not  the message has properly been delivered to the UA

· Where the relay is uncertain when the message will be delivered, because it  has no visibility of the outcome.
· Delivery report is an optional service (selection by the sender)

· No delivery of the report can be guaranteed (best effort basis), e.g. when an intermediate relay or store does not support the function.

· The Receiving relay (or the server?) is responsible to generate the report.

· The receiving UA is allowed to prohibit the sending of the delivery report by User Profile or on a per message basis at the receiving UA
· two types of delivery report: one that says “best effort, but delivered to an internet server”, and the normal case “delivered”, “expired” or “rejected 
3. MM Content Management

· model, reject streaming. ????????
· adaptation (where, by whom), size, type

· media type, presentation, and format conversion

· linked to Capability Negotiation

4. Sender Anonymity (address hiding)

· Give the sender the option of concealing identity only to the recipient UA ( perhaps with indication of  sending address concealed to the recipient ) 
5. User agent awareness of its own address

· The UA does not need to know its own address


6. Address Translation

· formats 

· numbering plans

· aliases
7. Time Stamping

· time zone included or not
· when ?

· by which entity ?

· How is it updated?

8. Message Tracking   

· Message id known to MMS relay ?

·  Identification controlled by MMS Relay ( Should message ID be global ? ) 
9. Message Expiry in the MMSE
· Validity period ( relative and absolute )
· Who sets it ?

· Which entity manages this ?

10. Extension framework  ( for capability negotiation ? ) 

11. Protocol Version Management

· Backward compatibility

· Version definition

12. Push

· End to end push – SMS model

· Local push to inform of message presence /availability
· Push parameters

· User control

13. Message  Query (“Have I got mail ?”)

· User initiated

· Any time, any device

· Easy and consistent to use

· Content of  Query response



14. Sending Service

· Compose and send multimedia messages !

15. Receiving Service

· Receive a multimedia message !

16. Personal Profile 

· Profile elements

· user profile management

· linked to VHE /OSA
· state notifications parameters (e.g. every message, only messages from xx)

· Personal address books, mailing lists etc.

· Multicast ( e.g CUG’s ) 
· Broadcast ( e.g geographical area ) 
17. Read-Reply Reporting

· A step beyond delivery reporting

· Terminal signals network that message has been opened

· User control

18. Charging

· Reverse-charging,

· charging for delivery report / read-reply

· charging models e.g. subscription / per message / kilobyte

· see tdoc  T2-000473

19. Roaming

· How will the user be charged ?

· Sending message scenario needs consideration

· Receiving message scenario needs consideration

20. Capability Negotiation

· What role does MMS play in the negotiation between mobile user and content provider ?

· Does MMS have its own capability negotiation between the MMS relay and MMS user agent ?

· Linked to MM Content Management

21. Data Adaptation / Conversion

· Same as MM Content Management ?

· Adaptation to third party systems ?

22. End-to-end Security

· Can the user agent encrypt / decrypt ?

· MMS relay encryption ?

· Standardisation for interoperability ?

· Authentication
· Non repudiation.
23. Message Qualification 

· Message class

· Message priority. Relevant to recipient or for message handling
· Subject



24. Streaming Service

· Assumes streaming service as part of MMS

· Relay knows if user can stream

· Streaming control ( abort, fast forward, stop start etc )
· Store and forward / real time
25
Diversion /forwarding

26
Synchronisation ( e.g. of deleted messages )

27
Message Management associated with storage 

3 Service Description Format

Option A – textual description (could be enhanced with a system diagram plus a message flow / sequence diagram)

e.g.  13.  Message Store Query

The MMS shall offer the user the ability to query their Message Store (could be linked to a unified messaging system) at any time and from a number of different devices.  The Message Store will be managed by the users “home” MMS Server.  

The user shall be able to set up an connection to their Message Store using any of the following access technologies :

· Mobile phone and WAP

· Mobile phone and HTTP

· PC and the internet

· Mobile phone, DTMF and voice channel

· Fixed phone, DTMF and voice channel

The user shall be challenged by the MMS Server to provide a user id and a password prior to being given access to the data.  The user shall be able to change their user id and password at any time.

Once connected the user shall have the ability to query the Message Store database to determine the following :

1. list all the messages in the store 

2. list all read messages in the store

3. list all unread messages in the store

4. delete messages from the store

5. save messages

6. forward messages

7. receive an indication of the type of message (e.g. fax, email, voicemail, MM)

8. view individual messages

9. reply to a message

10. save contact information

The presentation of this information shall be tailored for the device and access mechanism used by the user.

Option B -  any suggestions ?

4 Draft Service Descriptions

4.1 Overview of MMS

Maybe this is best completed once all other services have been defined  but getting ?

4.2 Delivery Reports

The MMS system shall support a delivery reporting service.  The user shall be able to select whether they require a delivery report from the system.

If the user (sending UA) selects to have a delivery report the following behaviour is expected of the system :

· The sending relay adds a message id to the message plus an indication that a delivery report is required

· The receiving relay checks the delivery report indicator in the message and if set waits for an acknowledgement from the UA

· Once an acknowledgement is received the receiving relay sends an acknowledgement back to the sending relay

· The sending relay passes a delivery report indication back to the sending UA

NOTE : the receiving UA shall have the ability to instruct the MMS system that delivery reports shall be denied i.e. not sent back to the sending MMS relay.  This facility helps to protect the UA from being “tracked”.

If the user (sending UA) selects not to have a delivery report the following behaviour is expected of the system :

· The sending relay adds a message id to the message plus and indication that a delivery report is not required

· The receiving relay checks the delivery report indicator in the message and if not set takes no further action i.e. no acknowledgement is sent back to the sending relay

Delivery reports are subject to the following conditions :

· The receiving relay knows that a message is delivered to the recipient user agent

· The delivery report is successfully returned to the sending relay

· The recipient UA allows the sending of delivery reports

Delivery Reports may contain the following status indications :

1. best effort, but delivered to an internet server
2. delivered

3. expired

4. rejected ?

5. null – for the case where the report is suppressed by the recipient user agent. Anonimity

6. Message deleted before expiry

4.3 MM Content Management

The MMS relay shall support Multimedia Content Management (MCM) as specified.

The MMS relay is only able to support MCM in so far as it is aware of the media types supported by the mobile terminal (see Capability Negotiation, section 4.21) and has the media type and format converters installed.

Multimedia Content Management consists of :

1. Message Media Type Awareness – the MMS relay must be aware of the media types contained in any specific message

2. Capability Negotiation – the mobile terminal may be able to inform the MMS relay of its capabilities thus allowing the MMS relay to take appropriate actions for message delivery based on content type e.g. UAProf in WAP

3. Media Type Conversion – it is possible to convert some media types to others e.g. Text to Speech (TTS) and may be appropriate if the user has selected this 

4. Media Format Conversion – dependant upon the terminal capabilities it may be appropriate to convert from one media type to another e.g. GIF to JPEG

5. User Agent Configuration Parameters – allow the user to set certain parameters in the MCM e.g. convert all emails of less than 5K bytes to speech.

6. User Agent Event Notification – inform the users of events in the system e.g. a message has been received for you containing unsupported media types

MCM may have a role to play in media streaming ?  MCM could be informed to stream any video clip over a certain size.

4.4 Sender Anonymity

The MMS system shall allow the sending UA to remain anonymous if requested.  In cases where anonymity is selected the sending MMS relay shall set the message id to NULL and not use any other means to identify the sender in the message.

4.5 User Agent Address Awareness

Not sure what this is ?

4.6 Address Translation

The sender of a message should be able to use an address format which is commonplace to his working environment. Any address translation has to be done within the network prior to delivery unknown to the sender.

Fixed Network e.g e-mail environment towards Mobile Network and Mobile to fixed e.g e-mail network or unknown destination network.
The originator should be able to address the recipient using conventional e-mail addressing.

Mobile to Mobile.

The originator should be able to address the recipient using MSISDN’s. This pre supposes that the sender knows or has a specific reason to address a mobile using its MSISDN.

Time Stamping

The MMS system shall allow messages to be time stamped at various points through the network.

Time stamping locations :

· At sending UA 

· At sending MMS relay

· At each transit MMS relay

· At the receiving MMS relay

Time stamping formats :

· DD:MM:YY-HH:MM:SS (time zone)

· Etc.

The time stamp shall be readable by the receiving MMS relay and the home MMS server and also by the recipient UA.

The time stamp is used for the following :

· by the MMS server to know how long a message has been stored

· by the MMS relay ?

· by the recipient to know that time the message was sent

· for entry in the CDR

4.7 Message Tracking

The MMS system shall allow messages to be tracked through the system except in cases where this breaches customer confidentiality or expressed customer wishes.  Messages can be tracked by using a message id attached to the message by the sending MMS relay.  

The message id will be used for the following :

· Tracking messages through the system in order to facilitate delivery reports

· Fault diagnostics

· Charging ?

4.8 Message Expiry

The MMS system shall manage the life span of each message in the system.  Each message contains a validity period that is set by the sending MMS relay subject to a number of conditions.

Validity period conditions :

· Class of service

· Originator 

· Content Class, e.g. advertising, news, weather

The validity period is used for the following :

· To know whether to store the message or not ?

· To know how long to store a message in the MMS server. Note a value of zero could denote that the message shall not be stored after its delivery attempt. ( fire and forget ).

· The Network operator should be able to set a maximum permissable value for validity.

· Charging ?

4.9 Extension Framework

Not sure what this is ?

4.10 Protocol Version Management

The MMS system shall support version numbering in the message header.  The version numbers shall allow the system equipment to identify which “certified” version of MMS is being used and thus aid in message interpretation.

A means needs to be devised of certifying or agreeing the versions of MMS that can be used plus a statement of compatibility that will detail the interoperability of MMS versions.

e.g. version r99 relay talking to the r00 relay shall support all the functionality defined for r99.

4.11 Push

The MMS system shall, at the recipients discretion, support the option to push messages directly to a users terminal without any user intervention.  The SMS service has been very successful and MMS shall build on that success by extending the message content that can be carried to include messages of many different types of media.

The push service shall support the following functions :

· The ability to push a message from one mobile terminal to another

· The user perception of “instant delivery” like SMS

· The temporary storage of messages in the network (MMS server?) until the user becomes reachable e.g. moves back into coverage, switches mobile on

· User settable parameters at the MMS relay e.g. push all messages less than 5K bytes

· The storage of pushed messages on the terminal (manufacturer specific)

· The ability to reply to or forward a pushed message

· The ability to request delivery notification

In essence the MMS system shall support an “SMS like” mode of operation called Push.  

NOTE : When the MMS relay pushes messages using WAP it is acting in the role of a WAP Push Initiator.

4.12 Message Store Query

Control by the recipient

The MMS system shall offer the user the ability to query their Message Store (could be linked to a unified messaging system) at any time and from a number of different devices.  The Message Store will be managed by the users “home” MMS Server.  

The user shall be able to set up an connection to their Message Store using any of the following access technologies :

· Mobile phone and WAP

· Mobile phone and HTTP

· PC and the internet

· Mobile phone, DTMF and voice channel

· Fixed phone, DTMF and voice channel

The user shall be challenged by the MMS Server to provide a user id and a password prior to being given access to the data.  The user shall be able to change their user id and password at any time.

Once connected the user shall have the ability to query the Message Store database to determine the following :

· list all the messages in the store 

· list all read messages in the store

· list all unread messages in the store

· delete messages from the store

· save messages

· forward messages

· receive an indication of the type of message (e.g. fax, email, voicemail, MM)

· view individual messages

· reply to a message

· save contact information

The presentation of this information shall be tailored for the device and access mechanism used by the user.

Control by the sender

· Enquire on status of previously sent messages ( e.g. delivered, not delivered + reason )

· Replace previously sent message

· Delete previously sent message

· Delete all previously sent messages ( by source or destination addresses )

· Defer the delivery of a message by a period – on submission.

· Defer the delivery of a message by indicating date / time – on submission

· Request a delivery report – on submission

4.13 Naming Conventions

Not sure this is a service – editorial note ?

i.e. send or submit,  pull or receive ?

4.14 Send a Multimedia Message

The MMS shall support the ability of a user to compose and send a multimedia message from a mobile terminal.  

NOTE : The exact behaviour of the MMS terminal applications and the way messages are composed is manufacturer specific but the basic functionality is a standards issue and is defined here.

The mobile terminal shall make available to the users via the MMS application all the media types supported by the terminal i.e. if the mobile has a camera capable of recording video clips this media type shall be made available to the MMS application.

The user shall be able to  :

· Create a variety of media content (dependent on terminal capability)

· Store the media content for later use

· Edit the media content i.e. combine media, add heading (dependent on terminal capability)

· Store edited multimedia message

· Request a delivery report for the message

· Request a read report for the message

· Set the validity period for the message

· Send the multimedia message to another phone (using MSISDN) or to an email address

4.15 Receive a Multimedia Message

The MMS service shall allow a mobile to receive multimedia messages.

The user may receive the message in a number of ways which are settable by the user :

· By SMS notification that there is a multimedia message stored in the network

· By a voicemail alert that states that there is a multimedia message stored in the network

· Directly at the mobile – user is alerted that a multimedia message has been pushed to their terminal

The mobile user shall be able to :

· View the multimedia message immediately. Once read a message should be marked for deletion after a user defined period

· Store the multimedia message on the terminal for later viewing

· Reply to the multimedia message

· Forward the multimedia message

· Request their network MMS service to store the message

· See the size of the message, whether there are any attachments and if so what form are they and how large are they.

4.16 Personal Profile

The MMS personal profile shall be stored in the network and be accessible via a PC and the internet.

The MMS personal profile shall include the following parameters :

· User network based message store management policy  (link to UMS)

· Message store size

· Message store usage

· Message store full notification 

· Message overwrite status

· Message mark for deletion period.

· User Notification Policy

· SMS notification

· Voicemail notification

· Message Push Policy

· Message source 

· Message size

· Message media content

· User Privacy Policy 

· delivery reports status

· read reports status

· publish address status

· push advertising status

· User Multimedia Message Assistant (implementation ?)

· Forwarding rules

· Storage rules

· Terminal Capability – discovered by negotiation ?

· Screen size

· Cache size

· Codecs supported

4.17 Read-reply Reporting

The MMS shall support the ability to request a read reply for a particular multimedia message.  However, the recipient has the right to deny this service and so no read reply does not mean the message has not been read !

If a user sends a multimedia message with the read reply set this information shall be passed on to the recipients relay and ultimately on to the recipients terminal.  

In the case of a message being pushed to the terminal it is the responsibility of the terminal to generate the read reply message.  In the case where the user reads the message stored in the network via a PC and the internet or via a mobile and WAP the MMS server would generate the read reply.

Should this mechanism be standardised ?

4.18 Charging

Charging is understood to be the mechanism for billing.

This is being discussed using Sofi Persson’s documents.

4.19 Roaming

· How will the user be charged ?

· Sending message scenario needs consideration

· Receiving message scenario needs consideration

4.20 Capability Negotiation

The MMS shall support the standard capability negotiation protocols used in WAP (UAProf) and the Internet (HTTP header). Existing protocols should be used wherever possible rather than inventing them.  

When the MMS system has a multimedia message for a user, the MMS system will undertake a negotiation with the user agent in order to discover its capabilities.  Once the MMS system has the knowledge of the user agent capability and also knowledge of the media types in a particular message the system may be able to perform media type or media format conversion. 

4.21 Data Adaptation / Conversion

· Same as MM Content Management ?

· Adaption to third party systems ?

4.22 End to end Security

· Can the user agent encrypt / decrypt ?

· MMS relay encryption ?

4.23 Message Qualification

· Message class ( Adverts, News items etc )

· Message priority
4.24 Message Life Span

- see no. 9

4.25 Streaming Service

Is this part of MMS ? . One school of thought is that Streaming itself should not be part of MMS but that the machanisms to invoke / control streaming should be.

