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1 Introduction

The Chairman opened the meeting and welcomed delegates.  The meeting was convened as a combined 3GPP T2 SWG1 and SMG4 MExE meeting.

2 Approval of Agenda

TDOC
Subject
Source

T2x00001
Draft MExE Agenda
Chairman

The meeting agenda was agreed

Conclusion:

Document agreed.
3 Registration of Input Documents

TDOC
Subject
Source

T2-00037 
MExE report (Puerto Vallarta, 1st-4th February, 2000)
BT Cellnet

T2-00026
 LS from CN2 on 5 or 6 digits IMSI HPLMN
CN2

T2-00021
LS from T3 on WAP/MExE provisioning on the SIM/USIM
T3

T2-00028
LS from WAP Forum on Support of root keys storage on SIM for MExE R99
WAP Forum

T2-00044r1 
MExE UE capabilities description for TSG-T2 SWG6
Chairman

T2-000174
T2-000174: LS from N1 Response to LS on 5 or 6 digits IMSI HPLMN
N1

T2x00001
Draft MExE Agenda
Chairman

T2x00002
MExE E-mail Process Report
Chairman

T2x00003
MExE Release 2000 WID
Chairman

T2x00004
MExE report (London, 28th-29th March, 2000)
???

T2x00005
User Permission Types
Nokia

T2x00006
Third Party root public key management
Nokia

T2x00007
Addition of user data update for untrusted applications
Nokia

T2x00008
Security
Nokia

T2x00009
Datagram recipient addressing
Nokia

T2x00010
What can the terminal do to support VHE User Profiles
Siemens

T2x00011
Conformance Requirements
Ericsson

T2x00012
Stage 1 Example MExE services Informative Annex
Chairman

T2x00013
HPLMN length on SIM
Bosch

T2x00014
MExE Release 2000 WID
T2-SWG1

T2x00015
Datagram recipient addressing
Nokia

T2x00016
PUSH services features by UAProf
NEC

T2x00017
LS on support of user profiles to S1, S2, T3 and CN5
Siemens

T2x00018
Stage 1 Example MExE services Informative Annex
Chairman

T2x00019
SDR Forum Presentation
SDR Forum

T2x00020
Datagram recipient addressing
Nokia

T2x00021
LS to T3 on support of 5 and 6 digit HPLMN
Bosch

T2x00022
LS to T3 on the support of provisioning on SIM cards
Vodafone

T2x00023
Addition of user data update for untrusted applications
Nokia

T2x00024
Datagram recipient addressing
Nokia

4 Approval of the previous MExE meeting report

TDOC
Subject
Source

T2-00037 
MExE report (Puerto Vallarta, 1st-4th February, 2000)
BT Cellnet

Document was approved in the Puerto Vallarta T2 closing plenary.

Conclusion:

Document noted.
5 Report on the e-mail process activity since last meeting

TDOC
Subject
Source

T2x00002
MexE E-mail Process Report
Chairman

T2-00044r1 
MexE UE capabilities description for TSG-T2 SWG6
Chairman

The Chairman reported on the e-mail process since the Puerto Vallarta meeting as described in T2x00002.  The only output document was T2x00044r1 which was agreed..

Conclusion:

Documents T2x00002 and T2-00044r1 were agreed.
6 WID for MExE Release 2000 work

TDOC
Subject
Source

T2x00003
MexE Release 2000 WID
Chairman

T2x00014
MexE Release 2000 WID
Chairman

The user profile work was re-worded to identify the terminal parts of the user profile. Impact on the USIM was changed from "don't know" to "yes".  OSA was added to the list of services interactions, TSG-T2 was identified as the lead group.  Investigation of MP3/MPEG4 support was also added. Work on SDR capabilities was also identified as requiring investigation.  The minimum number of supporting companies for the work item was achieved.

Conclusion:

Document T2x00014 was agreed
7 SDR Forum

TDOC
Subject
Source

T2x00019
SDR Forum Presentation
SDR Forum

John Ralston made a presentation of the SDR Forum's work since the last MExE meeting, and the SDR Forum is  now in a position to present the SDR Framework to enhance MExE.  SDR Forum enhancements would be:
· Radio-specific s/w

· Security/regulatory aspects

· Download protocol elements

The SDR Forum's targets for reconfigurability include  services, applications, data rate, channel bandwidth, QoS,  security, position, frequency band, air interface mode.  "SDR is a lot more than the R".  John Ralston identified the benefits of SDR, in terms of regulator support, time to market, consolidation of product platforms, cost savings, flexible and scalable equipment and value-added services,  bug fixes, enhancements etc.  The SDR Forum was created in 1996 as an open non-profit  corporation , and  now has a predominantly commercial membership of over 70 organization, including the major wireless players from Europe, Asia, and North America (having changed from its initial military origins).  Within the SDR Forum, the Technical Committee has several working groups, including the Handheld/Download working group which is looking at MExE.

The SDR Forum work to date has recognised 3 major domains: base station, mobile (e.g. in-car) and handheld.

Adoption timelines for terminals see initial use in 2001, increased usage in 2003, and in 2005 widespread adoption.  

Currently the SDR Forum is considering downloading patches and bug fixes, and for the future it will consider downloading "players" (e.g MP3).  It will describe messages, parameters etc.  The SDR Forum wishes to add the following to MExE:-

· Download protocol: SDR Forum activities have been focussed on software download over the past year, and additional  work remains  to do in this area.

· Header (containing capability identifying SDR Forum or manufacturer, regulatory indicating regulatory or manufacturer))

Tim Wright asked if both hardware and software will be "Type Approved" in the future. JR indicated that SDR will require equipment authorization agencies to certify combinations of hardware and software for compliance with relevant rules, and that moves towards self-testing  would help the situation.

Joerg Swetina asked what was required for a manufacturer to be SDR Forum compliant: the response was that the download protocol to, and the messaging back and forth would be required (includes test vectors, etc.). This will specify a basic level of service.  The manufacturer would have to adopt the encryption authority also.  Joerg Swetina also questioned whether the device would have to have an SDR logo on the device: JR was not aware of any moves to make this a requirement, and indicated that digital signature of downloaded software by manufacturers and regulators is expected to suffice for the sale of SDR devices. .

Lars Brenk: MExE already has secure downloading mechanism, so what is SDR giving to MExE?  The changes to MExE appear to be very little, simply saying that it uses a manufacturer's certificate and adding of a header.  Tim Wright: PKI certificate extensions may be required with support of an International Certificate Authority root key.  An objective within the SDR Forum is to reduce the certificate chain, in order to minimize the number of certificates that may have to be stored on devices, and this is effectively an off-line activity.  

For the download protocol, the intention is not to produce a new protocol, but rather add any SDR specific protocol elements to the MExE specification.  

Joerg Swetina reiterated Lar Brenk's comments and questioned the reason for doing this as it can already be done by the manufacturer in a proprietary way using MexE. : The addition from the SDR Forum is to do it in a standardised way, approved by regulators, with the possibility for supporting 3rd parties, and allowing a commom set of basic SDR capabilities to be offered by many operators using equipment from many manufacturers.
Thus the deltas to the current MExE specifications are:

· Download protocol (possibly just identify what to use, or use a user-agent to do this at an application level)

· Standardised header 

The installation mechanism and APIs would be the manufacturer's proprietary ones: the SDR Forum might consider defining APIs at a later stage.

Tim Ambrose: need to distinguish between software targeted at the application space, and software targeted at levels below this in the device. John Ralston mentioned that if the header is present then it could be interpreted as being an SDR download. Tim Wright suggested that the same header could be used for all code downloads.

John Ralston: The header is not yet defined in detail, but the kind of information needed has been identified.

The Chairman proposed the way ahead: re-use the MExE download mechanism, re-use MExE authentication, a new SDR header to be accurately defined (optional within MExE), and re-use of handset manufacturer's APIs.  Work on this is to be done via e-mail in a new clause to be added to the MExE spec. The SDR Forum will take the lead in drafting the new clause, to be discussed on the MExE e-mail reflector.  This will be a key agenda item at the next SDR Forum General Meeting (April 11-13, 2000, in Seoul, Korea).
The SDR Forum will send representatives to the Galway T2/MExE meeting.

Conclusion:

Document noted. The SDR Forum will propose a new clause for the MExE specification to re-use the MExE download mechanism, re-use MExE authentication, a new SDR header to be accurately defined (optional within MExE), and re-use of the handset manufacturer's APIs. 

8 Informative annex on supporting "players"

TDOC
Subject
Source

T2x00012
Stage 1 Example MExE services Informative Annex
Chairman

T2x00018
Stage 1 Example MExE services Informative Annex
Chairman

The Chairman presented a proposed informative annex for the Stage 1 document.  It describes MExE and possible example MExE services.  It is intended to be an infromative quick overview of the sort of services that MExE could support, in sharp contast to the technical details in the MExE specifications.

Bo Johansson: more details on applications should be provided as a separate subsection under applications  

Joerg Swetina: emphasise the point about being able to have a configurable user-friendly MMI (add to Overview section); MExE allows look'n;feel to be created by user.

Colin Blanchard: need to identify/clarify that the user can control telephony events and manipulate supplementary services.

Anna Zhuang: need to identify WAP support in classmark. [Note it was subsequently noted that the Stage 1 is implementation agnostic, however references to WAP/Java technology may be indirectly made by describing the functionality].

Martin Ellis: identify MS-MS interaction as another way of delivering services.

Bo Johansson/Anna Zhuang /Lars Brenk: allow e-mail discussion on reflector. Bo Johansson would like to see the MExE security framework emphasised more.

Chairman: This Annex could form the basis of a standalone informative document on MexE, however to do this definitions of terms, etc, would need to be required.

In principle, support for the introduction of the annex was given. The Chairman will work on an updated version of the proposal.

Conclusion:

Document noted.  Document to enter e-mail process with tdoc number T2x00018.
9 MExE contributions and change requests

9.1 Non security

TDOC
Subject
Source

T2x00010
What can the terminal do to support VHE User Profiles
Siemens

T2x00016
PUSH services features by UAProf
NEC

T2x00017
LS on support of user profiles to S1, S2, T3 and CN5
Siemens

T2x00010 was presented by Joerg Swetina as a discussion document on what the MExE can do to support user profiles, and describes VHE.  It was an extensive paper which was welcomed by the Chairman.

It was asked whether operators may have concerns of VHE, and it was clarified that (at least in S1) operators are promoting VHE in order to continue to offer home environment services even whether the user is outside his home environment.

If a WAP/MExE user changes his gateway, the operator has no ability to save the terminal based user profiles. This would result in loss of its content between the operator and the user, meaning that it should be stored in a non-volatile way.

Paul Amery: what other tags are needed to be added to UAProf.  CONNEG is a possible alternative to UAProf.  There are many "different" user profiles (in Java, WAP Forum, handset, VHE, 3GPP etc.).  The attributes need to be standardised.  

Anna Zhuang: why doesn't S1 communicate its capability negotiation with the WAP Forum?  The chairman stated that it had been agreed in principle as a way forward in MExE last year, that MExE may propose changes for UAProf to the WAP Forum.  The MExE specs do not prevent (in addition to UAProf) another capability negotiation to be also supported.  In order to be interoperable, the attributes must be standardised, whereas application-specific information need not be standardised.  

Paul Amery: will create a comparison of UAProf with other capability negotiaations (CC/PP, and CONNEG) to identify which attributes may be required to support VHE.

Andrew Randle (NEC) presented the PUSH services features by UAProf presentation from the recent Rome WAP Forum meeting.  It presented the current work in the WAP Forum to support redirecting of Push services when the user is roaming through other PPGs (Push Proxy Gateways).

Current User Profile in 3GPP is in a completely different format, and the tools which access it know how to interpret it.  What is required to let the network where it may be found, and the semantics of the user profile which are relevant to the network, and which are relevant to the terminal.  The network's main role is to store it.  What kind of parameters are needed by the network is possibly to be decided by TSG-CN.

MExE needs to identify a mechanism to store and retrieve the user profile.  

Joerg Swetina: must also consider the case when the terminal is not a MExE/SAT terminal, and this should be compatible.  

Paul Amery: look at UAProf ,what is missing and what needs to be standardised.  There are 2 steps: identification and standardisation of what needs to be in the user profile, and secondly n/w support of its access/storage.

Joerg Swetina proposed clarification of what the MExE group can do.  Then ask relevant questions to the other TSGs, and he suggested that MExE prepares a LS to S1/S2/CN indicating what we can do and what would be the best way forward.

Joerg Swetina presented tdoc 17, LS to S1, S2, T3, CN5.  Tim Wright questioned whether any synchronisation of changes were required for the user profile, and if so this may be a requirement to be fulfilled directly by MExE or TSG-CN.  It was also agreed to add synchronisation of the user profile as a further bullet, and address the issue to T2-SWG2.

Conclusion:

Document noted. Document to enter e-mail process with tdoc number T2x00017

TDOC
Subject
Source

T2x00011
Conformance Requirements
Ericsson

Bo Johansson's contribution proposed identification of mandatory/optional/conditional aspects of the MExE specification, specifically for CM1 and CM2 devices.  The list initially identifies areas which Ericsson particularly requests feedback on. Anna Zhuang mentioned that the table doesn't, but should, cover the entire spec Bo indicated that this was the start of such a table.  Lars Brenk suggested that it would only be necessary to identify the differences between the classmarks, whereas Anna Zuhang thought that comprehensive compliancy tables (in an annex) would be preferable.  The Chairman agreed with Anna Zuhang, as new MExE classmarks would not necessarily have to be a superset of existing classmarks.

Joerg Swetina: What does C(network) mean? Bo Johansson indicated that he meant that support for the feature was conditional on whether the underlying network supported the feature. The Chairman stated that the APIs should be supported by all devices.

Bo Johansson and Anna Zhuang will work (together with other interested parties) on this, and present results to a future MExE meeting. 

Conclusion:

Document noted.  Further documents to be generated for future meetings.

TDOC
Subject
Source

T2x00009
Datagram recipient addressing
Nokia

T2x00015
Datagram recipient addressing
Nokia

T2x00020
Datagram recipient addressing
Nokia

T2x00024
Datagram recipient addressing
Nokia

After having been presented to the previous MExE meeting, tdoc T2x00009 was created, which was updated to tdoc T2x00015 following feedback.

The Datagram API defined by JavaPhone has changed. Currently MExE specification refers to an older version of Datagram API, and is thus incorrect.

Lars Brenk raised question as to whether Personal Java 1.1.1, Sun Microsystems is compatible with JavaPhone API version 0.95: Anna Zhuang to get confirmation prior to acceptance of the CR.  Lars Brenk also questioned the value in copying/pasting text with modification of "should's" to "shall's", basing text on Java specification which is not released.

Lars Brenk and Anna Zhuang to co-operate on producing a new version of the proposed CR for the following day in tdoc T2x00020.  The new proposal references Javaphone 1.0 (however the current version is 0.95), the tdoc was left with the reference to JavaPhone 1.0 as this is about to be released by Sun Microsystems.

Conclusion:

Tdoc 24 was agreed.

TDOC
Subject
Source

T2-00026
 LS from CN2 on 5 or 6 digits IMSI HPLMN
CN2

T2-000174
LS from N1 Response to LS on 5 or 6 digits IMSI HPLMN
N1

T2x00022
LS to T3 on the support of provisioning on SIM cards
Vodafone

In T2-00026, TSG CN WG2 state that bearing in mind that very few MCCs require a 3-digit MNC, TSG CN WG2 believe that an efficient (in storage) mechanism would be to store a list of those MCCs which require 3-digit MNCs; all other MNCs can be assumed to require a 2-digit MNC.

In T2-000174, TSG CN WG1 supports T2 SWG1 (MExE) view that maintaining a list of MCCs in the MS along with the number of digits for that MCC is not a very satisfactory solution. Adding a new field on the USIM to indicate how many digits of the IMSI must be used to extract the PLMN seems like a good solution from a MExE perspective. This solution could also be useful to MS manufacturers as it may be used also for SIM Lock purposes. However N1 would like to add the following comments.

In T2x00013, Lars Brenk proposed a new HPLMNlen field.  This was accepted in principle, and will be re-considered during the security discussion of the MExE meeting.

Conclusion:

Documents noted. 
9.2 Security

TDOC
Subject
Source

T2x00013
HPLMN length on SIM
Bosch

T2x00021
LS to T3 on support of 5 and 6 digit HPLMN
Bosch

Tim Wright agreed that the approach presented in tdoc13 was a good idea, but wanted clarification on what REHABILITATE meant. Lars had copied the specification for IMSI, and didn't know in detail what the fields meant. Tim Wright suggested that the LS says that this is what has been done.

Lars Brenk will produce the new LS (tdoc21).

Tdoc 13 noted, and tdoc 21 is be agreed by the MExE e-mail process.  

Conclusion:

Document T2x00013 was noted. The LS is to enter e-mail process with tdoc number T2x00021
TDOC
Subject
Source

T2-00028
LS from WAP Forum on Support of root keys storage on SIM for MExE R99
WAP Forum

T2x00022
LS to T3 on the support of provisioning on SIM cards
Vodafone

Tim Wright gave his view on the background of these LS: there wasn't good communication  between WAP and T3. WAP decided to get a directory under the ISO in PKCS 15 rather than on the SIM MF. Therefore WAP didn't need SMG9 to give them a directory. He believed that WAP were told that they should work with MExE group (since T3 believed WAP was an instance of MExE), but this didn't happen.

From the LS, T3 seem to have understood our requirements but asked questions on how to support them. There were some discussions (email and internal) with T3, but not much has been going on in T3 on this issue. Lars Brenk suggested that we need someone to present our requirements to push them to do something.

Chairman: We need to respond back to T3 and urge them to work on this for R99. We should also point out that a disconnect between the two groups occurred due to meeting dates and the date when the LS response was received.

Tim Wright volunteered to draft the new LS response. Tim Ambrose volunteered to present the new LS at the WAP SCEG Miami meeting next week.

Conclusion:

Tdoc T2x00022 to be drafted by Tim Wright to T3, and copied to WAP Forum SCEG and WPG.

TDOC
Subject
Source

T2x00005
User Permission Types
Nokia

The proposed deletion of text is not just applicable to WAP, but also applies to Java applications.  It was explained that this in fact refers to applets and scripts which run inside browsers, and are not installed.  Nokia withdrew the proposed CR, and will present a further CR adding the received clarifications to the next MExE meeting.

Conclusion:

Document noted
TDOC
Subject
Source

T2x00006
Third Party root public key management
Nokia

Modification of example of Third Party root public keys management, because Administrator has no right to delete root public keys.  Also the administrator root does not have the right to change fine grain access.  The changes were agreed.  The question of root public key deletion was addressed, and the user may use a manufacturer optional provisioned functionality.  Tim Wright encouraged discussion between MExE and WAP Forum's WSG on root public key removal, and for the same policy to be followed within the two organisations.

Conclusion

Document agreed.  CR agreed. The CR frontsheet needs to be modified to target R99.  Change will be automatically rolled into R2k version when it is eventually created.
TDOC
Subject
Source

T2x00007
Addition of user data update for untrusted applications
Nokia

T2x00023
Addition of user data update for untrusted applications
Nokia

To be in line with WP WTA specification, untrusted MExE executables must also have permission to add a phonebook entry. Further, there are several use cases in the world where the executable, although being untrusted, could assist the user for updating also other data: task lists, ringing tones, calendar data. 

However, because the executable is untrusted, the strict security rules must be applied. The user must be displayed both the application name and the data to be handled by the provisioned functionality in the terminal and not by the executable itself. User must give permission for all data updates performed by the untrusted executable.

Tim Wright/Lars Brenk/Tim Ambrose highlighted the need to display date to be added and replaced.  It was proposed and agreed to support add/modify/delete, and that old and new data must be presented, and we also need to define want is meant by user data.  Tim Wright also proposed that user data should exclude provisioning data.  There were differing views on the amount of data to be changed which should be presented to the user.

It was agreed to split this issue into 2 bullets, one entry for add phonebook, and another for bullet for add/update/modify with clear description of data not to be changed (i.e. provisioning information), and displaying of old/new data.

Conclusion:

Document noted, Document to enter e-mail process with tdoc number T2x00023.
TDOC
Subject
Source

T2x00008
Security
Nokia

Need to specify what is applicable only to Classmark 1 or Classmark 2 devices in section 8.

Similar to tdoc 11 to identify conformance and compliance of the functional requirements.  It was clarified that as CM 1 does not currently support signed content, it may do so in the future.

NTT DoCoMo stated that the discussion was centred round WAP, and asked whether this also applied to non-WAP technologies.  It was clarified that the MExE security is not being modified, but instead clarifications being made on the relevance of the security sections to the WAP Classmark 1.

Tdoc T2x00008 is to be incorporated with tdoc T2x00011 for the conformance table.

Conclusion:

Document noted.
10 Any other business

No other business was raised.
11 Future Meetings

Future MExE meetings will be held as follows:-

· T2#9: 15th 19th May 2000 (Utrecht, Netherlands)

· MExE: 27th-29th June, 2000: (Hokaido ???, Japan)

· MExE: July, 2000: no meeting requirement identified yet

· T2#10: 28th August - 1st September 2000 (Ireland)

· MExE: September, 2000: meeting to be hosted by Nokia in Finland

· MExE: October, 2000: no meeting requirement identified yet

· T2#11: 27th-1st December 2000

· MExE: December, 2000: no meeting requirement identified yet
Annex

12 Output Liaison Statements

12.1 Agreed output Liaison Statements

TDOC
Subject
Source

None

13 MExE Stage 1 Changes

13.1 Agreed MExE Stage 1 Changes

TDOC
Subject
Source

None

14 MExE Stage 2 Changes

14.1 Agreed MExE Stage 2 Changes

TDOC
Subject
Source

T2x00006
Third Party root public key management
Nokia

T2x00024
Datagram recipient addressing
Nokia

15 Other Output Documents

15.1 Other agreed Output Documents

TDOC
Subject
Source

T2x00002
MexE E-mail Process Report
Chairman

T2-00044r1 
MexE UE capabilities description for TSG-T2 SWG6
Chairman

T2x00014
MexE Release 2000 WID
Chairman

15.2 Other Output Documents to be agreed by e-mail process

TDOC
Subject
Source

T2x00017
LS on support of user profiles to S1, S2, T3 and CN5
Siemens

T2x00018
Stage 1 Example MExE services Informative Annex
Chairman

T2x00021
LS to T3 on support of 5 and 6 digit HPLMN
Bosch

T2x00022
LS to T3 on the support of provisioning on SIM cards
Vodafone

T2x00023
Addition of user data update for untrusted applications
Nokia
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