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3
Definitions and abbreviations

3.1 3.1
Definitions
MExE-session: The specified actions of a MExE executable, whilst it is still running.
WAP-session: A WAP-session is established between the mobile and the WAP Gateway. The duration of a WAP-session can be days, weeks or even months. The WAP-session can be associated with a particular subscription in the WAP Gateway.
5.5.3
Transferring

 The core of WSP [6] is a binary version of the Hypertext Transfer Protocol - HTTP/1.1 [9]. The core function of WSP is the same as for HTTP/1.1. A client sends a request to the server using an appropriate request method with a URI and information about the client. The server responds with a status code and possibly (if success) the requested content. 

There is a differentiation between an origin server and a WSP server.  The origin server is where the content is stored, and the WSP server is where the WSP WAP-session terminates.  The WSP server is also typically the WAP gateway.

· In addition to the basic HTTP/1.1 function, WSP has some functions that can not be found in HTTP/1.1, they are:

· WAP-session Establishment and Management
Before a request is sent, the WSP client can establish a WAP-session with the server. During WAP-session establishment the client and server exchange static headers. The header are cached for the duration of the WAP-session, thus they need to be sent in every single request within the WAP-session. Static headers may be: Accept headers, User-agent header, etc. In addition, capabilities such as supported optional protocol functions, the maximum service data unit the protocol can handle, the maximum number of simultaneously outstanding requests, supported header code pages, etc. can also be exchanged during WAP-session establishment

· Header encoding
WSP is using a compact binary header encoding to minimise the number of bytes sent over the air.

· Asynchronous transactions
WSP allows for multiple asynchronous transactions, that is, unordered transactions. 

· Transaction Abort
WSP support abortion of an outstanding transaction. 

· Datagram transport
WSP together with the helper protocol Wireless Transaction Protocol, WTP [9], can run over a datagram transport such as SMS or UDP. The WDP can also be used for non-IP bearers.

· Push
WSP supports the push of data from server to client. This can be done within and outside of a WAP-session. It can be done with and without acknowledgement from the client. Push of indications down to mobile phones is an essential function many wireless applications. 

5.5.3.1
WSP and HTTP/1.1 Proxy Function

The WAP Architecture is a client-proxy-server architecture. The client is typically a mobile phone, the data gateway is the WAP Gateway and the server is the origin server (a standard HTTP server). The WAP Gateway translates the binary WSP header into text formatted HTTP/1.1 headers and passes them on to the origin server. In the opposite direction the WAP Gateway translates the text formatted HTTP/1.1 header into binary WSP headers. If the WAP Gateway receives a header it does not recognise it simply passes it on as an unknown header. Unknown headers that are not part of the WSP Header Code page or Extended code pages (negotiated at WAP-session establishment) are sent in plain text for the client to interpret as best it can.

7.2
WAP charging support

The WAP protocol suite in [6], with upgrades as identified in this specification, does not specify mechanisms for charging (e.g. charging records) or subscription management. WAP is bearer independent and is running as an application on top of the bearer network. However the WAP architecture suggests that appropriate charging information can be collected in the WAP Gateway; the point of convergence for all WAP traffic. 

The WAP security protocol can be used for authentication of the subscriber.

8.3

User permission types

The term “user permission” is defined to mean that the user can give permission for a specific action in one of the ways defined in Table 4.  Blanket permission and single action permission are mandatory, and MExE-session permission is optional.

All prompts for user permission as described in table 4 must display the alias name for the signer of the corresponding MExE executable.

The user shall be prompted for user permission relating to each action group listed in the table 3. If a prompt for permission relates to more than one action, e.g. networking and user data, then it shall list the individual action group permissions which will be granted. This condition applies to any prompts relating to user permissions in table 4.

Note that blanket permission and MExE-session permission can't be used for uninstalled MExE executables e.g. applets, WMLS.

Table 4: User Permissions


User Permissions

Permission Type
Description
Invocation
Revocation

blanket permission
The user gives blanket permission to the MExE executable for the specified action, and the MExE executable subsequently uses the user’s original permission for the identified subsequent actions whenever the MExE executable is running.
Typically such permission would be given at MExE executable configuration or run time.
The blanket permission maybe revoked by the user at any time.  The user permission no longer applies once the MExE executable has been removed.

MExE-session permission
The user gives permission to the MExE executable for the specified action during a specific run time MExE-session of an MExE executable, and the MExE executable subsequently uses the user’s permission for the identified subsequent actions whilst the MExE executable MExE-session is still running.
Typically such permission would be given at MExE executable run time.
The MExE-session permission maybe revoked by the user at any time.  The user permission no longer applies once the MExE executable run time MExE-session has terminated.



single action permission
The user gives a single permission to the MExE executable for the specified action; if the MExE executable subsequently wishes to repeat the action it must again request the user’s  permission for the identified subsequent action.
Typically such permission would be given at MExE executable run time.
The user permission no longer applies once the action has terminated.
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