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1.1 Change 1
	Test step
	tc_8_1_7_1

	Reason for change
	Test case 8.1.7.1 should always run in ciphered mode. In the current implementation, the test case can be executed with pixit parameter px_CipheringOnOff set to FALSE.

	Summary of change
	Checking for the Pixit px_CipheringOnOff is added at the beginning of the test case 8.1.7.1.

	Source of change
	New change


	MCC 160
	Accepted


Before:


[image: image1.png]Test Case

[Test Case I te_8_1_7_1
Test Group Reference: RRCIRRC_SecuriadeCt
Furpose To confinm that the UE activates the new ciphering configurations after the stated activation time. To confirm that after the UE rec

eives a SECURITY MODE COMMAND message, itransmits a SECURITY MODE COMPLETE message to the UTRAN using the|
old ciphering configuration together with the application ofthe new intedgrity protection configuration. Ta confirm that UE send §
ECURITY MODE FAILURE message when S5 transrmits a SECURITY MODE COMMAND message that causes an invalid confi
guration. To confirm that the UE sends a SECURITY MODE FAILURE message when the UE receives an invalid SECURITY MO

B Comnnp message

Contguration

Detauts Rrc_ef

G

N | tew || eerovounesmton || conshantmet || vews || commens

1 START_uard

2 [ P¥_RAT = fdd ] FDD specific behaviour

3 Jie_RRC_intVarblescs

4 + pr_GotoState6_8_0r6_10_MO (
tsc_Cella)

5 TBS, {tev_TestBody = TRUE )

. I TouBoty

7 TBE {tev_TestBody = FALSE )

. +po_CometlonAndss. el (1s Release he RRG Ganne
o_cotny cion

9 ERR1 [ P¥_RAT = tdd ] I TOD specific behaviour

10 ERR2 [TRUE] |




After:

[image: image2.png]Test Case

[Test Case I te_8_1_7_1
Test Group Reference: RRCIRRC_SecuriadeCt
Furpose To confinm that the UE activates the new ciphering configurations after the stated activation time. To confirm that after the UE rec

eives a SECURITY MODE COMMAND message, itransmits a SECURITY MODE COMPLETE message to the UTRAN using the|
old ciphering configuration together with the application ofthe new intedgrity protection configuration. Ta confirm that UE send §
ECURITY MODE FAILURE message when S5 transrmits a SECURITY MODE COMMAND message that causes an invalid confi
guration. To confirm that the UE sends a SECURITY MODE FAILURE message when the UE receives an invalid SECURITY MO
DE COMMAND message.

Configuration:

W || Lsel || cohaowbssoion || Comstanimer ]| Vet ]| commenms
2 [p¥_RAT = fdd | FDD specific behaviour
;
5 + pr_GotoState6_8_0r6_10_MO (

tsc_Cella)

6 TBS, {tev_TestBody = TRUE )
8 TBE {tev_TestBody = FALSE )
10 TTRUE] Ciphering not supported,
1 ERR1 [ p¥_RAT: [ TOD specific behaviour

12 ERR2 [TRUE] |




1.2 Change 2

	Test step
	tc_8_1_7_2

	Reason for change
	Test case 8.1.7.2 should always run in ciphered mode. In the current implementation, the test case can be executed with pixit parameter px_CipheringOnOff set to FALSE.

	Summary of change
	Checking for the Pixit px_CipheringOnOff is added at the beginning of the test case 8.1.7.2.

	Source of change
	New change


	MCC 160
	Accepted
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