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Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y thesecond digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

This specification defines the security architecture, i.e., the security features and the security mechanisms, for the third
generation mobile telecommunication system.

A security feature is a service capability that meets one or several security requirements. The complete set of security
features address the security requirements as they are defined in 3G Security: Threats and Requirements’

(TS 21.133[1]) and implement the security objectives and principles described in TS 33.120 [2]. A security mechanism
isan element that is used to realise a security feature. All security features and security mechanisms taken together form
the security architecture.

An example of a security feature is user data confidentiality. A security mechanism that may be used to implement that
feature is a stream cipher using a derived cipher key.

This specification defines 3G security procedures performed within 3G capable networks (R99+), i.e. intraaUMTS and
UMTS-GSM. As an example, UMTS authentication is applicable to UMTS radio access as well as GSM radio access
provided that the serving network node and the MS are UMTS capable. Interoperability with non-UMTS capable
networks (R98-) is also covered.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

» References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

» For aspecific reference, subsequent revisions do not apply.

» For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TS 21.133: "3rd Generation Partnership Project (3GPP); Technical Specification Group
(TSG) SA; 3G Security; Security Threats and Requirements”.

2] 3GPP TS 33.120: "3rd Generation Partnership Project (3GPP); Technical Specification Group
(TSG) SA; 3G Security; Security Principles and Objectives'.

[3] 3GPP TR 21.905: "3rd Generation Partnership Project (3GPP); Technical Specification Group
Services and System Aspects; Vocabulary for 3GPP Specifications (Release 1999)".

[4] 3GPP TS 23.121: "3rd Generation Partnership Project (3GPP); Technical Specification Group
Services and System Aspects; Architecture Requirements for Release 99",

[5] 3GPP TS 31.101: "3rd Generation Partnership Project (3GPP); Technical Specification Group
Terminals; UICC-terminal interface; Physical and logical characteristics'.

[6] 3GPP TS 22.022: "3rd Generation Partnership Project (3GPP); Technical Specification Group
Services and System Aspects; Personalisation of UMTS Mobile Equipment (ME); Mobile
functionality specification”.

[7] 3GPP TS 23.048: "3rd Generation Partnership Project (3GPP); Technical Specification Group
Services and System Aspects; Security Mechanisms for the USIM application toolkit; Stage 2".

[8] ETSI GSM 03.20: "Digita cellular telecommunications system (Phase 2+); Security related
network functions".

[9] 3GPP TS 23.060: "3rd Generation Partnership Project; Technical Specification Group Services
and System Aspects; Digital cellular telecommunications system (Phase 2+); General Packet
Radio Service (GPRS); Service description; Stage 2".
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[10] ISO/IEC 9798-4: "Information technology - Security techniques - Entity authentication - Part 4:
M echanisms using a cryptographic check function”.

[11] 3GPP TS 35.201: "3rd Generation Partnership Project; Technical Specification Group Services
and System Aspects; Specification of the 3GPP confidentiality and integrity algorithms; Document
1: f8 and f9 specifications”.

[12] 3GPP TS 35.202: "3rd Generation Partnership Project; Technical Specification Group Services
and System Aspects; Specification of the 3GPP confidentiality and integrity algorithms; Document
2: Kasumi agorithm specification".

[13] 3GPP TS 35.203: "3rd Generation Partnership Project; Technical Specification Group Services
and System Aspects; Specification of the 3GPP confidentiality and integrity algorithms; Document
3: Implementers’ test data".

[14] 3GPP TS 35.204: "3rd Generation Partnership Project; Technical Specification Group Services
and System Aspects; Specification of the 3GPP confidentiality and integrity algorithms; Document
4. Design conformance test data".

[15] 3GPP TS 31.111: "3rd Generation Partnership Project; Technical Specification Group Terminals;
USIM Application Toolkit (USAT)".

[16] 3GPP TS 02.48: " Security Mechanisms for the SIM Application Toolkit; Stage 1".

[17] 3GPP TS 25.331: "3rd Generation Partnership Project; Technical Specification Group Radio

Access Network; RRC Protocol Specification™.

[18] 3GPP TS 25.321: "3rd Generation Partnership Project; Technical Specification Group Radio
Access Network; MAC protocol specification”.

[19] 3GPP TS 25.322: "3rd Generation Partnership Project; Technical Specification Group Radio
Access Network; RLC Protocol Specification".

[20] 3GPP TS 31.102: "3rd Generation Partnership Project (3GPP); Technical Specification Group
Terminals; Characteristics of the USIM Application”.

[21] 3GPP TS 22.101: "3rd Generation Partnership Project; Technical Specification Group Services
and System Aspects; Service aspects; Service principles’.

3 Definitions, symbols abbreviations and conventions

3.1 Definitions

In addition to the definitionsincluded in TR 21.905 [3] and TS 22.101 [21], for the purposes of the present document,
the following definitions apply:

NOTE: 'User’ and 'Subscriber’ have been defined in TR 21.905 [3]. 'User Equipment’, 'USIM’, 'SIM’ and ’'IC Card’
have been defined in TS 22.201 [21].

Confidentiality: The property that information is not made available or disclosed to unauthorised individual s, entities
Or processes.

Data integrity: The property that data has not been altered in an unauthorised manner.
Data origin authentication: The corroboration that the source of datareceived is as claimed.
Entity authentication: The provision of assurance of the claimed identity of an entity.

Key freshness: A key isfreshif it can be guaranteed to be new, as opposed to an old key being reused through actions
of either an adversary or authorised party.

UMTS Entity authentication and key agreement: Entity authentication according to this specification.
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GSM Entity authentication and key agreement: The entity Authentication and Key Agreement procedure to provide
authentication of a SIM to a serving network domain and to generate the key Kc in accordance to the mechanisms
specified in GSM 03.20.

User: Within the context of this specification a user is either a UMTS subscriber (Section 6.8.1) or a GSM Subscriber
(Section 6.8.2) or aphysical person asdefined in TR 21.905[3] (Section 5.3 and 5.5).

UM TS subscriber: a Mobile Equipment with a UICC inserted and activated USIM-application.

GSM subscriber: a Mobile Equipment with a SIM inserted or a Mobile Equipment with a UICC inserted and activated
SIM-application.

UMT S security context: astate that is established between a user and a serving network domain as aresult of the
execution of UMTS AKA. At both ends"UMTS security context data’ is stored, that consists at least of the UMTS
cipher/integrity keys CK and IK and the key set identifier KSI. Oneisstill inaUMTS security context, if the keys
CK/IK are converted into Kc to work with a GSM BSS.

GSM security context: a state that is established between a user and a serving network domain usually as a result of
the execution of GSM AKA. At both ends"GSM security context data" is stored, that consists at least of the GSM
cipher key Kc and the cipher key sequence number CKSN.

Quintet, UM TS authentication vector: temporary authentication and key agreement data that enables an VLR/SGSN
to engage in UMTS AKA with aparticular user. A quintet consists of five elements: @) a network challenge RAND, b)
an expected user response XRES, c) a cipher key CK, d) an integrity key IK and e) a network authentication token
AUTN.

Triplet, GSM authentication vector: temporary authentication and key agreement data that enables an VLR/SGSN to
engage in GSM AKA with a particular user. A triplet consists of three elements: a) a network challenge RAND, b) an
expected user response SRES and c) a cipher key Kc.

Authentication vector: either aquintet or atriplet.

Temporary authentication data: either UMTS or GSM security context data or UMTS or GSM authentication
vectors.

R98-: Refersto a network node or ME that conforms to R97 or R98 specifications.
R99+: Refersto a network node or ME that conformsto R99 or later specifications.

R99+ M E capable of UM TS AKA: either aR99+ UMTS only ME, a R99+ GSM/UMTS ME, or aR99+ GSM only
ME that does support USIM-ME interface.

R99+ M E not capable of UM TS AKA: aR99+ GSM only ME that does not support USIM-ME interface.

3.2 Symbols

For the purposes of the present document, the following symbols apply:

Il Concatenation

O Exclusive or

f1 M essage authentication function used to compute MAC

f1* M essage authentication function used to compute MAC-S

f2 M essage authentication function used to compute RES and XRES

f3 Key generating function used to compute CK

f4 Key generating function used to compute IK

f5 Key generating function used to compute AK in normal procedures

f5* Key generating function used to compute AK in re-synchronisation procedures
K Long-term secret key shared between the USIM and the AuC
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3.3 Abbreviations

In addition to (and partly in overlap to) the abbreviationsincluded in TR 21.905 [3], for the purposes of the present
document, the following abbreviations apply:

AK Anonymity Key

AKA Authentication and key agreement

AMF Authentication management field

AUTN Authentication Token

AV Authentication Vector

CK Cipher Key

CKSN Cipher key sequence number

Cs Circuit Switched

HE Home Environment

HLR Home Location Register

IK Integrity Key

IMSI International Mobile Subscriber Identity

KSI Key Set Identifier

KSS Key Stream Segment

LAI Location Area ldentity

MAC The message authentication code included in AUTN, computed using f1
MAC The message authentication code included in AUTN, computed using f1*
ME M obile Equipment

MS Mobile Station

MSC Mobile Services Switching Centre

PS Packet Switched

P-TMSI Packet-TMSI

Q Quintet, UMTS authentication vector

RAI Routing Area | dentifier

RAND Random challenge

SON Sequence number

SONEe Individual sequence number for each user maintained in the HLR/AuC
SOQNwus The highest sequence number the USIM has accepted
SGSN Serving GPRS Support Node

SIM (GSM) Subscriber Identity Module

SN Serving Network

T Triplet, GSM authentication vector

T™MS Temporary Mobile Subscriber | dentity

UEA UMTS Encryption Algorithm

UIA UMTS Integrity Algorithm

uiCcC UMTSIC Card

UsiM User Services ldentity Module

VLR Visitor Location Register

XRES Expected Response

3.4 Conventions

All data variablesin this specification are presented with the most significant substring on the left hand side and the
least significant substring on the right hand side. A substring may be a bit, byte or other arbitrary length bitstring.
Where avariable is broken down into a number of substrings, the leftmost (most significant) substring is numbered O,
the next most significant is numbered 1, and so on through to the least significant.
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4 Overview of the security architecture

Figure 1 gives an overview of the complete 3G security architecture.

Application

| |
| |
I I
| |

) (0

Home
stratum/
Serving
Stratum

0] ()

Transport
stratum

Figure 1: Overview of the security architecture

Five security feature groups are defined. Each of these feature groups meets certain threats and accomplishes certain
security objectives:

- Network access security (I): the set of security features that provide users with secure access to 3G services,
and which in particular protect against attacks on the (radio) access link;

- Network domain security (11): the set of security features that enable nodes in the provider domain to securely
exchange signalling data, and protect against attacks on the wireline network;

- User domain security (I11): the set of security features that secure access to mobile stations;

- Application domain security (1V): the set of security features that enable applications in the user and in the
provider domain to securely exchange messages,

- Vishility and configurability of security (V): the set of features that enables the user to inform himself
whether a security feature isin operation or not and whether the use and provision of services should depend on
the security feature.

Figure 2 gives an overview of the ME registration and connection principles within UMTS with a CS service domain
and a PS service domain. Asin GSM/GPRS, user (temporary) identification, authentication and key agreement will take
place independently in each service domain. User plane traffic will be ciphered using the cipher key agreed for the
corresponding service domain while control plane data will be ciphered and integrity protected using the cipher and
integrity keys from either one of the service domains. In clause 6 the detailed procedures are defined and when not
otherwise stated they are used in both service domains.
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Figure 2: Overview of the ME registration and connection principles within UMTS for the separate CN
architecture case when the CN consists of both a CS service domain with evolved MSC/VLR,
3G_MSC/VLR, as the main serving node and an PS service domain with evolved SGSN/GGSN,
3G_SGSN and 3G GGSN, as the main serving nodes (Extract from TS 23.121 [4] — Figure 4-8)

5 Security features

5.1 Network access security

5.1.1 User identity confidentiality
The following security features related to user identity confidentiality are provided:

user identity confidentiality: the property that the permanent user identity (IMSI) of a user to whom a services
isdelivered cannot be eavesdropped on the radio access link;

user location confidentiality: the property that the presence or the arrival of a user in a certain area cannot be
determined by eavesdropping on the radio access link;

user untraceability: the property that an intruder cannot deduce whether different services are delivered to the
same user by eavesdropping on the radio access link.

To achieve these objectives, the user is normally identified by atemporary identity by which he is known by the visited
serving network. To avoid user traceability, which may lead to the compromise of user identity confidentiality, the user
should not be identified for along period by means of the same temporary identity. To achieve these security features,
in addition it is required that any signalling or user data that might reveal the user'sidentity is ciphered on the radio

access link.

Clause 6.1 describes a mechanism that allows a user to be identified on the radio path by means of atemporary identity
by which heis known in the visited serving network. This mechanism should normally be used to identify a user on the
radio path in location update requests, service requests, detach requests, connection re-establishment requests, etc.
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51.2 Entity authentication
The following security features related to entity authentication are provided:
- user authentication: the property that the serving network corroborates the user identity of the user;

- network authentication: the property that the user corroborates that he is connected to a serving network that is
authorised by the user’s HE to provide him services; thisincludes the guarantee that this authorisation is recent.

To achieve these objectives, it is assumed that entity authentication should occur at each connection set-up between the
user and the network. Two mechanisms have been included: an authentication mechanism using an authentication
vector delivered by the user’s HE to the serving network, and alocal authentication mechanism using the integrity key
established between the user and serving network during the previous execution of the authentication and key
establishment procedure.

Clause 6.3 describes an authentication and key establishment mechanism that achieves the security features listed above
and in addition establishes a secret cipher key (see 5.1.3) and integrity key (see 5.1.4) between the user and the serving
network. This mechanism should be invoked by the serving network after afirst registration of a user in a serving
network and after a service request, location update request, attach request, detach request or connection re-
establishment request, when the maximum number of local authentications using the derived integrity key have been
conducted.

Clause 6.5 describes the local authentication mechanism. The local authentication mechanism achieves the security
features user authentication and network authentication and uses an integrity key established between user and serving
network during the previous execution of the authentication and key establishment procedure. This mechanism should
be invoked by the serving network after a service request, location update request, attach request, detach request or
connection re-establishment request, provided that the maximum number of local authentications using the same
derived integrity key has not been reached yet.

5.1.3 Confidentiality

The following security features are provided with respect to confidentiality of data on the network access link:

- cipher algorithm agreement: the property that the MS and the SN can securely negotiate the algorithm that
they shall use subsequently;

- cipher key agreement: the property that the M S and the SN agree on a cipher key that they may use subse-
quently;

- confidentiality of user data: the property that user data cannot be overheard on the radio accessinterface;

- confidentiality of signalling data: the property that signalling data cannot be overheard on the radio access
interface.

Cipher key agreement is realised in the course of the execution of the mechanism for authentication and key agreement
(see 6.3). Cipher algorithm agreement is realised by means of a mechanism for security mode negotiation between the
user and the network (see 6.6.9). This mechanism also enabl es the selected ciphering algorithm and the agreed cipher
key to be applied in the way described in 6.6.

514 Data integrity

The following security features are provided with respect to integrity of data on the network access link:

- integrity algorithm agreement: the property that the MS and the SN can securely negotiate the integrity
agorithm that they shall use subsequently;

- integrity key agreement: the property that the MS and the SN agree on an integrity key that they may use
subsequently;

- dataintegrity and origin authentication of signalling data: the property that the receiving entity (MS or SN)
is able to verify that signalling data has not been modified in an unauthorised way since it was sent by the
sending entity (SN or MS) and that the data origin of the signalling data received is indeed the one claimed.
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Integrity key agreement is realised in the course of the execution of the mechanism for authentication and key
agreement (see 6.3). Integrity algorithm agreement is realised by means of a mechanism for security mode negotiation
between the user and the network (see 6.6.9). This mechanism also enables the selected integrity algorithm and the
agreed integrity key to be applied in the way described in 6.4.

5.1.5 Mobile equipment identification

In certain cases, SN may request the M Sto send it the mobile equipment identity of the terminal. The mobile equipment
identity shall only be sent after authentication of SN with exception of emergency calls. The IMEI should be securely
stored in the terminal. However, the presentation of thisidentity to the network is not a security feature and the
transmission of the IMEI is not protected. Although it is not a security feature, it should not be deleted from UMTS
however, asit isuseful for other purposes.

5.2 Network domain security
5.2.1 Void
5.2.2 Void
5.2.3 Void

5.2.4 Fraud information gathering system

NOTE: Some feature will be provided which will alow fraud information to be exchanged between 3GM S
providers according to time constraints that yet have to be defined.

5.3 User domain security

531 User-to-USIM authentication

This feature provides the property that accessto the USIM is restricted until the USIM has authenticated the user.
Thereby, it is ensured that access to the USIM can be restricted to an authorised user or to a number of authorised users.
To accomplish this feature, user and USIM must share a secret (e.g. aPIN) that is stored securely in the USIM. The user
gets access to the USIM only if he/she proves knowledge of the secret.

This security feature isimplemented by means of the mechanism described in TS 31.101 [5].

5.3.2 USIM-Terminal Link

This feature ensures that access to aterminal or other user equipment can be restricted to an authorised USIM. To this
end, the USIM and the terminal must share a secret that is stored securely in the USIM and the terminal. If aUSIM fails
to prove its knowledge of the secret, it will be denied access to the terminal.

This security feature is implemented by means of the mechanism described in TS 22.022 [6].
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54 Application security

54.1 Secure messaging between the USIM and the network

USIM Application Toolkit, as specified in 3G TS 31.111 [15], provides the capability for operators or third party
providersto create applications which are resident on the USIM (similar to SIM Application Toolkit in GSM). There
exists a need to secure messages which are transferred over the network to applications on the USIM, with the level of
security chosen by the network operator or the application provider.

Security features for USIM Application Toolkit are implemented by means of the mechanisms described
inTS 23.048 [7]. These mechanisms address the security requirements identified in GSM 02.48 [16].

5.4.2 Void
543 Void
544 Void

5.5 Security visibility and configurability

5.5.1  Visibility

Although in general the security features should be transparent to the user, for certain events and according to the user’s
concern, greater user visibility of the operation of security features should be provided. This yieldsto a number of
features that inform the user of security-related events, such as.

- indication of access network encryption: the property that the user isinformed whether the confidentiality of user
datais protected on the radio access link, in particular when non-ciphered calls are set-up;

- indication of the level of security: the property that the user isinformed on the level of security that is provided
by the visited network, in particular when a user is handed over or roams into a network with lower security level
(3G > 2G).

55.2 Configurability

Configurability is the property that that the user can configure whether the use or the provision of a service should
depend on whether a security featureisin operation. A service can only be used if all security features, which are
relevant to that service and which are required by the configurations of the user, are in operation. The following
configurability features are suggested:

- Enabling/disabling user-USIM authentication: the user should be able to control the operation of user-USIM
authentication, e.g., for some events, services or use;

- Accepting/rejecting incoming non-ciphered calls. the user should be able to control whether the user accepts or
rej ects incoming non-ciphered calls;

- Setting up or not setting-up non-ciphered calls: the user should be able to control whether the user sets up
connections when ciphering is not enabled by the network;

- Accepting/rejecting the use of certain ciphering algorithms: the user should be able to control which ciphering
agorithms are acceptable for use.
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6 Network access security mechanisms

6.1 Identification by temporary identities

6.1.1 General

This mechanism allows the identification of a user on the radio access link by means of atemporary mobile subscriber
identity (TMSI/P-TMSI). A TMSI /P-TMSI haslocal significance only in the location area or routing areain which the
user isregistered. Outside that area it should be a accompanied by an appropriate Location Area |dentification (LAI) or
Routing Area ldentification (RAI) in order to avoid ambiguities. The association between the permanent and temporary
user identitiesis kept by the Visited Location Register (VLR/SGSN) in which the user is registered.

The TMSI/P-TMSI, when available, is normally used to identify the user on the radio access path, for instance in paging
requests, location update requests, attach requests, service requests, connection re-establishment requests and detach
requests.

The procedures and mechanisms are described in GSM 03.20 [8] and TS 23.060 [9]. The following sections contain a
summary of this feature.
6.1.2  TMSI reallocation procedure

The purpose of the mechanism described in this subsection isto allocate anew TMSI/LAI pair to auser by which he
may subsequently be identified on the radio access link.

The procedure should be performed after the initiation of ciphering. The ciphering of communication over the radio
path is specified in clause 6.6. The allocation of atemporary identity isillustrated in Figure 3.

MS VLR/SGSN

TMUI Allocation Command
TMUIn, LAIn

TMUI Allocation Complete

Figure 3: TMSI allocation

The allocation of atemporary identity isinitiated by the VLR.

The VLR generates a new temporary identity (TMSIn) and stores the association of TM Slnand the permanent identity
IMSI inits database. The TM S| should be unpredictable. The VLR then sends the TMSInand (if necessary) the new
location areaidentity LAIn to the user.

Upon receipt the user stores TM SInand automatically removes the association with any previously allocatedTMSI. The
user sends an acknowledgement back to the VLR.

Upon receipt of the acknowledgement the VLR removes the association with the old temporary identity TMSlo and the
IMSI (if there was any) from its database.

6.1.3 Unacknowledged allocation of a temporary identity

If the serving network does not receive an acknowledgement of the successful allocation of atemporary identity from
the user, the network shall maintain the association between the new temporary identity TMSIn and the IMSI and
between the old temporary identity TMSlo (if there is any) and the IMSI.

For a user-originated transaction, the network shall allow the user to identify itself by either the old temporary identity
TMSlo or the new temporary identity TMSIn. This allows the network to determine the temporary identity stored in the
mobile station. The network shall subsequently del ete the association between the other temporary identity and the
IMSI, to alow the temporary identity to be allocated to another user.
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For a network-originated transaction, the network shall identify the user by its permanent identity (IMSI). When radio

contact has been established, the network shall instruct the user to delete any stored TMSI. When the network receives
an acknowledgement from the user, the network shall delete the association between the IMSI and any TMSI to allow

the released temporary identities to be allocated to other users.

Subsequently, in either of the cases above, the network may initiate the norma TM S| reallocation procedure.

Repeated failure of TMSI reallocation (passing alimit set by the operator) may be reported for O&M action.

6.1.4 Location update

In case auser identifiesitself using a TMSIo/LAlo pair that was assigned by the visited VLRn the IMSI can hormally
be retrieved from the database. If thisis not the case, the visited VLRn should request the user to identify itself by
means of its permanent user identity. This mechanism is described in 6.2.

In case auser identifiesitself using a TMSIo/LAlo pair that was not assigned by the visited VLRn and the visited VLRn
and the previously visited VL Ro exchange authentication data, the visited VLRn should request the previously visited
VLRo to send the permanent user identity. This mechanism is described in 6.3.4, it isintegrated in the mechanism for
distribution of authentication data between VLRSs. If the previoudly visited VL Ro cannot be contacted or cannot retrieve
the user identity, the visited VLRn should request the user to identify itself by means of its permanent user identity.
This mechanism is described in 6.2.

6.2 Identification by a permanent identity

The mechanism described in here allows the identification of a user on the radio path by means of the permanent
subscriber identity (IMS]).

The mechanism should be invoked by the serving network whenever the user cannot be identified by means of a
temporary identity. In particular, it should be used when the user registers for the first time in a serving network, or
when the serving network cannot retrieve the IMSI from the TMSI by which the user identifiesitself on the radio path.

The mechanism isillustrated in Figure 4.

ME/USIM VLR/SGSN

< User identity request

User identity response
IMSI >

Figure 4: Identification by the permanent identity

The mechanism isinitiated by the visited VLR/SGSN that requests the user to send its permanent identity. The user’'s
response contains the IMSI in cleartext. This represents a breach in the provision of user identity confidentiality.

6.3 Authentication and key agreement

6.3.1 General

The mechanism described here achieves mutual authentication by the user and the network showing knowledge of a
secret key K which is shared between and available only to the USIM and the AuC in the user’s HE. In addition the
USIM and the HE keep track of counters SQNys and SQNye respectively to support network authentication. The
sequence number SQNxeis an individual counter for each user and the sequence number SQNy, s denotes the highest
sequence number the USIM has accepted.

The method was chosen in such a way as to achieve maximum compatibility with the current GSM security architecture
and facilitate migration from GSM to UMTS. The method is composed of a challenge/response protocol identical to the
GSM subscriber authentication and key establishment protocol combined with a sequence number-based one-pass
protocol for network authentication derived from 1SO/IEC 9798-4 [10] (section 5.1.1).
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An overview of the mechanism is shown in Figure 5.

MS VLR/SGSN HE/HLR

Authentication data request

>

Generate authentication

Distribution of vectors AV/(1..n)
authentication <

vectors from HE
to SN Authentication data response
< AV(1..n)

Store authentication vectors

~

Select authentication vector AV (i)

User authentication request
RAND(i) [ AUTN(i)

Verify AUTNC()
Compute RES(i)
> Authentication and

key establishment

User authentication response

RES(i)

>

Compare RES(i) and XRES(i)

Compute CK(i) and IK(i) Select CK(i) and IK(i)

/

Figure 5. Authentication and key agreement

Upon receipt of arequest from the VLR/SGSN, the HE/AuC sends an ordered array of n authentication vectors (the
equivalent of a GSM "triplet") to the VLR/SGSN. The authentication vectors are ordered based on sequence number.
Each authentication vector consists of the following components. arandom number RAND, an expected response
XRES, acipher key CK, an integrity key 1K and an authentication token AUTN. Each authentication vector is good for
one authentication and key agreement between the VLR/SGSN and the USIM.

When the VLR/SGSN initiates an authentication and key agreement, it selects the next authentication vector from the
ordered array and sends the parameters RAND and AUTN to the user. Authentication vectors in a particular node are
used on afirst-in/ first-out basis. The USIM checks whether AUTN can be accepted and, if so, produces a response
RES which is sent back to the VLR/SGSN. The USIM aso computes CK and IK. The VLR/SGSN compares the
received RES with XRES. If they match the VLR/SGSN considers the authentication and key agreement exchange to be
successfully completed. The established keys CK and IK will then be transferred by the USIM and the VLR/SGSN to
the entities which perform ciphering and integrity functions.

VLR/SGSNSs can offer secure service even when HE/AUC links are unavailable by allowing them to use previously
derived cipher and integrity keys for a user so that a secure connection can still be set up without the need for an
authentication and key agreement. Authentication isin that case based on a shared integrity key, by means of data
integrity protection of signalling messages (see 6.4).

The authenticating parties shall be the AuC of the user’s HE (HE/AuC) and the USIM in the user’s mobile station. The
mechanism consists of the following procedures:
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A procedure to distribute authentication information from the HE/AuC to the VLR/SGSN. This procedure is described
in6.3.2. The VLR/SGSN is assumed to be trusted by the user’s HE to handle authentication information securely. It is
also assumed that the intra-system links between the VLR/SGSN to the HE/AuC are adequately secure. It is further
assumed that the user trusts the HE.

A procedure to mutually authenticate and establish new cipher and integrity keys between the VLR/SGSN and the M S.
This procedure is described in 6.3.3.

A procedure to distribute authentication data from a previoudly visited VLR to the newly visited VLR. This procedureis
described in 6.3.4. It is aso assumed that the links between VLR/SGSNs are adequately secure.

6.3.2 Distribution of authentication data from HE to SN

The purpose of this procedureis to provide the VLR/SGSN with an array of fresh authentication vectors from the user’s
HE to perform a number of user authentications.
VLR/SGSN HE

Authentication data request
IMS|

Authentication data response
AV(1..n)

<

Figure 6: Distribution of authentication data from HE to VLR/SGSN

The VLR/SGSN invokes the procedures by requesting authentication vectors to the HE/AuC.
The authentication data request shall include the IMSI.

Upon the receipt of the authentication data request from the VLR/SGSN, the HE may have pre-computed the required
number of authentication vectors and retrieve them from the HLR database or may compute them on demand. The
HE/AuC sends an authentication response back to the VLR/SGSN that contains an ordered array of n authentication
vectors AV(1..n). The authentication vectors are ordered based on sequence number.

Figure 7 shows the generation of an authentication vector AV by the HE/AuC.

3GPP



Release 1999 20 3GPP TS 33.102 V3.11.0 (2002-03)

Generate SON
Generate RAND
v
SQN RAND
AMF
K |
l l l h 4 l \ 4 l \ 4 l \ 4 l \ 4
f1 f2 f3 f4 f5
MAC XRES CK IK AK

AUTN := SQN O AK || AMF || MAC

AV := RAND || XRES|| CK || IK || AUTN

Figure 7. Generation of authentication vectors

The HE/AUC starts with generating a fresh sequence number SQN and an unpredictable challenge RAND.
For each user the HE/AUC keeps track of a counter: SQNpe

The HE has some flexibility in the management of sequence numbers, but some requirements need to be fulfilled by the
mechanism used:

a) The generation mechanism shall allow a re-synchronisation procedure in the HE described in section 6.3.5;

b) In casethe SQN exposes the identity and location of the user, the AK may be used as an anonymity key to
conced it;

¢) The generation mechanism shall allow protection against wrap around the counter in the USIM.
A method how to achieve thisis given in informative Annex C.2.

The mechanisms for verifying the freshness of sequence numbersin the USIM shall to some extent allow the out-of-
order use of sequence numbers. Thisisto ensure that the authentication failure rate due to synchronisation failuresis
sufficiently low. This requires the capability of the USIM to store information on past successful authentication events
(e.g. sequence numbers or relevant parts thereof). The mechanism shall ensure that a sequence number can still be
accepted if it isamong the last x = 32 sequence numbers generated. This shall not preclude that a sequence number is
rejected for other reasons such as alimit on the age for time-based sequence numbers.

The same minimum number x needs to be used across the systems to guarantee that the synchronisation failurerate is
sufficiently low under various usage scenarios, in particular simultaneous registration in the CS- and the PS-service
domains, user movement between VLRs/SGSNs which do not exchange authentication information, super-charged
networks.

The use of SQONyg is specific to the method of generation sequence numbers. A method is specified in Annex C.1 how

to generate a fresh sequence number. A method is specified in Annex C.2 how to verify the freshness of a sequence
number.

An authentication and key management field AMF isincluded in the authentication token of each authentication vector.
Example uses of thisfield areincluded in Annex F.
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Subsequently the following values are computed:
- amessage authentication code MAC = f1,(SQN || RAND || AMF) where f1 is a message authentication function;
- an expected response XRES = f2x (RAND) where f2 is a (possibly truncated) message authentication function;
- acipher key CK =3¢ (RAND) where f3 isakey generating function;
- anintegrity key IK = f4¢ (RAND) where f4 is akey generating function;
- ananonymity key AK = f5¢ (RAND) where f5 is akey generating function or f5 = 0.
Finally the authentication token AUTN = SON 0 AK || AMF || MAC is constructed.

Here, AK isan anonymity key used to conceal the sequence number as the latter may expose the identity and location
of the user. The concealment of the sequence number isto protect against passive attacks only. If no conceament is
needed then f5 =0 (AK = 0).

6.3.3  Authentication and key agreement
The purpose of this procedure is to authenticate the user and establish a new pair of cipher and integrity keys between

the VLR/SGSN and the USIM. During the authentication, the USIM verifies the freshness of the authentication vector
that is used.

UsIM VLR/SGSN
User authentication request
RAND || AUTN
<
User authentication response
RES
>
User authentication reject
CAUSE
_________________________________ _>

Figure 8: Authentication and key establishment

The VLR/SGSN invokes the procedure by selecting the next unused authentication vector from the ordered array of
authentication vectorsin the VLR/SGSN database. Authentication vectorsin a particular node are used on afirst-in/
first-out basis. The VLR/SGSN sendsto the USIM the random challenge RAND and an authentication token for
network authentication AUTN from the selected authentication vector.

Upon receipt the user proceeds as shown in Figure 9.
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RAND AUTN
v AL
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—p| 15 SON 0 AK AMF MAC
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f1 f2 f3 f4
XMAC RES CK 1K

Verify MAC = XMAC

Verify that SQN isin the correct range

Figure 9: User authentication function in the USIM

Upon receipt of RAND and AUTN the USIM first computes the anonymity key AK = f5¢ (RAND) and retrieves the
sequence number SQN = (SON O AK) O AK.

Next the USIM computes XMAC = f1¢ (SON || RAND || AMF) and compares this with MAC which isincluded in
AUTN. If they are different, the user sends user authentication reject back to the VLR/SGSN with an indication of the
cause and the user abandons the procedure. In this case, VLR/SGSN shall initiate an Authentication Failure Report
procedure towards the HLR as specified in section 6.3.6. VLR/SGSN may a so decide to initiate a new identification
and authentication procedure towards the user.

Next the USIM verifies that the received sequence number SQN isin the correct range.

If the USIM considers the sequence number to be not in the correct range, it sends synchronisation failure back to the
VLR/SGSN including an appropriate parameter, and abandons the procedure.

The synchronisation failure message contains the parameter AUTS. It isAUTS = Conc(SQNys) || MAC-S.
Conc(SQNys) = SQNys O 5%« (RAND) isthe concealed value of the counter SQNysinthe MS, and MAC-S=
f1*(SQONws || RAND || AMF) where RAND is the random value received in the current user authentication request.
f1* is a message authentication code (MAC) function with the property that no valuable information can be inferred
from the function values of f1* about those of f1, ... , f5, f5* and vice versa. f5* isthe key generating function used to
compute AK in re-synchronisation procedures with the property that no valuable information can be inferred from the
function values of f5* about those of f1, f1*, f2, ..., f5 and vice versa.

The AMF used to calculate MAC-S assumes a dummy value of all zeros so that it does not need to be transmitted in the
clear in the re-synch message.

The construction of the parameter AUTS in shown in the following Figure 10:
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Figure 10: Construction of the parameter AUTS

If the sequence number is considered to be in the correct range however, the USIM computes RES = f2x (RAND) and
includes this parameter in auser authentication response back to the VLR/SGSN. Finally the USIM computes the
cipher key CK =3¢ (RAND) and the integrity key IK =f4, (RAND). Note that if thisis more efficient, RES, CK and
IK could also be computed earlier at any time after receiving RAND. If the USIM also supports conversion function c3,
it shall derive the GSM cipher key Kc from the UMTS cipher/integrity keys CK and IK. UMTS keys are sent to the MS
along with the derived GSM key for UMTS-GSM interoperability purposes. USIM shall store original CK, IK until the
next successful execution of AKA.

Upon receipt of user authentication response the VLR/SGSN compares RES with the expected response X RES from
the selected authentication vector. If XRES equals RES then the authentication of the user has passed. The VLR/SGSN
also selects the appropriate cipher key CK and integrity key IK from the selected authentication vector. If XRES and
RES are different, VLR/SGSN shall initiate an Authentication Failure Report procedure towards the HLR as specified
in section 6.3.6. VLR/SGSN may also decide to initiate a new identification and authentication procedure towards the
user.

Re-use and re-transmission of (RAND, AUTN)

The verification of the SQN by the USIM will cause the MSto reject an attempt by the VLR/SGSN to re-use a quintet
to establish a particular UMTS security context more than once. In general therefore the VLR/SGSN shall use a quintet
only once.

There is one exception however: in the event that the VLR/SGSN has sent out an authentication regquest using a
particular quintet and does not receive a response message (authentication response or authentication reject) from the
MS, it may re-transmit the authentication request using the same quintet. However, as soon as a response message
arrives no further re-transmissions are allowed. If after the initial transmission or after a series of re-transmissions no
response arrives, retransmissions may be abandoned. If retransmissions are abandoned then the VLR/SGSN shall delete
the quintet. At the MS side, in order to allow this re-transmission without causing additional re-synchronisation
procedures, the ME shall store for the PS domain (and optionally the CS domain) the last received RAND as well asthe
corresponding RES, CK and IK. If the USIM returned SRES and Kc (for GSM access), the ME shall store these values.
When the ME receives an authentication request and discovers that a RAND isrepeated, it shall re-transmit the
response. The ME shall delete the stored values RAND, RES and SRES (if they exist) as soon as the 3G security mode
command or the GSM cipher mode command is received by the ME or the connection is aborted. If the ME can handle
the retransmission mechanism for CS domain then it shall be able to handle the retransmission for both PS and CS
domain simultaneously.
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6.3.4 Distribution of IMSI and temporary authentication data within one
serving network domain

The purpose of this procedure is to provide a newly visited VLR/SGSN with temporary authentication data from a
previoudly visited VLR/SGSN within the same serving network domain.

The procedure is shown in Figure 11.

VLRN/SGSNn VLR0/SGSNo

(TMSlo||LAlo)
or (P-TMSlo || RAlo)

IMSI || {Q} or {T:}) Il
P ((CK || 1K || KSI) or (Kc || CKSN))

Figure 11: Distribution of IMSI and temporary authentication data within one serving network domain

The procedure shall be invoked by the newly visited VLRN/SGSNn after the receipt of alocation update request (resp.
routing area update request) from the user wherein the user isidentified by means of atemporary user identity TMSlo
(resp. P-TM SIo) and the location area identity LAlo (resp. routing area identity RAIo) under the jurisdiction of a
previoudly visited VLRo/SGSNo that belongs to the same serving network domain as the newly visited VLRN/SGSNn.

The protocol steps are as follows:

a) TheVLRN/SGSNn sends a user identity request to the VLRo/SGSNOo, this message contains TMSIo and LAlo
(resp. P-TMSlo and RAI0).

b) The VLRo/SGSNo searches the user datain the database.
If the user is found, the VLR0o/SGSNo shall send auser identity response back that:
i) shal includethe IMSI,

i) may include a number of unused authentication vectors (quintets or triplets) ordered on afirst-in / first-out
basis, and

iii) may include the current security context data: CK, IK and KSI (UMTS) or Kc and CKSN (GSM).

The VLRo/SGSNo subsequently deletes the authentication vectors which have been sent and the data elements
on the current security context.

If the user cannot be identified the VLR0o/SGSNo shall send a user identity response indicating that the user
identity cannot be retrieved.

¢) If the VLRn/SGSNnN receives a user identity response with an IMSI, it creates an entry and stores any
authentication vectors and any data on the current security context that may be included.

If the VLRn/SGSNnN receives a user identity response indicating that the user could not be identified, it shall
initiate the user identification procedure described in 6.2.
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6.3.5 Re-synchronisation procedure

A VLR/SGSN may send two types of authentication data requests to the HE/AuC, the (regular) one described in
subsection 6.3.2 and one used in case of synchronisation failures, described in this subsection.

Upon receiving a synchronisation failure message from the user, the VLR/SGSN sends an authentication data request
with a"synchronisation failure indication" to the HE/AuUC, together with the parameters:

- RAND sent to the MSin the preceding user authentication request, and
- AUTSreceived by the VLR/SGSN in the response to that request, as described in subsection 6.3.3.
AnVLR/SGSN will not react to unsolicited "synchronisation failure indication" messages from the MS.

The VLR/SGSN does not send new user authentication requests to the user before having received the response to its
authentication data request from the HE/AuC (or before it istimed out).

When the HE/AuUC receives an authentication data request with a"synchronisation failure indication" it acts as
follows:

1. The HE/AUC retrieves SQNys from Conc(SQNys) by computing Conc(SQNws) O 5 «(RAND).

2. The HE/AuUC checksif SQNye isin the correct range, i.e. if the next sequence number generated SQNye using
would be accepted by the USIM.

If SONge isin the correct range then the HE/AuC continues with step (6), otherwise it continues with step (4).
The HE/AuC verifies AUTS (cf. subsection 6.3.3).

If the verification is successful the HE/AuUC resets the value of the counter SQNye to SQNus

©o o >~ w

The HE/AuC sends an authentication data response with a new batch of authentication vectorsto the
VLR/SGSN. If the counter SQNye Was not reset then these authentication vectors can be taken from storage,
otherwise they are newly generated after resetting SQNye. In order to reduce the real -time computation burden
on the HE/AuC, the HE/AuC may a so send only a single authentication vector in the latter case.

Whenever the VLR/SGSN receives a hew batch of authentication vectors from the HE/AuC in an authentication data
response to an authentication data request with synchronisation failure indication it deletes the old ones for that user in
the VLR/SGSN.

The user may now be authenticated based on a new authentication vector from the HE/AuC. Figure 12 shows how re-
synchronisation is achieved by combining a user authentication request answered by a synchronisation failure message
(as described in section 6.3.3) with an authentication data request with synchronisation failure indication answered by
an authentication data response (as described in this section).

UE/USIM VLR/SGSN HLR/AuC

< RAND, AUTN

AUTS >

RAND, AUTS >

< {Q}

Figure 12: Resynchronisation mechanism
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6.3.6 Reporting authentication failures from the SGSN/VLR to the HLR

The purpose of this procedure is to provide a mechanism for reporting authentication failures from the serving
environment back to the home environment.

The procedure is shown in Figure 13.

VLR/SGSN HLR

Authentication failure report
(IMSI and FailureCause)

Figure 13: Reporting authentication failure from VLR/SGSN to HLR

The procedure is invoked by the serving network VLR/SGSN when the authentication procedure fails. The
authentication failure report shall contain the subscriber identity and a failure cause code. The possible failure causes
are either that the network signature was wrong or that the user response was wrong.

The HE may decide to cancel the location of the user after receiving an authentication failure report.

6.3.7 Length of authentication parameters

The authentication key (K) shall have alength of 128 hits.

The random challenge (RAND) shall have alength of 128 hits.

Sequence numbers (SQN) shall have alength of 48 bits.

The anonymity key (AK) shall have alength of 48 bhits.

The authentication management field (AMF) shall have alength of 16 bits.

The messa