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Annex Y (informative):
Security Aspects of DNS and ICMP

# X.1 General

The security measures specified in Annex X of TS 33.501 [43] can be used to protect the DNS and ICMP messages that are carried over the user plane.
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