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**\*\*\*\*\* START OF CHANGES**

6.1.3.2.2 RES\* verification failure in SEAF or AUSF or both

The expected response RES\* allows the serving network and the home network to verify the successful authentication of the UE. This clause describes how RES\* verification failure in the SEAF or in the AUSF shall be handled.

In step 9 in Figure 6.1.3.2-1, the SEAF shall compute HRES\* from RES\* according to Annex A.5, and the SEAF shall compare HRES\* and HXRES\*. If they do not coincide, then the SEAF shall consider the authentication as unsuccessful.

The SEAF shall proceed with step 10 in Figure 6.1.3.2-1.

After SEAF received the Nausf\_UEAuthentication\_Authenticate Response message from the AUSF (step 12 in Figure 6.1.3.2-1), the SEAF shall proceed as described below:

The authentication result is "unsuccessful" if one or both of the following reasons apply:

- If the AUSF has indicated in the Nausf\_UEAuthentication\_Authenticate Response message to the SEAF that the verification of the RES\* was not successful in the AUSF, or

- if the verification of the RES\* (by comparing HRES\* and HXRES\*) was not successful in the SEAF.

In these cases, the SEAF shall either reject the authentication by sending an Authentication Reject to the UE if the SUCI was used by the UE in the initial NAS message or the SEAF/AMF shall initiate an Identification procedure with the UE if the 5G-GUTI was used by the UE in the initial NAS message. In the latter, the AMF may receive a new SUCI and an additional authentication attempt may be initiated.

It needs to be noted, that AUSF is mandated to respond to the SEAF (step 12 in Figure 6.1.3.2-1). If the SEAF does not receive any Nausf\_UEAuthentication\_Authenticate Response message from the AUSF (as expected after comparing RES\* with XRES\*), the SEAF shall either reject the authentication to the UE or initiate an Identification procedure with the UE.

**\*\*\*\*\* END OF CHANGES**