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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

NA
3
Rationale

A new clause on AKMA key change is introduced. The new clause contains three sub-clauses on KAKMA key re-keying, KAF refresh, and KAF re-keying.
4
Detailed proposal

6.X AKMA key change
6.x.1 KAKMA key re-keying
KAKMA shall be re-keyed by running a primary authentication as described in clause 6.1.

6.x.2 KAF refresh
When the KAF is about to expire, the AF shall send the KAKMA ID stored at the AF corresponding to the currently used KAF to the AAnF by sending KAF update request message to the AAnF. Then the AAnF shall derive a new KAF, and then deliver the new KAF and the expiration time to the AF as described in clause 6.2.
NOTE: : It does not exclude the AF and the UE can trigger KAF refresh for other reasons than lifetime expires.
Editor’s Note: More details may be needed.
6.x.3 KAF re-keying

The KAF refresh depends on the lifetime of the KAF and maybe trigged by the AF, which means when a new KAKMA is derived, the KAF will not be re-keyed automatically. 
