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1. Overall Description:

SA3 thanks RAN2 for its LS S3-200620 / R2-2001980 on NR V2X security issues, and informs SA3 of the agreements and consideration on some NR V2X security issues.
Regarding the Question 1: What is the required size of Key ID and MAC-I in the PDCP header?

SA3 has answered this question in LS S3-200478, which was agreed at the meeting of SA3#98e.
Regarding the Question 2: Would SA3 introduce re-keying procedure (e.g., similar to the procedure defined for ProSe in TS 33.303) for NR V2X unicast?
Yes, SA3 introduces a rekeying procedure similar to the procedure defined for ProSe in TS 33.303. For more details, please refer to TS 33.536.
SA3 can confirm that in NR V2X, only the key ID with a zero value is used to indicate no security is used. There is no such requirement for SN.
2. Actions:

To RAN2:
ACTION: 
SA3 kindly asks RAN2 to take the information above into account in their future work.
3. Date of Next TSG-SA WG3 Meetings:

SA3#99
uncertain



E-meeting
SA3#100
06-10 July 2020


UK
�PAGE \# "'Page: '#'�'"  ��to be removed after LS is approved





