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Reason for change: � MIKEY (IETF: "MIKEY: Multimedia Internet KEYing", http://www.ietf.org/internet-
drafts/draft-ietf-msec-mikey-08.txt, Work In Progress.) specifies  
1) in clause 3.2 that the public key encryption method is mandatory to 

implement. 
2) in clause 6.6 that Timestamps payload types NTP-UTC and NTP are 

mandatory to implement  
 
The above functionality is not needed for MBMS key management, so there can 
be doubt if the MBMS implementation is standard compliant if it has not realized 
the above functions when reading the MIKEY RFC. 
 
Explicitly mentioning the not needed mandatory functions in the MBMS TS 
- require less effort then listing all required functions and payloads 
- allow faster time to market as there will be no doubt about the (not) required 

MIKEY features 
  

Summary of change: � Specify in a new normative Annex the not required mandatory MIKEY 
functionality 
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not approved: 

It will remain unclear if the MBMS UE and BM-SC shall implement certain MIKEY 
features.    
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Annex E (Normative): 3GPP deviations from MIKEY [9]. 
•  An MBMS capable ME/UICC and BM-SC do not need to implement the public key encryption method of 

MIKEY (clause 3.2 of [9]) although mentioned in [9] as mandatory for implementation. 

•  An MBMS capable ME/UICC and BM-SC do not need to implement the Time Stamp payload types NTP-
UTC and NTP of MIKEY (clause 6.6 of [9]) although mentioned in [9] as mandatory for implementation. 
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