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1. Introduction and background  

SA2 would like to thank SA3 for their LS on “the requirement and feasibility of IMS watcher 
authentication”. With respect to the specific questions raised by SA3, SA2 kindly provides the following 
clarification:  
 
SA2  would like to express their understanding that IMS access authentication along with NDS and the 
trust domain architecture for asserted identities provide sufficient security and authentication mechanisms 
for IMS users. SA2 did not have an opinion whether any additional security mechanism would be needed 
for IMS based watchers, this is felt to be SA3’s mandate to decide. 
 
For non-IMS watchers, the Presence Server (and the presence service in general) is required to support 
the capability of authenticating watchers. A password-based mechanism is a possible solution for such 
cases, but SA2 did not have a strong opinion on the particular solution to be used.  
 
It is SA2’s understanding that the decision on such matters would fall into SA3’s mandate. 
 
 
2. Actions 

None. 
 
3. SA2 future meetings 

SA2#36  24-28 Nov. 2003 New York, USA 
SA2#37  12-16 Jan. 2004 Innsbruck, Austria 
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