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Dear S3,

A coupl e of mnor comments on 33-8xx_030.doc: Section 4: There is no

U CC-UE interface as the UE contains the UCCinside it. There is a U CC M
interface. Also 7.1 The UE nay have several |P addresses as the UE may
contain several devices each with its own |P address.

There have been a nunmber of discussions at the SA and S2 | evel concerning
the openness of the internal UE interfaces and the identification of the UE
as a 3GPP UE and not a general internet node. It is understood that an
identity equivalent to | MSI has been discussed as a useful paranmeter to
include in SIP nessages in S2.

In SAand T it has been discussed how to handle the UE split. One school of
t hought which has sonme acceptance is that if the SIP client is outside of
the ME then the MI will have to ternminate SIP and re-initiate SIP towards
the CSCF. This allows for maxi num security that the | MSI-equival ent
identifier has not been tanpered with at an external TE and al so that
services like Fixed Dialling Nunber based on USI M security can be

mai nt ai ned.

The attached presentation night also help with thoughts.
<<T2- 000587 (Terminal Issues for IP Miltinedia) .zip>>
Are there any conmments on this?

Regar ds,

> - -
> Kevin Holl ey

> 3GPP TSG T Vice Chairnman

3GPP TSG T2 Chai r man

> BT wirel ess

Tel : +44 1473 605604

Fax: +44 1473 619027

Mobi | e: +44 7802 220811
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Background

3GPP TSG-SA held aworkshop on the vision and service
scenarios for IM in October 2000. During this workshop
many of the following slides were presented, and it was
felt that afollow-up discussion in S2 was warranted on the
Terminal area.

TSG-T would be pleased to receive any comments which
S2 would like to make on the following slides, which
contain scenarios , a number of theses scenarios have been
discussed in the SA workshop but have not been discussed
or agreed inany TSG-T group. There are also some
suggested places for doing the required further study.



ODpjective

Harness growth of | P based applications

— develop UE architecture to best support this,
but carefully taking into account its impact

— use | P lower layer techniques within the UE,
between components (objects) of the UE, but
not to the exclusion of other techniques

— Support of 1P based applications, applications
e e.g. IM world uses SIP (CS world uses 04.08)
e e.d. IM world uses MM S (CS world uses SMS)

e e.0. IM world uses IP control (CSworld uses AT
commands)
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What 1sthe Terminal ?
.

| j
m&mmm\“i

PC? Bluetooth PDA?

Au_tomobl le Headset? | |
active Mobile Equipment?
component?



What do we support?

— We have to support multiple devices (objects) at
the user end

— Each device needsto exist in | P space
 each device needsits own IP address

 each device needs | P connectivity to remote I nternet or
Intranet hosts, enabling the full range of IP based
servicesto be offered
— Each device shall be able to initiate Multimedia
Sessionsviathe MT

— Thereisaneed for |P routing capability within
the UE 5



How does the PDA connect to
the MT?

— Physical Connection (e.g. Bluetooth)
— Obtain |P address for PDA, e.g. DHCP
— |P based communications now possible

— These are already defined elsewhere, e.g.
Bluetooth specs.; IETF specs.



What else I1s heeded?

— IP based commands to the ME (TSG-T)

o Provides AT command functionality
» Multiple Sessions Possible

— Network “programmes’ ME (S2 to consider?) for:

* Prevention of Denial-Of-Service attacks on the network (e.g.
allowed frequency of call attempts)

o Other “policy” reguirements (e.g. |P address range to use for
UE objects)



Calls from UE objects (1)

—

IP address '
Bearer Connection requests Policy, .’
including C D
MT Configuration over |P Range

+-—)

MMS interaction over IP

Option A
e ﬁ non-transparent ﬁ M
SIP
< Option B > Cal I
—
transparent Control
- toMT /



Calls From UE Objects (2)

_ ’Q
IP address
Bearer Connection requests Information
on network

MT Configuration over IP

Network capability information Defauilt Policy
Settings Apply

SMS or MMS interaction over IP
(depends on network capability)

SIP ﬁ Option A ﬁ
04.08 CC
Basic CC over |IP ﬁ Option B ﬁ
(today’s AT
commands converted
to IP-based control)




Further Study

A possible scenario described in this slide
pack provides a basic concept, BUT:

— Do we need policing of Call Control at the
mobile? (S2)

o If “mobile-enhanced” SIP requires identification of
the ME or USIM, a PDA would need to send CC
viathe ME in order for the ME/USIM identification
to be securely attached

— What i1sthe USIM interaction? (1sG-T)

e e.g. Serviceslike Fixed Dialling number?
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Further Study

Continued:

— How does the externa device indicate QoS
requirementstothe MT (S2)?

— How to authenticate external devices?
 Perhaps already solved in DHCP?

— How to secure externa links?

— How to get the IETF to develop protocols?

e For transport of MMS, SMS, MT configuration etc.

over |P
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