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1
Decision/action requested

This contribution proposes to add new key issue to TR 33.745.
2
References

[1]
3GPP TR 33.745: "Study on Security aspects of 5G NR Femto."
3
Rationale
TS 33.320 only specifies the procedure to use IPsec tunnel between the H(e)NB and the SeGW to protect the traffic.Whether this is enough or appropriate for the 5G NR Femto needs to be investigated. 

This contribution proposes to add new KI to investigate the potential protection mechanism for the traffic on the backhaul link between 5G NR Femto and 5GC.

4
Detailed proposal

It is suggested to approve the following change.

*************** Start of the change ***************
5.X
Key Issue #X: Protection of backhaul link between 5G NR Femto and 5GC
5.X.1
Key issue details

5G NR Femto will connect with operator’s core network . The backhaul will carry signaling messages of the UE and 5G NR Femto, and the User Plane messages of UE.
 This key issue investigates the protection mechanism for the traffic on the backhaul link between 5G NR Femto and 5GC.
NOTE 1: This key issue is a placeholder and will not start untill RAN3 defines the architecture.
5.X.2
Security threats



TBD.

X.3
Potential security requirements


TBD
*************** End of the change ****************
