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1
Decision/action requested

It is proposed to approve this pCR.
2
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3
Rationale

This pCR proposes a conclusion for KI#2.2. 
4
Detailed proposal

*** Start Change ***
7
Conclusions

7.X 
Conclusion for Key Issue#2.2
It is concluded that, 
1) The UE determines the authentication method based on the information in the ECS/EES configuration information, if information on selected authentication method is present in the ECS/EES configuration information. 
1A) The selected authentication method in the ECS configuration information can be provided by the core network as detailed in solution#3 and solution#6. 
1B) The selected authentication method in the EES configuration information can be provided by the ECS as detailed in solution#4.
2) If no information on selected authentication method is present in the ECS/EES configuration information, then the UE reuses TLS 1.3 to negotiate AKMA or GBA or any other methods to be used between the EEC and ECS/EES as detailed in solution #22.
2A) Once an authentication method is selected using TLS 1.3, the UE stores the selected algorithm in the ECS/EES configuration information.
2B) UE is aware of security capability of the HN. Only the details of the HN supported methods are included in the ClientHello. 
*** End Change ***
