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# 1 Overall description

SA3 would like to thank RAN2 for their LS R2-2213142 on SL positioning groupcast and broadcast.

SA3 would like RAN2 to consider following answers:

**Q1**: RAN2 requests feedback on potential security requirements (e.g., for ciphering and/or integrity) and feasibility of protecting SL positioning capability (e.g. the capabilities of physical layer) and assistance data signaling transferred using groupcast/broadcast.

**A1**: SA3 has preliminary agreed that unprotected broadcast/groupcast signaling has security issue, therefore ciphering and integrity protection are required for the signaling transferred using groupcast/broadcast. Currently, ciphering and integrity protection are not supported for broadcast/groupcast on sidelink. It is feasible for SA3 to work on the corresponding requirements and solutions when the basic groupcast/broadcast procedure is stable.

# 2 Actions

**To RAN2**

**ACTION:** SA3 kindly asks RAN2 to take the above feedback into account.

# 3 Dates of next TSG SA WG 3 meetings

SA3#110 20 -24 February 2023 Athens, Greece

SA3#110bis-e 17 -21 April 2023 online