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Decision/action requested

Approve the pCR to add solution for NSWO using SNPN credentials from CH AAA.
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3
Rationale

SA2 has concluded in clause 8.2 of TR 23.800-08 [2] that NSWO shall be supported for SNPN: 

“The NSWO procedure is to be extended to support UE authentication using SNPN credentials (applies both to SIM-based and non-SIM based credentials). It is expected that the impact is limited to the use of a SUCI format whose "realm" part enables routing of SWa requests from the WLAN AN to the NSWO in the SNPN's 5GC, which is already supported.”

One of the cases that need to be supported per the above SA2 conclusion is the Non-seamless WLAN offload (NSWO) when credentials from Credentials Holder using AAA Server for SNPN access. 

This contribution proposes a solution for NSWO using SNPN credentials from Credential Holder using AAA server. 
4
Detailed proposal

SA3 is kindly requested to approve the below pCR to [1].
***BEGIN CHANGES***
6.A
Solution #A: NSWO using SNPN credentials from CH AAA

6.A.1
Introduction 

This solution addresses Key issue #1 in the case of NSWO using SNPN credentials from Credentials Holder AAA. 

The proposed procedure is based on the current procedures for NSWO in Annex S.4 of TS 33.501 [4]. 
6.A.2
Solution details

In this solution, NSWO using SNPN credentials from CH AAA is achieved by reusing procedures defined in Solution 9 of this TR with following modifications:

- The WLAN AN can route the SWa messages directly to the CH AAA via AAA proxy instead of NSWOF/AUSF/UDM.

- The same key generating EAP method (including the SUPI/identifier privacy aspects) used by the SNPN over NG-RAN is reused over WLAN AN. 
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Figure 6.A.2-1: Reference architecture to support authentication for Non-seamless WLAN offload using SNPN credentials from CH AAA Server 

Editor’s Note: Ability to differentiate the authentication of UE between NSWO case and primary authentication case is FFS.
6.A.3
System impact

The solution has impact on UE (needs to support NSWO over WLAN). SNPN/CH needs to deploy AAA proxy. 

6.A.4
Evaluation

This solution solves Key issue #1 in case of the SNPN wants to reuse the credentials from CH AAA for NSWO.  To support this architecture, Rel-17 NSWO can be reused and there is no specification impact on the entities involved in the 3GPP network side. Therefore, no normative work is expected, however, this architecture option can be documented in the normative phase.
***END CHANGES***
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