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1 Overall description
SA3 would like to thank CT1 for the reply LS C1-220811 on UE capabilities indication in UPU. 
In C1-220811, CT1 explains the need for a UE capabilities indication in UPU in the context of MINT and further asks:
“CT1 would like to ask SA3 whether providing UE capabilities indication in UPU needs to be secured by a protection mechanism between the UE and the HPLMN.”
Although Nno security threats have been found identified by SA3 with respect to sending a UE capability indicator for UPU for MINT without end-to-end protection between UE and HN (assuming that NAS protection mechanisms are used for protection over radio interface), (see S3-220216), SA3 recommends to always use protection mechanisms when possible. The integrity protection mechanisms proposed by alt1 and alt2 in LS C1- 212599 are equal from security point of view.
2	Actions
To CT1:
ACTION:	SA3 would like to ask CT1 to take the above information into account when selecting a method for UE capabilities indication in UPU.
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