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1
Decision/action requested

SA3 is kindly requested to approve the proposed changes to TR 33.850.
2
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3
Rationale

As explained in the discussion paper [1], interworking is supported as specified in TS 23.247[2]. It’s proposed that the key distribution in interworking between LTE and 5G follows security procedure with the standalone case without interworking.
4
Detailed proposal

***
BEGIN OF 1st CHANGE
***
7.3
Conclusions on Key Issue #3
Following conclusions are made on Key Issue #3 " Security protection of key distribution":

· Based on the changes of authorization info or the key lifetime or the local policy, the key generator decides to update the keys used to protect the MBS traffic in a secure way. If a solution requires a shared key to update the key used to protect the MBS traffic, then this shared key also needs to be updated if it has been compromised.
· In the interworking between LTE and 5G, the key distribution follows the same security principle with the standalone case without interworking. The details will be decided in the normative phase.
***
END OF 1st CHANGE
***
