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# 1 Decision/action requested

***Approve the proposed evaluation text to Solution #1 for TR33.874***

# 2 References

[1] TR33.874

# 3 Rationale

This contribution proposes evaluation text to the Solution #1 in TR33.874 [1].

# 4 Detailed proposal

pCR

\*\*\* BEGINNING OF CHANGES \*\*\*

### 6.1.3 Evaluation

This solution addresses the key issue #3 by optionally storing a mapping between an S-NSSAI and ENSI in NEF. A third-party AF may~~can~~ be configured with ENSI instead of S-NSSAI to avoid sensitive information leakage.

This solution is in line with the SA2 defined procedures for the AF to get access to the network slice quota information.

The NSACF services, i.e. “Nnsacf\_SliceEventExposure\_Subscribe/Usubscribe” and “Nnsacf\_SliceEventExposure\_Notify” are not affected and can be kept as is in TS23.502 [3].

Optionally, the corresponding NEF services may ~~need to~~ be updated with the different Event Filter values. \*\*\* END OF CHANGES \*\*\*