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\*\*\*\*\*\*\*\*\*\*\*\* START OF CHANGES\*\*\*\*\*\*\*\*

Annex X (normative): Multicast/Broadcast Service for 3GPP service

X.1 General

Editor's Note: This clause will describe the general part on Multicast/Broadcast Service.

X.2 Security requirements

Editor's Note: This clause will describe security requirements and features of Multicast/Broadcast Service.

X.2.1 Requirements of MBSF

The security requirements on the NEF described in clause 5.9.2.3 of this document also apply to MBSF.

X.2.2 Requirements of MBSTF

The security requirements on the NEF described in clause 5.9.2.3 of this document also apply to MBSTF.

X.3 Security mechanisms for xMB-C/MB2-C and xMB-U/MB2-U interface

The security aspects defined in clause 12 in TS 33.501[6] is applicable for both NEF, xMB-C/MB2-C and xMB-U/MB2-U. TLS based solution are reused to protect the interface between AF and 5GC in MBS.

X.y Security mechanisms for interworking between 5G MBS and eMBMS

Interworking between 5G MBS and eMBMS is supported at service layer. The procedures for inter system mobility with interworking at service layer is specified in clause 7.4 in TS 23.247 [xx]

The joint BM-SC+MBSF/MBSTF functionality provides the security protection for MBS traffic.The BM-SC functionality authenticate and authorize a user. \*\*\*\*\*\*\*\*\*\*\*\* END OF CHANGES\*\*\*\*\*\*\*\*