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1
Decision/action requested

It is proposed to approve this text as Assumptions to TR 33.857
2
References

[1]
3GPP TR 23.700-07: "Study on enhanced support of non-public networks (Release 17)"
[2]
3GPP TS 33.501: "Security architecture and procedures for 5G System"

3
Rationale

The architectural study documented in 3GPP TR 23.700-07 [1] introduces several aspects that require security work. In order to have common ground in all solutions provided in the future its proposed to add a specific clause capturing architectural and security assumptions. 

In line with the architectural study its proposed to rely on existing security mechanisms where possible and make adoptions to these rather than inventing new mechanisms if it can be avoided. 

Further proposing to clarify which credentials are in scope of provisioning.

4
Detailed proposal

***** Start of Change *****
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[XX]
3GPP TS 33.501: "Security architecture and procedures for 5G System"
[YY]
3GPP TR 23.700-07: "Study on enhanced support of non-public networks (Release 17)"
[x]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

***** Next Change *****
4
Architectural and security assumptions
Editor's note:
This clause includes the architectural and security assumptions applicable for the study.
4.X
Architectural Requirements

-
Solutions shall build on the 5G System security architectural principles as in TS 33.501 [XX] and TR 23.700-07[YY], including flexibility and modularity for newly introduced functionalities.
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