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**\*\*\*\* NEXT CHANGE \*\*\*\***

B.2.2 FC value allocations

FC values shall only be assigned to a key derivation function by their allocated specification.

FC values in the range 0x00 – 0x0F are allocated for use in this specification.

FC values in the range 0x10 – 0x1F are allocated for use in TS 33.401 [35].

FC values in the range 0x20 – 0x2F are allocated for use in TS 33.402 [36].

FC values in the range 0x30 – 0x37 are allocated for use in TS 33.102 [2].

FC values in the range 0x38 – 0x3F are allocated for use in TS 43.020 [47].

FC values in the range 0x40 – 0x47 are allocated for use in TS 33.224 [39].

FC values in the range 0x48 – 0x4F are allocated for use in TS 33.303 [49].

FC values in the range 0x50 – 0x57 are allocated for use in TS 33.179 [50].

FC values in the range 0x50 – 0x57 are also allocated for use in TS 33.180 [54].

FC values in the range 0x58 – 0x5F are allocated for use in TS 33.203 [51].

FC values in the range 0x60 – 0x68 are allocated for use in TS 33.163 [52].

FC values in the ranges 0x69 – 0x79, 0x7B – 0x7D and 0x83 are allocated for use in TS 33. 501 [53].

FC value 0x7A is allocated for use in TS 33.122 [55].

FC values in the range 0x7E – 0x7F are allocated for use in TS 33.536 [56].

FC values in the range 0x80 – 0x82 are allocated for use in TS 33.535 [xx].

FC values in range 0x84 – 0xDF are reserved for future use in 3GPP specifications.

FC values in the range 0xE0 – 0xEF are reserved for uses of the KDF by other standardization organisations where the FC value for such use is registered in the present specification.

FC values in the range 0xF0 – 0xFE are reserved for proprietary uses of the KDF where the FC value for the such use is not registered with 3GPP.

FC values of the form 0xFF || FC2 are reserved for future use in 3GPP specifications.

NOTE 1: Registering an FC value with 3GPP for use by other standardization organisations means that only the FC value is recorded in the present specification, but the full specification of the key derivation is done elsewhere. This has the advantage that clashes in FC values in different uses by other standardization organisations can be avoided. On the other hand, not registering an FC value with 3GPP for proprietary use means that 3GPP may have no knowledge of this use at all.

NOTE 2: Ranges of FC values for use by other standardization organisations or for proprietary use could be extended in the future if such a need was indicated to 3GPP.
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