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1. Introduction
This contribution proposes a solution for KI#3.
2. Reason for Change
In TR 23.700-21, key issue#3 is as follows:
	[bookmark: _Toc160735996]4.3 	Key issue #3: Digital avatars support
[bookmark: _Toc160735997]4.3.1	Description
In addition to new 5GS performance requirements, support for Metaverse services have introduced new use cases and requirements related to optimal support for multi-user, highly performant applications. These use cases led to new CN functionality supporting richer digital representations of physical entities (e.g. user profiles in SA2, XR scene in SA4)  
As defined in 3GPP TS 22.156 [2], Avatars are digital representations of users interacting with the metaverse and with other users. The application enabler layer can enable creation, discovery, and management of avatar profiles for users to offload applications and enable Core Network functionality across services and verticals.
NOTE 1: The work in SA6 focuses on providing enablement service to application specific Avatar profile and if available, can leverage the work done in SA2 and SA4.
Editor's note: How application specific Avatar profile can be linked to user subscription is FFS and depends on SA2 work.
Therefore, solutions addressing this  key issue may also leverage work from SA2 and SA4 on user profiles and digital assets. 
The following use cases can be considered for study of value-added features:
-	A user provides configuration (or preferences) indicating which metaverse application services can access the avatar information when the user performs transition between metaverse services, to make sure that consistency and continuity of their digital representation is maintained.
-	SA6 can maintain a list of applications allowed to use the avatar (similar to allowed MNO list for federation in EDGEAPP)
-	A User creates multiple avatars and indicates his/her preferences such as:  use of specific avatars based on location,  use of audio-only service only when experiencing low bandwidth.
-	SA6 can maintain user’s choices and: provide avatar information to different application servers based on the location of the user, reject requests for avatar-based communication in poor network conditions, etc.
[bookmark: _Toc160735998]4.3.2	Open issues
This key issue will study:
-	What SA6-defined information is required to expose the SA2-defined, SA4-defined and SA3-defined avatar information to support allowed application configuration, location-based avatar contextual information?
-	Whether and how application enablement layer manages and exposes information about digital avatars  to the consumers (i.e. application clients and servers) or across verticals? 



An architecture option for this key issue is proposed with inclusion of a SEAL server called DAC server which exposes the APIs (for digital avatar management) to the Vertical Application Layer Servers or Vertical Application Clients on UEs.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23700-21 v0.2.0.


* * * First Change * * * *
[bookmark: _Toc160736022][bookmark: _Toc160735986]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
Application - Digital Asset Container: A software container that securely stores the application related digital assets (e.g. avatars).
[bookmark: _Toc160735987]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc160735988]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
<ABBREVIATION>	<Expansion>
A-DAC	Application - Digital Asset Container




* * * Next Change * * * *
6.x	Option#x: A-DAC architecture to support Metaverse services
[bookmark: _Toc14352758][bookmark: _Toc19026785][bookmark: _Toc19034186][bookmark: _Toc19036376][bookmark: _Toc19037374][bookmark: _Toc25612632][bookmark: _Toc25613335][bookmark: _Toc25613599][bookmark: _Toc27647556][bookmark: _Toc160736023]6.x.1	Application enablement architecture
Figure 6.x.1-1 illustrates the A-DAC architecture to support Metaverse services.


Figure 6.x.1-1: A-DAC architecture to support Metaverse services
The SEAL architecture includes a A-DAC function which supports the VAL layer. The A-DAC function interacts with the VAL client(s) over SEAL-AC reference point and the A-DAC function interacts with the VAL server(s) over the SEAL-S reference point. The A-DAC function may utilize the 5GC services over N33 reference point.
Figure 6.x.1-2 illustrates the service-based SEAL architecture to support Metaverse services.


Figure 6.x.1-2: Service-based SEAL architecture to support Metaverse services
The A-DAC function exposes the APIs over the Sdac interface to the VAL layer. The VAL functions (VAL clients and VAL servers) consume the services by interacting on the Sdac interface of the A-DAC function. The CAPIF can be used by VAL functions to discover the services of the A-DAC function.
NOTE:	The A-DAC function can be realized as a new SEAL service or part of existing SEAL service.
[bookmark: _Toc160736024]6.x.2	Functional Elements
6.x.2.1	DAC function
The DAC function expose the services/APIs to the VAL layer services over Sdac interface for the following avatar management capabilities:
-	Avatar profile creation;
-	Avatar upload;
-	Avatar linking to user/subscriber;
-	Avatar download;
-	Avatar update/modification;
-	Avatar delete;
[bookmark: _Toc160736025]6.x.3	Reference Points
6.x.3.1	SEAL-S
This reference point supports the interactions between VAL server(s) and A-DAC function. The VAL server consumes the avatar management services supported by the A-DAC function as specified in clause 6.x.2.1.
6.x.3.2	SEAL-AC
This reference point supports the interactions between VAL client(s) and A-DAC function. The VAL server consumes the avatar management services supported by the A-DAC function as specified in clause 6.x.2.1.
6.x.4	Service-based interface
6.x.4.1	Sdac
This interface supports the interactions between VAL function (VAL clients and VAL servers) and A-DAC function. The VAL function consumes the avatar management services supported by the A-DAC function as specified in clause 6.x.2.1.
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