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* * * First Change * * * *
[bookmark: _Toc162954107][bookmark: _Toc155274595]8.2.5	Application Server Registration
The signalling flow for Application Server registration is illustrated in figure 8.2.5-1. Application Server may use the procedure in this clause to do registration. 
NOTE:	If the Application Server does not use the Registration procedure, applicable Information Elements as listed in Table 9.1.2.3-1 need to be configured on the MSGin5G Server.
Pre-conditions:
1.	The Application Server has connected to the serving network successfully.
2.	An AS Service ID has been provisioned on the Application Server.
3.	The MSGin5G Server address has been provisioned on the Application Server.
4.	Both the Application Server and MSGin5G Server have been configured with the necessary credentials to enable authenticating one another.


Figure 8.2.5-1: Application Server registration
1.	The Application Server sends an Application Server registration request to the MSGin5G Server. The request may include authorization information for the Application Server to register to the MSGin5G Server. The request includes the AS Service ID and may include Application Profile information as detailed in Table 9.1.2.3‑1.
2.	Upon receiving the request, the MSGin5G Server validates the Application Server registration request and may verify the security credentials.
NOTE 1:	The authentication procedures in step 2 are built on top of the transport layer mechanism specified in Annex Y.4 of 3GPP TS 33.501 [16].
3.	The MSGin5G Server sends an Application Server registration response to the Application Server. The response includes the information elements as specified in Table 9.1.2.4-1. If the registration is successful, the MSGin5G Server stores the AS Profile information and Expected MSGin5G group list as detailed in Table 9.1.2.3-1. 
NOTE 2:	The Application Server needs to register to all the MSGin5G Servers hosting the MSGin5G group that the Application Server is expected to control. The Application Server finds the corresponding MSGin5G Server based on the Group Service ID.
[bookmark: _Toc162954108]8.2.6	Application Server De-registration
By de-registering, the Application Server informs the MSGin5G Server that it wishes to terminate its association with the MSGin5G Server.
The procedure assumes that the Application Server is responsible for triggering the de-registration from the MSGin5G Server. The signalling flow for Application Server de-registration is illustrated in figure 8.2.6-1.
Pre-conditions:
1.	The Application Server is registered to the MSGin5G Server.



Figure 8.2.6-1: Application Server de-registration
1.	The Application Server determines to de-register from the MSGin5G Server.
2.	The Application Server sends an Application Server de-registration request to the MSGin5G Server that includes the AS Service ID, as detailed in Table 9.1.2.5-1. 
3.	The MSGin5G Server validates the Application Server de-registration request. If the MSGin5G Server has authorized the Application Server successfully, it deletes any AS Profile information and Expected MSGin5G group list that it has stored.
NOTE:	The authentication procedures in step 3 are built on top of the transport layer mechanism specified in Annex Y.4 of 3GPP TS 33.501 [16]. 
4.	The MSGin5G Server replies with an Application Server de-registration response as detailed in Table 9.1.2.6-1.

* * * Next Change * * * *
[bookmark: _Toc162954234]9.1.2.3	M5S Application Server registration request
The information flows from the Application Server to the MSGin5G Server for registration request includes the information elements in Table 9.1.2.3-1.
Table 9.1.2.3-1: Application Server Registration request
	Information element
	Status
	Description

	AS service ID
	M
	The MSGin5G identifier of the Application Server.
This ID is configured before registration.

	Application ID
	O
	The identifier of the application specified by the application provider. 

	Authorization Information
	O
	The authorization information used to determine whether the Application Server is allowed to send the message

	Notification target URI
	O
	The URL for receiving message, message delivery status report. The MSGin5G Server uses this URL to interact to Application Server.

	Application Profile (NOTE 1)
	O
	The elements in Application Profile include the information of the Application Server, e.g. application name, application provider, application scenario description, application category. 
This IE is used by MSGin5G Server to compare with application client information. 

	Expected MSGin5G group list  (NOTE 2)
	O
	A list of MSGin5G group  which the Application Server will control, i.e. acts as a Controlling AS in these MSGin5G groups.

	NOTE 1:	The detailed definition of Application Profile is out of scope of this document.
NOTE 2:	The Application Server acts as VAL Server and gets the MSGin5G Group Service ID from the SEAL Group Management Server.
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