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1. Introduction
The XR traffic has Multi-Modal nature that requires the improvement in the existing SEAL Data Delivery service to support the multi-modal handling for the SEALDD enabled data transmission quality measurement.
2. Reason for Change
KI#2 has the following open issues:
-	Whether and how to support the E2E multi-modal communication flows between application clients and application servers within the application enablement layer?
-	Whether and how to support the interaction between the application enablement layer and 5G CN to manage E2E multi-modal communication flows between application clients and application servers?
-	Whether and how SEALDD may be enhanced to assist in managing E2E multi-modal communication flows between application clients and application servers involved in the same application service (e.g., support for multi-modal aware SEALDD flow management and policies)?
During multi-modal service data transmission, the SEALDD layer can request AF session with QoS with 5GC and provide PDU Set related assistance information for dynamic PCC control. The PDU set related assistence information includes: PDU Set QoS parameters (e.g. PSDB, PSER) and Protocol description.
For PDU Set QoS parameters, SEALDD server can derive them from VAL service ID and/or VAL server ID.
For protocol description, two modes can be enabled (using DL data as example): 
VAL server sends streaming data in a transport format (e.g. RTP packet) as payload to SEALDD server and performs PDU Set marking (e.g. in RTP extension), then SEALDD server transfers the payload via SEALDD-UU user plane (e.g. SEALDD/UDP/IP) to SEALDD client.
VAL server sends encoded video and audio (e.g. H.264 and AAC) to SEALDD server, then SEALDD server performs packetization and sends packetized data in a transport (e.g. RTP packet) via SEALDD-UU user plane (e.g. SEALDD/UDP/IP) to SEALDD client. The SEALDD server also performs PDU Set marking (e.g. in RTP extension), RTCP and RTSP control (if needed). In this mode, it simplifies operation in VAL, e.g., VAL application server doesn’t need to know how to set RTP extension for optimized traffic handling in 5GS.

3. Conclusions
This pCR proposes a solution to address multi-modal service for XR traffic, which simplifies VAL server handling.
4. Proposal
It is proposed to agree the following changes to 3GPP 23.700-23 v0.1.0.


* * * First Change * * * *
[bookmark: _Toc146875952][bookmark: _Toc11405][bookmark: _Toc7897][bookmark: _Toc11384][bookmark: _Toc30779][bookmark: _Toc148432738][bookmark: _Toc148438420]7.1	Mapping of solutions to key issues
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* * * Next Change * * * *
[bookmark: _Toc27446]4.2 	Key issue #2: E2E Multi-Modal Communication Flows
Many XR use cases will require E2E multi-modal communication flows between application clients and application servers. SA1 has defined requirements for tactile and multi-modal communication service in 3GPP TS 22.261 clause 6.43, including the support to provide policy(ies) for E2E multi-modal communication flows associated with applications. 
Using information provided by application clients and servers (e.g., policies), the application enablement layer, in coordination with the 5G CN, can support functionality to assist in managing E2E multi-modal communication flows between application clients and application servers. 
This key issue will study:
-	Whether and how to support the E2E multi-modal communication flows between application clients and application servers within the application enablement layer?
-	Whether and how to support the interaction between the application enablement layer and 5G CN to manage E2E multi-modal communication flows between application clients and application servers?
-	Whether and how SEALDD may be enhanced to assist in managing E2E multi-modal communication flows between application clients and application servers involved in the same application service (e.g., support for multi-modal aware SEALDD flow management and policies, PDU set based handling)?
NOTE 1: This key issue should not impact 3GPP Core Network.
NOTE 2: SA6 should coordinate with SA4 on E2E multi-modal communication to ensure SA6 defined features are compatible with the needs of SA4. SA4 work will be reused for this KI as much as possible.
* * * Next Change (all texts are new) * * * *
7.x	Solution #X: Support multi-modal service in SEALDD
[bookmark: _Toc464463366]7.x.1	Architecture Impacts
This solution is based on architecture of SEALDD as described in 3GPP TS 23.433 [23433].
7.x.2	Solution description
7.x.2.1	General
This solution addesses the improvement of the SEALDD layer to support Multi-Modal service.
SEALDD was specified in 3GPP since Rel-18, the user plane protocol stack over 5GS is depicted in Figure 7.x.2.1-1. The Application content including SEALDD layer information and VAL payload are transferred between the SEALDD client in the UE and the SEALDD server in the data network.

Figure 7.x.2.1-1: User plane protocol stack for SEALDD traffic transmission over 5GS
NOTE:	PDU layer corresponds to the PDU carried between the UE and the DN over the PDU Session. E.g. UDP/IP, TCP/IP, QUIC/UDP/IP.
For DL data, PSA UPF can mark PDU set information in GTP based on received protocol extension, e.g., RTP extension. Then during AN congestion, 5G-RAN and/or UPF will perform specific packet handling (e.g. drop, re-transmit) for PDUs in a set and also for PDU sets in the same SDF based on PDU set information in GTP.
For UL data, UE lower layer can mark PDU set information in AN-protocol based on received protocol extension, e.g., RTP extension. Then during AN congestion, 5G-RAN will perform packet handling for PDUs in a set and also for PDU sets in the same SDF based on PDU set information in AN-protocol. 
In order to simplify VAL handling, the SEALDD layer can perform packetilization. Figure 7.x.2.1-2 illustrates packetilization in SEALDD layer and information flows:


Figure 7.x.2.1-2: SEALDD packetilization for VAL media data
The VAL can send media data (e.g. H.264 raw data in the form of [NALU][NALU]…[NALU]) to the SEALDD layer. After SEALDD packetilization using RTP (e.g. for H.264 as in IETF RFC 6184 [RFC6184] or H.265 as in IETF RFC 7798 [RFC7798]), NAL units can be segmented (if size is too large for line transmission) or aggregated (for small NAL units) by SEALDD, SEALDD also updates NALU header. Between the SEALDD client and SEALDD server, the SEALDD payload transferred via SEALDD connection (e.g. SEALDD/UDP/IP) includes RTP/RTCP/RTSP data. 
7.x.2.2	Impact to existing SEALDD procedures
The SEALDD procedures and information flows in 3GPP TS 23.433 [23433] can be enhanced (highlighted in bold italics) as follows.
NOTE:	SEALDD data transmission procedures with single SEALDD connection are described as typical example below. 

	[bookmark: _Toc51873776][bookmark: _Toc81990316]9.2.2.2	SEALDD enabled regular data transmission connection establishment procedure
Figure 9.2.2.2-1 illustrate the procedure for establishing regular SEALDD data transmission connection.
Pre-condition:
-	The VAL server can discover and select the SEALDD server by CAPIF functions.


Figure 9.2.2.2-1: SEALDD enabled regular data transmission connection establishment procedure
1.	The VAL server decides to use SEALDD service for application traffic transfer and allocates address/port as SEALDD-S Data transmission connection information for receiving the data packets from SEALDD server. The VAL server sends Sdd_RegularTransmission request to the SEALDD server discovered by CAPIF. The service request includes UE ID/address, VAL server ID, VAL service ID, SEALDD-S Data transmission connection information of the VAL server side, and optionally, the protocol description, the QoS information for the application traffic, e.g. QoS requirements.
2.	Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, SEALDD server allocates address/port of the SEALDD server to receive the packets from the VAL server for application data transfer as SEALDD-S data transmission connection information of the SEALDD server side. The SEALDD server allocates a specific address or port used for SEALDD traffic transfer with the specific UE for the VAL server and responds with a SEALDD service response (including SEALDD-S data transmission connection information of the SEALDD server side). The VAL server and SEALDD server can use SEALDD-S data transmission connection information to establish the data transmission connection between VAL server and SEALDD server for application data transfer. 
	The SEALDD server may send the AF request to provide the required QoS information to 5GC via N33/N5, as defined in clause 5.2.6.9 and in clause 5.2.5.3 of 3GPP TS 23.502 [6]. The AF request includes the application traffic descriptor containing the address or ports allocated by SEALDD server, and the QoS information for application traffic. The QoS information may be determined by SEALDD server according to VAL service ID for different service type of application traffic if the QoS information is not provided by VAL server. The SEALDD server relies on the northbound Policy Authorization Service API exposed by the PCF as specified in 3GPP TS 23.502 [6] and 3GPP TS 23.503 [7], if the SEALDD server is connected to the PCF via the N5 reference point, or the northbound AF Session with QoS Service APIs and/or the PFD Management northbound APIs exposed by the NEF as specified in 3GPP TS 23.502 [6] and 3GPP TS 23.503 [7], if the SEALDD server is connected to the PCF via NEF. SEALDD may also rely upon the EES Session with QoS API as specified in 3GPP TS 23.558 [10] and/or the NRM QoS functionality as described in 3GPP TS 23.434 [4]. For application multi-modal service, the SEALDD server derives PDU Set related assistance information based on VAL service ID and/or VAL server ID for interacting with NEF/PCF.
NOTE 1:	The SEALDD-S data transmission connection information of the SEALDD server side is optional to respond to the VAL server, if the SEALDD server uses the downlink pull mode to obtain the data/content from the address provided by the VAL server in step 1, and uses the uplink push mode to send the data/content to the address provided by VAL server.
3.	Data transmission session information is provisioned to the VAL client by the VAL server via application signalling.
NOTE 2:	The application signalling may be transmitted via direct application layer connection or via the SEALDD layer.
4.	The VAL client sends a SEALDD service request to SEALDD client. The VAL client receives a SEALDD service response to the SEALDD client. The response indicates that whether the SEALDD service request is successful or not.
5.	The VAL/SEALDD client discover and select the proper SEALDD server for the VAL application, as described in clause 9.4.3. After this step, the VAL server is discovered and selected along with the associated SEALDD server, the SEALDD client can get the SEALDD server's address.
6.	The SEALDD client allocates a SEALDD flow ID mapping to the identifiers of the application traffic. The SEALDD client sends Sdd_RegularTransmissionConnection_Establish request to SEALDD server with the SEALDD client ID, the SEALDD flow ID, the SEALDD traffic descriptor of the SEALDD client side (the address/port of the SEALDD client for receiving the downlink SEALDD traffic), VAL server ID, VAL service ID. The request message also contains the selected VAL server endpoint information and UEID. The SEALDD server retrieves the location information of the VAL UE or SEALDD client from SEAL LM services defined in 3GPP TS 23.434[4] clause 9.3.12 and verifies with the Geofence policy configured by the VAL server to allow or restrict the data connection establishment. If the location information is allowed as per the configured geofence policy then the SEALDD server allows the data connection establishment, otherwise SEALDD server returns a failed result e.g. performs connection reject.
NOTE 3: The SEALDD server can use or update the association between SEALDD-UU connection and SEALDD-S connection that associated with UE ID, VAL service ID, VAL server endpoint, which is used to correlate the SEALDD traffic and the VAL application traffic.
NOTE 4:	The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different VAL application traffic of the same SEALDD client. The SEALDD flow ID may be same with the identifiers of the application traffic or new simplified IDs allocated by SEALDD. 
7.	The SEALDD server responds to the SEALDD client with the SEALDD traffic descriptor of SEALDD server side (e.g. address/port allocated in step 2, transport layer protocol) mapping to the application traffic. The SEALDD server may send the protocol description received from the VAL server to the SEALDD client in the SEALDD regular transmission connection establishment response.
8.	If the connection between VAL server and SEALDD server is not established in step 2, the SEALDD server establishes connection with VAL server for the VAL client to transmit application traffic mapping to the SEALDD traffic according to the SEALDD-S information negotiated in step 1-2.
9.	The SEALDD client uses the SEALDD traffic descriptor of SEALDD server side for SEALDD connection establishment. 
	After this step, the SEALDD client and SEALDD server both get the whole SEALDD traffic descriptor (including the UE's address/port and SEALDD server's address/port for the SEALDD traffic transmission).
After the negotiation and establishment of the connections, the SEALDD client gets the mapping information between application traffic and SEALDD flow ID. The SEALDD server gets the mapping information between the SEALDD flow ID and the SEALDD-S connection. Upon receiving application traffic from VAL client, the SEALDD maps it to SEALDD traffic with SEALDD traffic descriptors as negotiated with SEALDD server in step 6 and step 7. The SEALDD traffic is sent to the SEALDD server. The SEALDD server maps the SEALDD traffic to the application traffic according to the stored SEALDD traffic descriptor, SEALDD client ID and SEALDD flow ID. The SEALDD server sends the recovered application traffic to the address provided by VAL server in step 1, via the connection established in step 2 or 8 according to the mapping information. The downlink application traffic sent from VAL server to VAL client is processed similarly. If packetization indication indicates that SEALDD layer needs to perform packetization, the SEALDD server performs packetization and sends streaming data (e.g. RTP packet) via SEALDD-UU user plane (e.g. SEALDD/UDP/IP) to the SEALDD client for downlink application traffic. Similarly, the SEALDD client performs packetization and sends streaming data (e.g. RTP packet) via SEALDD-UU user plane (e.g. SEALDD/UDP/IP) to the SEALDD server for uplink application traffic. The SEALDD server and client also perform PDU Set marking (e.g. in RTP extension as defined in 3GPP TS 26.522 [TS26522]), and if needed, stream session and transport management (e.g. RTCP, RTSP).
NOTE 5:	In SEALDD performed packetilization mode, to protect the stream content (e.g. if VAL service provider and SEALDD service provider are not from the same organization), payload encryption (e.g., NAL compliant encryption for H.264) can be implemented by VAL.
The SEALDD server receives any UE location change notification using SEAL LM services defined in 3GPP TS 23.434[4] clause 9.3.12, then the SEALDD server performs the data delivery in alignment with the geofence policy. If the UE is in the forbidden location or not allowed for the given VAL service to send/receive data as per the Geofence policy, then the SEALDD server performs action like releases the connection and informs the VAL server that UE is not reachable because in a forbidden location using connection event status procedure. If UE enters the allowed location area then the SEALDD server initiates the connection establishment using the procedure defined in clause 9.2.2.3.
[bookmark: _Toc155261687]9.2.2.3	SEALDD enabled regular data transmission connection establishment based on policy
The SEALDD servers has Data Delivery (DD) policy being provisioned. Before the application communication between VAL client and VAL server starts, the DD policy is enforced by the SEALDD server to establish the SEALDD connection. 
Pre-conditions: 
1.	The SEALDD server has DD policies available.


Figure 9.2.2.3-1: Policy enforced by SEALDD server for connectivity
1.	The VAL server subscribes to SEALDD event exposure for connection status using the procedure defined in clause 9.2.2.6. 
2.	When the time for data transmission is about to start, the SEALDD server enforces the policy to trigger regular data transmission connection establishment. If spatial condition for UE is provided, the SEALDD server also ensures the UE’s location requirement is satisfied when establishing regular data transmission connection (e.g. by using NEF service for monitoring UE location or SEAL location service for UE entering area of interest). 
3.	If there is a special routing requirement for SEALDD user plane traffic (e.g. running on a specific slice and DNN), the SEALDD server interacts with 3GPP CN to provision service specific parameters with NEF as described in 3GPP TS 23.502 [6], clause 4.15.6.10 and clause 4.15.6.7.
	If there are QoS requirements in the DD policy, the SEALDD server also applies QoS to ensure the quality for SEALDD traffic by utilizing NEF/PCF/NRM/EES service for QoS adjustment. Specifically, the SEALDD server relies on the northbound Policy Authorization Service API exposed by the PCF as specified in 3GPP TS 23.502 [6] and 3GPP TS 23.503 [7], if the SEALDD server is connected to the PCF via the N5 reference point, or the northbound AF Session with QoS Service API and/or the PFD Management northbound APIs exposed by the NEF as specified in 3GPP TS 23.502 [6] and 3GPP TS 23.503 [7], if the SEALDD server is connected to the PCF via NEF. SEALDD may also rely upon the EES Session with QoS API as specified in 3GPP TS 23.558 [10] and/or the NRM QoS functionality as described in 3GPP TS 23.434 [4]. For application multi-modal service, the SEALDD server derives PDU Set related assistance information based on VAL service ID and/or VAL server ID for interacting with NEF/PCF.
	If the DD policy specifies failure detection report, the SEALDD server may subscribe to CN analytics (e.g. DN performance analytics) from NEF/NWDAF and further notify data delivery status of application traffic to VAL client (via SEALDD client) and VAL server based on analytics result.
4.	The SEALDD server allocates an IP address and port for sending and receiving packet over SEAL-S reference point, then SEALDD server sends SEALDD connection establishment notification to the VAL server with VAL service ID, the IP address and port. 
5-6.	The SEALDD server allocates an IP address and port for sending and receiving packet over SEAL-Uu reference point, then SEALDD server sends regular data transmission connection establishment request to the SEALDD client with SEALDD flow ID, VAL service ID, the IP address and port. The SEALDD server may send the protocol description received from the VAL server to the SEALDD client in the SEALDD regular transmission connection establishment request. The request is responded by the SEALDD client. UE IP address (and port) may be included by the SEALDD client in the response or sent in a separate update message by SEALDD client if a different UE IP address is to be used in SEALDD connection user plane.
NOTE 1:	Step 4 and step 5 can be done in parallel.
NOTE 2:	Step 5 can be sent via PDU session (if exist) or via application triggering (if no PDU session exists).
7.	The SEALDD client further notifies the VAL client about the SEALDD connection being established.
Upon receiving application traffic from VAL client (not shown in the figure), the SEALDD client sends it to SEALDD server in SEALDD traffic. The SEALDD server identifies application traffic based on the VAL service ID and further sends the application traffic to VAL server. The downlink application traffic sent from VAL server to VAL client is processed similarly. If packetization indication indicates that SEALDD layer needs to perform packetization, the SEALDD server performs packetization and sends streaming data (e.g. RTP packet) via SEALDD-UU user plane (e.g. SEALDD/UDP/IP) to the SEALDD client for downlink application traffic. Similarly, the SEALDD client performs packetization and sends streaming data (e.g. RTP packet) via SEALDD-UU user plane (e.g. SEALDD/UDP/IP) to the SEALDD server for uplink application traffic. The SEALDD server and client also perform PDU Set marking (e.g. in RTP extension as defined in 3GPP TS 26.522 [TS26522]), and if needed, stream session and transport management (e.g. RTCP, RTSP).
NOTE 3:	In SEALDD performed packetilization mode, to protect the stream content (e.g. if VAL service provider and SEALDD service provider are not from the same organization), payload encryption (e.g., NAL compliant encryption for H.264) can be implemented by VAL.
[bookmark: _Toc155261694]9.2.3.1	SEALDD enabled regular transmission request
Table 9.2.3.1-1 describes the information flow from the VAL server to the SEALDD server for requesting the regular application transmission service.
Table 9.2.3.1-1: SEALDD enabled Regular transmission request
	Information element
	Status
	Description

	VAL server ID
	M
	Identity of the VAL server

	VAL service ID
	O
	Identity of the VAL service

	UE identity
	O
	Identifier of specific UE, e.g. UE ID

	SEALDD-S Data transmission connection information
	M
	Address/port and/or URL of the VAL server to receive the application packets from the SEALDD server 

	QoS information
	O
	QoS information provided by VAL server

	VAL server’s total bandwidth limit
	O
(See NOTE)
	The total bandwidth limit of VAL server, including UL/DL

	VAL users’ bandwidth limit
	O
(See NOTE)
	The bandwidth limits (i.e. minimum bandwidth requirement and maximum bandwidth limit) for VAL users, including UL/DL

	Protocol description
	O
	The protocol description of VAL traffic. It includes header extension information (e.g. RTP extension with PDU set), packetization indication, payload type and format (e.g. H.264/RTP, H.265/RTP, H.264, H.265).

Header extension information is only applicable when payload indicates RTP.

	NOTE:	These IEs are used for the SEALDD enabled bandwidth control for different VAL users.



[bookmark: _Toc155261700]9.2.3.7	SEALDD connection status subscription request
Table 9.2.3.7-1 describes the information flow from the VAL server to SEALDD server to subscribe to SEALDD connection status information.
Table 9.2.3.7-1: SEALDD connection status subscription request
	Information element
	Status
	Description

	VAL server ID
	M
	Identity of the VAL server

	Event ID list
	M
	Identifies a list of events such as establishment, release, congestion report.

	VAL service ID
	O
	Identity of the VAL service

	Identity
	O
	Identifier of VAL UE or VAL user.

	SEALDD-S Data transmission connection information
	M
	Address/port of the VAL server to send/receive the application packets to/from the SEALDD server.

	Immediate reporting flag
	O
	Indicates the immediate reporting of connection status notification

	SEALDD client connection status check periodicity
	O
	Indicates the frequency to perform SEALDD client connection status check

	Protocol description
	O
	The protocol description of VAL traffic. It includes header extension information (e.g. RTP extension with PDU set), packetization indication, payload type and format (e.g. H.264/RTP, H.265/RTP, H.264, H.265).

Header extension information is only applicable when payload indicates RTP.



[bookmark: _Toc117364428][bookmark: _Toc133484068][bookmark: _Toc155261696]9.2.3.3	SEALDD regular transmission connection establishment request
Table 9.2.3.3-1 describes the information flow from the SEALDD client to the SEALDD server or from the SEALDD server to the SEALDD client for requesting the regular SEALDD connection establishment.
Table 9.2.3.3-1: SEALDD regular transmission connection establishment request
	Information element
	Status
	Description

	Requestor ID
	M
	Identity of the requestor (SEALDD client or SEALDD server).

	SEALDD flow ID
	M
(See NOTE 1)
	Identity of the SEALDD flow.

	VAL server ID
	O
	Identity of the VAL server, applicable for SEALDD client side initiated request.

	VAL service ID
	O
	Identity of the VAL service

	Selected VAL server endpoint
	M
	Endpoint of the selected VAL server

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, URL, transport layer protocol) of the SEALDD client side (for client side initiated request) or the SEALDD server side (for server side initiated request) used to establish SEALDD connection.

	VAL UE/user identity
	O
	The VAL user ID of the VAL user or VAL UE ID.

	SEALDD communication lifetime
	O
	Identifies the DD communication lifetime, applicable for SEALDD server side initiated request.

	Capability for BAT and periodicity adaptation
	O
(See NOTE 2)
	Indicates BAT and periodicity adaptation capability for SEALDD client in client side initiated request.

	Transmission assistance info
	O
(See NOTE 2)
	Indicates transmission assistance information for uplink SEALDD traffic in client side initiated request.
It includes BAT, BAT window, periodicity, and periodicity range.

	L4S feedback capability
	O
(See NOTE 3)
	Identifies the L4S feedback capability (i.e. ECN identification, L4S feedback) for client side initiated request

	Protocol description
	O
	The protocol description of VAL traffic. It includes header extension information (e.g. RTP extension with PDU set), packetization indication, payload type and format (e.g. H.264/RTP, H.265/RTP, H.264, H.265).

Header extension information is only applicable when payload indicates RTP.

	NOTE 1:	The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped to the identifiers of the application traffic and data transmission session.
NOTE 2:	Only one of these IEs may be present in the message.
NOTE 3:	This IE is used for the SEALDD enabled congestion control for VAL applications, as specified in clause 9.8.2.2.



[bookmark: _Toc117364429][bookmark: _Toc133484069][bookmark: _Toc155261697]9.2.3.4	SEALDD regular transmission connection establishment response
Table 9.2.3.4-1 describes the information flow from the SEALDD server to the SEALDD client or from the SEALDD client to the SEALDD server for responding to the regular SEALDD connection establishment.
Table 9.2.3.4-1: SEALDD regular transmission connection establishment response
	Information element
	Status
	Description

	Result 
	M
	Indicates the success or failure of establishing the SEALDD connection.

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, URL, transport layer protocol) of the SEALDD server side (for client side initiated request) or the SEALDD client side (for server side initiated request) used to establish SEALDD connection.

	Pending timer
	O
(See NOTE 1)
	The pending timer to trigger the re-connection from SEALDD client when bandwidth limit check is failed.

	Suggested traffic transmission bandwidth
	O
(See NOTE 1)
	The suggested traffic transmission bandwidth used by SEALDD client or SEALDD server to perform bandwidth control for VAL users, including UL/DL.

	Cause
	O
(See NOTE 2)
	Indicates the reason for the failure, e.g. SEALDD policy mismatch.

	Capability for BAT and periodicity adaptation
	O
(See NOTE 3)
	Indicates BAT and periodicity adaptation capability for SEALDD client in server side initiated request.

	Capability for BAT and periodicity adaptation
	O
(See NOTE 3)
	Indicates BAT and periodicity adaptation capability for SEALDD client in server side initiated request.

	Protocol description
	O
	The protocol description of VAL traffic. It includes header extension information (e.g. RTP extension with PDU set), packetization indication, payload type and format (e.g. H.264/RTP, H.265/RTP, H.264, H.265).

Header extension information is only applicable when payload indicates RTP.

	NOTE 1:	These IEs are used for the SEALDD enabled bandwidth control for different VAL users, applicable for client side initiated request.
NOTE 2:	This IE is only present if the Result is failure
NOTE 3:	Only one of these IEs may be present in the message.






7.x.2.3	Additional consideration
For SEALDD layer, it is a tunnel (e.g. SEALDD/UDP/IP) wrapping the multi-modal service data (e.g. RTP packet) from VAL server/client. How SEALDD server can indicate a tunnel protocol description to 5GC in Session with QoS API needs coordination with SA2.
7.x.3	Solution evaluation
This solution addresses KI#2 to support:
-	the E2E multi-modal communication flows between application clients and application servers within SEALDD; and
-	the interaction between the application enablement layer and 5G CN to manage E2E multi-modal communication flows between VAL clients and VAL servers with SEALDD assistance.
*** End of Changes ***
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