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1. Introduction
This contribution updates solutions 6, 7, and 8 to add missing sections and corresponding API definitions, removal of editor’s notes, and clarifications to the procedure descriptions. 

2. Reason for Change
For solution 6, the editor’s note in 8.6.1 was removed due to the addition of assumption 3. Figure 8.6.1-1 was updated to clarify a VAL server is making the request and updates to text description were made for clarification. Sections 8.6.2 to 8.6.4 from the template were added and updates were made to section 8.6.3.
For solution 7, the editor’s note in 8.7.1 was removed due to the addition of assumption 3. Sections 8.7.2 to 8.7.4 from the template were added and updates were made to section 8.7.3. Clarifications were made to the procedure description.
For solution 8, the editor’s note in 8.8.1 was removed as it does not depend on other procedures. The information about the AIML client capabilities is grouped together into an AIML client profile, which is provisioned to the AIML enablement client as clarify by the update to assumption 3. Sections 8.8.2 to 8.8.4 from the template were added and updates were made to section 8.8.3. Clarifications were made to the procedure description.

4. Proposal
It is proposed to agree the following changes to 3GPP 23.700-82 V0.2.0.

*** First Change ***
[bookmark: _Toc151544864][bookmark: _Toc510696599][bookmark: _Toc35971391][bookmark: _Toc128732967]8.6 	Solution #6: AIML enablement client selection
[bookmark: _Toc151544865]8.6.1	Solution description
The following clauses specify procedures, information flows, and APIs for Key Issue #3 to support AIML enablement client selection.
Editor's Note: The relationship between this and other KI#3 solutions is FFS.
Assumptions:
1.	The proposed solution is based on client-server architecture for federated learning.
2.	The AIML enablement consumerVAL server has already discovered and received a list of AIML enablement clients that are suitable and have available data for a particular AIML applicationoperation. 
3.	The discovery operation may be performed as described in solution 7 to find a list of AIML enablement clients.




Figure 8.6.1-1: AIML enablement client selection procedure
1.	An AIML enablement consumerVAL server sends a request to an AIML enablement server to select a list of AIML enablement clients that have been discovered to meet the requirements for federated learningAIML operations. The AIML enablement client selection request includes client/serverthe VAL identifier, security credentials, application identifier, AIML role, ML model, and a list of AIML enablement clients IDs for inclusion into an AIML set, a minimum number of AIML enablement clients, training schedule, and QoS requirements for the federated learning operations.
Editor's Note: The IEs in the request are FFS. It is also FFS how the request parameters are used in relationship to other member selection policy provisioned to the AIML enabler layer.
[bookmark: _Hlk157763292]2.	The AIML enablement server validates the selection request and verifies the security credentials provided in the request. The AIML enablement server further performs authentication and authorization checks to determine if the requestor is able to create an AIML set. If authorized, the AIML enablement server creates the an AIML set with the provided list of AIML enablement clients as members and assigns an AIML identifier for the set.
NOTE: The AIML enabler server can reuse SEAL group management for any necessary group management.
[bookmark: _Hlk157763425]3.	The AIML enablement server sends an AIML enablement client selection response that includes the status of the selection request and the assigned AIML set identifier.
[bookmark: _Toc151544866][bookmark: _Hlk151541524]8.6.2	Architecture Impacts
Editor’s note:	This clause provides the architecture impacts of the solution and possible new SA6 capabilities and interfaces.
8.6.3	Corresponding APIs
Table 8.6.3-1 shows the request sent by a VAL server to an AIML enablement server for the AIML enablement client selection procedure.
Table 8.6.3-1: Request for AIML enablement client selection procedure
	Information element
	Status
	Description

	VAL server identifier
	M
	The identifier of the VAL server.

	Security credentials
	M
	Security credentials to authenticate and authorize the requestor.

	Application identifier
	O
	An identifier for the AIML application

	List of AIML client IDs
	M
	A list of AIML client IDs that was previously discovered for inclusion into an AIML client set.



Table 8.6.3-2 shows the response sent by the AIML enablement server to the VAL server for the AIML enablement client selection procedure.
Table 8.6.3-2: Response for AIML enablement client selection procedure
	Information element
	Status
	Description

	Status
	M
	The status for the request: success or fail. 

	AIML client set identifier
	M
	An identifier to associate with the set of AIML enablement clients that the VAL server has provided in the request. The AIML client set can be updated by using this identifier.



8.6.4	Solution evaluation
Editor's note:	This clause provides an evaluation of the solution. The evaluation should include the descriptions of the impacts to existing architectures.


*** End of Changes ***
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