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1. Introduction
Adding a Key Issue for studying support of enhancments required to API Invoker on-boarding.
2. Reason for Change
Currently in TS 23.222 clause 8.1 On-boarding of API Invoker to the CAPIF procedure, there is an assumption made that API Invoker has sufficient API information to make decision of sending an on-boarding request to CCF. However, in reality the API Provider exposes limited or only information that can be shared publicly/commonly to the API Invoker. The reason for this is beacause the trust relationship is yet to be established between the two parties (i.e. API Invoker and the API Provider).  
In another scenario, after the API Invoker successfully on-boards to the CAPIF, the API Invoker realizes that certain features or services that the API Invoker wishes to consume with assistance of CAPIF, are not supported. Then the API Invoker may off-board from the CAPIF or take certain other actions like not consuming northbound APIs via the registered CCF. In such a scenario, it is waste of resources for the API invoker and the CCF to perform the on-boarding and maintain the API Invoker profile information.
To address these cases, it is essential to study on how to reduce chances of API Invoker on-boarding failure and wastage of resources. Hence, a key issue is proposed to be added.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-22 V0.0.0.


* * * First Change (All new text)* * * *
[bookmark: _Toc104797317][bookmark: _Toc122563636][bookmark: _Toc104878314][bookmark: _Toc151544819][bookmark: _Toc95120569]X.X	Key issue #X: Enhancing support to API Invoker on-boarding
Currently in TS 23.222 clause 8.1 On-boarding of API Invoker to the CAPIF procedure, there is an assumption that API Invoker has sufficient API information to make decision of making an on-boarding request to CCF. However, in reality the API Provider exposes limited or only information that can be shared commonly to the API Invoker. The reason for this is beacause the trust relationship is yet to be established between the two parties (i.e. API Invoker and the API Provider).
In another scenario, after the API Invoker successfully on boards to the CAPIF, the API Invoker realizes that certain features or services that the API Invoker wishes to consume with assistance of CAPIF, are not supported. Then the API Invoker may off board from the CAPIF or take certain other actions like not consuming northbound APIs via the registered CCF. In such a scenario, it is waste of resources for the API invoker and the CCF to perform the on boarding and maintain the API Invoker profile information. The features that API Invoker may be looking to consume from CCF and not supported by CCF, may include, the AEFs serving certain set of service API(s), availability of set of service APIs, support for certain security methods, support for certain security methods for certain AEFs / service APIs, interconnection with a given set of CCFs etc.
To address these cases, it is essential to study enhancing support to API Invoker on-boarding to reduce unnecessary on-boarding and wastage of resources.
This key issue will study the following aspects:
1.  How to enhance the support of API Invoker on-boarding to reduce unnecessary on-boarding and wastage of resources?
2.	Any enhancements required to other CAPIF procedures e.g. Registering the API provider domain functions, Publish Service APIs to CCF?


* * * End of Changes * * * *
