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1. Introduction
This contribution updates Solution #8 on F/AIML enablement client registration to clarify discovery criteria and include additional ones.
2. Reason for Change
Solution#8 specifies a procedure for AI/ML enablement client registration, where the client provides a set of information elements to use as discovery criteria for filtering available clients, including the application identifier. However, the application identifier is not clear and not yet not defined in SA6. In this contribution we introduced instead List of VAL service ID(s) which are the services that the the AI/ML client support. The client may also allow a certain service permission level per VAL service ID, so this parameter should be taken into account when selecting the AI/ML client based on the application needs.
Additionally, the AI/ML client may support a certain service type instead of specific application IDs. In that manner, the client can be selected for any application that matches the specific service type. 
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-82.

[bookmark: _Toc151544866][bookmark: _Hlk151541524]
* * * First Change * * * *
[bookmark: _Toc151544868]8.8 	Solution #8: AIML enablement client registration
[bookmark: _Toc151544869]8.8.1	Solution description
The following clauses specify procedures, information flows, and APIs for Key Issue #3 to support AIML enablement client registration.
Editor's Note: The relationship between this and other KI#3 solutions is FFS.
Assumptions:
1.	The proposed solution is based on client-server architecture for federated learning.
2.	The AIML enablement client has been pre-configured or has discovered the address (e.g. URI) of the AIML enablement server.
3.  The AIML enablement client has been pre-configured with an AIML enablement policy.


 
Figure 8.8.1-1: AIML enablement client registration procedure
1.	The AIML enablement client sends a registration request to the AIML enablement server, the registration request includes a AIML enablement client identifier, security credentials, application identifier the list of VAL service ID (s) that the client can support and the service permission level per VAL service ID, service type(s), and AIML enablement policy, which includes supported ML models, AIML enablement client availability, AIML enablement client capabilities, and dataset availability.
Editor's Note: Other IEs in the request are FFS. Whether the IEs are included in the AIML member selection policy is FFS.
2.	The AIML enablement server validates the registration request and verifies the security credentials. The AIML enablement server further performs an authentication and authorization check to determine if the AIML enablement client is permitted to register to the AIML enablement server and participate in federated learning operations. The AIML enablement server assigns an identifier for the AIML enablement policy to associate it with the AIML enablement client.
Editor's Note: It is FFS whether a FL client repository function is necessary to enable this step.
3.	The AIML enablement server returns an AIML enablement registration response to the AIML enablement client with the status of the registration request and the identifier associated with the AIML enablement policy.

* * * End of Changes * * * *
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