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[bookmark: _Toc155261713]* * * First Change * * * *

9.x	SEALDD enabled E2E redundant path establishment with dual UE – dual UP
[bookmark: _Toc117364435][bookmark: _Toc133484082][bookmark: _Toc155261714]9.x.1	General
The following clauses specify procedures, information flow, APIs for SEALDD enabled E2E redundant path establishment with dual UE – dual UP.
This procedure uses the reliability group-based redundancy concept as defined in Annex F of 3GPP TS 23.501 [5] to establish the E2E disjoint redundant UP paths in the MNO network. It is assumed that the 5GS deployment supports the reliability group-based redundancy concept. 


Figure 9.x.1-1: E2E redundant transmission path with dual UE – dual UP
Figure 9.x.1.1-1 describes the control and user plane split architecture for E2E redundant transmission path establishment with dual UE – dual UP. The NRM server is the control plane entity and the SEALDD server is the user plane entity. The NRM server controls and configures the SEALDD server to establish and manage the dual disjoint user plane for the device in the application layer. It uses the following:
-	the NRM server and the NRM client for network resource management during disjoint path establishment,
-	the presence of dual SEALDD-UU over the disjoint paths,
-	two UEs are indicated within the same device, according to Figure F-1 in 3GPP TS 23.501 [5].

* * * Next Change * * * *


[bookmark: _Toc117364436][bookmark: _Toc133484083][bookmark: _Toc155261715]9.x.2	Procedure
[bookmark: _Toc117364437][bookmark: _Toc133484084][bookmark: _Toc155261716][bookmark: _Hlk117503300]9.x.2.1	E2E redundant transmission path establishment with dual UE – dual UP procedure
Figure 9.x.2.1-1 illustrate the procedure E2E redundant transmission path establishment with dual UE – dual UP.
Pre-condition:
-	The VAL client and SEALDD client can communicate with each other.



Figure 9.x.2.1-1: E2E redundant transmission path establishment with dual UE – dual UP
1.a.	VAL server sends VAL connection with high availability request to the NRM server together with the VAL UE ID as per clause 14.3.2.67 defined in TS 23.434 . The request includes two UE IDs, two UE address as identifiers for two UEs in the device.
1.b.	Optionally, VAL server sends connection with high availability request to the SEALDD server which in turn sends the request to the NRM server. 
NOTE:	 If 1b is used then only step 2 is applicable and further step 3 to step 12 described in this procedure is not applicable. After the 1b, the procedure uses the step 3 to step 12 described in clause 9.3.2.1 TS 23.433.  
2.	Reliability Group (RG) configuration: The NRM server uses clause 14.3.10 defined in TS 23.434 to interact with the 5GS for the reliable transmission service by associating UE1ID to S-NSSAI1 and UE2ID to S-NSSAI2 for disjoint path redundant connectivity.
	The UE RG parameter is encoded into RAT/Frequency Selection Priority (RFSP) Index. PCF is configured to authorize the RFSP for each requested S-NSSAI. NRM server derives the GPSIs of the UEs in the VAL client device from the requested VAL UE ID. A RG is defined based on the requested S-NSSAI by the UE. Both UEs receive new or updated URSP rules from the 5GS.
3a-3b.	UE1 and UE 2 establishes PDU session for respective S-NSSAI and DNN based on the received URSP rules
4.	Optionally, the NRM server requests UE1 and UE 2 IP address for the established PDU sessions using the procedure for UE address retrieval defined in clause 4.4.39. TS 29.522.
5.	NRM server sends Redundant user plane configuration request to SEALDD server to configure the user plane. The request contains UE1 ID, UE2 ID, VAL server address and port, transport protocol, VAL service ID, VAL server ID and if available from step 4, UE 1 and UE 2 IP address optionally.
6.	The SEALDD server allocates the address/port pair for UE1 and UE2, address/port for the VAL and sends a response to the NRM server. The response contains SEALDD flow ID, QoS requirements, address/port pair for UE1 and UE2 to receive the SEALDD traffic from UEs and address/port for the VAL server to receive the application traffic from the VAL server. 
7-8-9.	NRM server sends Redundant user plane SEALDD client configuration request to NRM client. The request contains SEALDD server address/port, transport protocol allocated for sending UE1 and UE2 application traffic, SEALDD flow ID. The SEALDD client receives the configuration from NRM client and allocates user plane port numbers for the UE1 and UE2 IP address. On completion of user plane configuration in SEALDD client, the NRM client sends sends Redundant user plane SEALDD client configuration response to the NRM server. The response message includes UE 1 and UE 2 address/port numbers, transport protocol. 
10-11.	NRM server sends Redundant user plane configuration update request to SEALDD server to update the user plane configuration with UE1 and UE2 address, port, transport protocol. The SEALDD server configures the user plane and sends a response Redundant user plane configuration update response to the NRM server to indicate the completion of the setup of the user plane configuration.  
12-	NRM server notifies the VAL server for VAL connection with high availability notiification response to indicate the result of the setup of the userplane for the application data transfer with address/port of the SEALDD server to receive the application traffic from the VAL server. 

* * * Next Change * * * *
[bookmark: _Toc155261720]9.x.3	Information flows
[bookmark: _Toc117364439][bookmark: _Toc133484087][bookmark: _Toc155261721]9.x.3.1	VAL connection with high availability request 
See clause 14.3.2.67 3GPP TS 23.434 for the details of information flow:

9.x.3.2	VAL connection with high availability response 
[bookmark: _Toc117364440][bookmark: _Toc133484088][bookmark: _Toc155261722][bookmark: _Hlk158247186]See clause 14.3.2.68 3GPP TS 23.434 for the details of information flow:
9.x.3.3	Redundant user plane configuration request
Table 9.x.3.3-1 describes the information flow from the NRM server to the SEALDD server requesting the redundant user plane configuration in the SEALDD server.
Table 9.x.3.3-1 Redundant user plane configuration request
	Information element
	Status
	Description

	VAL server ID
	M

	Identity of the VAL server.

	VAL service ID
	O

	Identity of the VAL service.

	VAL server traffic descriptors
	M
	VAL traffic descriptors (e.g. address, port, transport layer protocol) of the VAL server side to receive application traffic from the SEALDD server.

	UE ID
	M
	Identity of the UE1 and UE2

	UE address
	O
	IP address of the UE1 and UE2



9.x.3.4	Redundant user plane configuration response
Table 9.x.3.4-1 describes the information flow from the SEALDD server to the NRM server providing the redundant user plane configuration response.
Table 9.x.3.4-1 Redundant user plane configuration response
	Information element
	Status
	Description

	VAL server ID
	M

	Identity of the VAL server.

	VAL service ID
	O

	Identity of the VAL service.

	SEALDD Flow ID
	M
	Indicates the SEALDD Flow ID

	SEALDD server traffic descriptors for VAL server
	M
	Indicates the SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the SEALDD server side to receive application traffic from VAL server.

	SEALDD server traffic descriptors for UEs
	M
	Indicates a pair of SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the SEALDD server side to receive application traffic from the UE1 and UE2

	QoS requirements 
	O
	Indicates QoS requirements for the SEALDD traffic



9.x.3.5	Redundant user plane SEALDD client configuration request
Table 9.x.3.5-1 describes the information flow from the NRM server to the NRM client providing the redundant user plane configuration request for the UE(s)/SEALDD client.
Table 9.x.3.5-1 Redundant user plane SEALDD client configuration request
	Information element
	Status
	Description

	VAL server ID
	M

	Identity of the VAL server.

	VAL service ID
	O

	Identity of the VAL service.

	SEALDD Flow ID
	M
	Indicates the SEALDD Flow ID

	UE ID
	M
	Identity of the UE1 and UE2

	SEALDD server traffic descriptors for UEs
	M
	Indicates a pair of SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the SEALDD server side to receive application traffic from the UE1 and UE2

	UE address
	O
	IP address of the UE1 and UE2



9.x.3.6	Redundant user plane SEALDD client configuration response
Table 9.x.3.6-1 describes the information flow from the NRM client to the NRM server providing the redundant user plane SEALDD client configuration response.
Table 9.x.3.6-1 Redundant user plane SEALDD client configuration response
	Information element
	Status
	Description

	VAL server ID
	M

	Identity of the VAL server.

	VAL service ID
	O

	Identity of the VAL service.

	UE ID
	M
	Identity of the UE1 and UE2

	SEALDD Flow ID
	M
	Indicates the SEALDD Flow ID

	SEALDD client side descriptors for SEALDD server traffic
	M
	Indicates a pair of SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the SEALDD client side to receive application traffic of the UE1 and UE2 from SEALDD server



9.x.3.7	Redundant user plane configuration update request
Table 9.x.3.7-1 describes the information flow from the NRM server to the SEALDD server providing the redundant user plane configuration update request.
Table 9.x.3.7-1 Redundant user plane configuration update request
	Information element
	Status
	Description

	VAL server ID
	M

	Identity of the VAL server.

	VAL service ID
	O

	Identity of the VAL service.

	SEALDD Flow ID
	M
	Indicates the SEALDD Flow ID

	UE ID
	M
	Identity of the UE1 and UE2

	SEALDD client side traffic descriptors for SEALDD server traffic
	M
	Indicates a pair of SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the UE1 and UE2 to receive application traffic of the UE1 and UE2 SEALDD client from SEALDD server

	UE address
	O
	IP address of the UE1 and UE2



9.x.3.8	Redundant user plane configuration update response
Table 9.x.3.8-1 describes the information flow from the SEALDD server to the NRM server providing the redundant user plane configuration update response.
Table 9.x.3.8-1 Redundant user plane configuration response
	Information element
	Status
	Description

	VAL server ID
	M

	Identity of the VAL server.

	VAL service ID
	O

	Identity of the VAL service.

	SEALDD Flow ID
	O
	Indicates the SEALDD Flow ID

	Result
	M
	Indicates the success or failure




* * * End of Changes * * * *
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