

	
3GPP TSG-SA WG6 Meeting #59	S6-240318
Athens, Greece 26th February – 1st March 2024	(revision of S6-24xxxx)

	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.433
	CR
	0052
	rev
	-
	Current version:
	19.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Correct IE presence condition

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	SA6

	
	

	Work item code:
	SEALDD_Ph2
	
	Date:
	2024-01-07

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-19

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	some IE presence condition is not described properly like “only one of two IEs may be provided” for optional IEs, w/o mentioning condition.

	
	

	Summary of change:
	Change it to “if provided, only one of the two IEs shall be provided”.

	
	

	Consequences if not approved:
	Inappropriate description for IE presence condition.

	
	

	Clauses affected:
	9.2.3.3, 9.2.3.4, 9.3.3.3, 9.3.3.4

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


[bookmark: _Hlk123164550][bookmark: _Hlk127449260][bookmark: _Toc50584439][bookmark: _Toc50584783][bookmark: _Toc57673691][bookmark: _Toc122442334]* * * First Change * * * *
[bookmark: _Toc117364428][bookmark: _Toc133484068][bookmark: _Toc155261696][bookmark: _Toc117364424][bookmark: _Toc133484062][bookmark: _Toc155208979]9.2.3.3	SEALDD regular transmission connection establishment request
Table 9.2.3.3-1 describes the information flow from the SEALDD client to the SEALDD server or from the SEALDD server to the SEALDD client for requesting the regular SEALDD connection establishment.
Table 9.2.3.3-1: SEALDD regular transmission connection establishment request
	Information element
	Status
	Description

	Requestor ID
	M
	Identity of the requestor (SEALDD client or SEALDD server).

	SEALDD flow ID
	M
(See NOTE 1)
	Identity of the SEALDD flow.

	VAL server ID
	O
	Identity of the VAL server, applicable for SEALDD client side initiated request.

	VAL service ID
	O
	Identity of the VAL service

	Selected VAL server endpoint
	M
	Endpoint of the selected VAL server

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, URL, transport layer protocol) of the SEALDD client side (for client side initiated request) or the SEALDD server side (for server side initiated request) used to establish SEALDD connection.

	VAL UE/user identity
	O
	The VAL user ID of the VAL user or VAL UE ID.

	SEALDD communication lifetime
	O
	Identifies the DD communication lifetime, applicable for SEALDD server side initiated request.

	Capability for BAT and periodicity adaptation
	O
(See NOTE 2)
	Indicates BAT and periodicity adaptation capability for SEALDD client in client side initiated request.

	Transmission assistance info
	O
(See NOTE 2)
	Indicates transmission assistance information for uplink SEALDD traffic in client side initiated request.
It includes BAT, BAT window, periodicity, and periodicity range.

	L4S feedback capability
	O
(See NOTE 3)
	Identifies the L4S feedback capability (i.e. ECN identification, L4S feedback) for client side initiated request

	NOTE 1:	The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped to the identifiers of the application traffic and data transmission session.
NOTE 2:	If provided, onlyOnly one of these IEs shallmay be present in the message.
NOTE 3:	This IE is used for the SEALDD enabled congestion control for VAL applications, as specified in clause 9.8.2.2.


[bookmark: _Toc155261820]
* * * Next Change * * * *
[bookmark: _Toc117364429][bookmark: _Toc133484069][bookmark: _Toc155261697]9.2.3.4	SEALDD regular transmission connection establishment response
Table 9.2.3.4-1 describes the information flow from the SEALDD server to the SEALDD client or from the SEALDD client to the SEALDD server for responding to the regular SEALDD connection establishment.
Table 9.2.3.4-1: SEALDD regular transmission connection establishment response
	Information element
	Status
	Description

	Result 
	M
	Indicates the success or failure of establishing the SEALDD connection.

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, URL, transport layer protocol) of the SEALDD server side (for client side initiated request) or the SEALDD client side (for server side initiated request) used to establish SEALDD connection.

	Pending timer
	O
(See NOTE 1)
	The pending timer to trigger the re-connection from SEALDD client when bandwidth limit check is failed.

	Suggested traffic transmission bandwidth
	O
(See NOTE 1)
	The suggested traffic transmission bandwidth used by SEALDD client or SEALDD server to perform bandwidth control for VAL users, including UL/DL.

	Cause
	O
(See NOTE 2)
	Indicates the reason for the failure, e.g. SEALDD policy mismatch.

	Capability for BAT and periodicity adaptation
	O
(See NOTE 3)
	Indicates BAT and periodicity adaptation capability for SEALDD client in server side initiated request.

	Capability for BAT and periodicity adaptation
	O
(See NOTE 3)
	Indicates BAT and periodicity adaptation capability for SEALDD client in server side initiated request.

	NOTE 1:	These IEs are used for the SEALDD enabled bandwidth control for different VAL users, applicable for client side initiated request.
NOTE 2:	This IE is only present if the Result is failure
NOTE 3:		If provided, onlyOnly one of these IEs shallmay be present in the message.
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9.3.3.3	SEALDD URLLC transmission connection establishment request
Table 9.3.3.3-1 describes the information flow from the SEALDD client to the SEALDD server or from the SEALDD server to the SEALDD client for requesting the URLLC transmission connection establishment.
Table 9.3.3.3-1: SEALDD URLLC transmission connection establishment request
	Information element
	Status
	Description

	SEALDD client ID
	M
	Identity of the SEALDD client.

	VAL UE/user identity
	O
	The VAL user ID of the VAL user or VAL UE ID

	SEALDD flow ID
	M
(See NOTE 1)
	Identity of the SEALDD flow.

	VAL server ID
	O
(See NOTE 1)
	Identity of the VAL server.

	VAL service ID
	O
(See NOTE 1)
	Identity of the VAL service.

	SEALDD traffic descriptors
	O
	A pair of SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the SEALDD client side (for client side initiated request) or the SEALDD server side (for server side initiated request) used to establish redundant SEALDD connection.

	Capability for BAT and periodicity adaptation
	O
(See NOTE 2)
	Indicates BAT and periodicity adaptation capability for SEALDD client in client side initiated request.

	Transmission assistance info
	O
(See NOTE 2)
	Indicates transmission assistance information for uplink SEALDD traffic in client side initiated request.
It includes BAT, BAT window, periodicity, and periodicity range.
For URLLC transmission, it includes assistance information per SEALDD traffic descriptor.

	NOTE 1:	The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped from the VAL service ID.
NOTE 2:		If provided, onlyOnly one of these IEs shallmay be present in the message.
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9.3.3.4	SEALDD URLLC transmission connection establishment response
Table 9.3.3.4-1 describes the information flow from the SEALDD server to the SEALDD client or from the SEALDD client to the SEALDD server for responding to the URLLC transmission connection establishment.
Table 9.3.3.4-1: SEALDD URLLC transmission connection establishment response
	Information element
	Status
	Description

	Result 
	M
	Indicates the success or failure of establishing the SEALDD connection.

	SEALDD traffic descriptors
	O
	A pair of SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the SEALDD server side (for client side initiated request) or the SEALDD client side (for server side initiated request) used to establish redundant SEALDD connection.

	Cause
	O
(See NOTE 1)
	Indicates the reason for the failure, e.g. SEALDD policy mismatch.

	Capability for BAT and periodicity adaptation
	O
(See NOTE 2)
	Indicates BAT and periodicity adaptation capability for SEALDD client in server side initiated request.

	Transmission assistance info
	O
(See NOTE 2)
	Indicates transmission assistance information for uplink SEALDD traffic in server side initiated request.
It includes BAT, BAT window, periodicity, and periodicity range.
For URLLC transmission, it includes assistance information per SEALDD traffic descriptor.

	NOTE 1:	The IE is only present if the Result is failure.
NOTE 2:		If provided, onlyOnly one of these IEs shallmay be present in the message.
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