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* * * First Change * * * *
9.6.2.x	SEALDD seamless relocation based on packet sequence number
Figure 9.6.2.x-1 describes the SEALDD seamless relocation procedure, the data traffic between the SEALDD client and the new SEALDD server is transmitted based on the received packet sequence number for uplink/downlink traffic.
Pre-conditions: 
1. The old SEALDD server discovers and selects the new SEALDD server by using CAPIF or EDGEAPP mechanism, triggered by UE mobility or SEALDD server overload. 


Figure 9.6.2.x-1: SEALDD seamless relcoation procedure
1. To improve the seamless SEALDD relocation, the old SEALDD server stops the downlink data transmission and sends the SEALDD traffic pending request to the SEALDD client, with the SEALDD flow ID, and optionally, the uplink data transmission pending indication. 
2. The SEALDD client stops the uplink data transmission, and responds to the old SEALDD server with the downlink packet sequence number already received in SEALDD client. 
3. The old SEALDD server pushs the SEALDD context to the new SEALDD server with the downlink packet sequence number has been received by the SEALDD client, as defined in clause 9.6.3.1. 
4. After completing SEALDD context transfer, the old SEALDD server sends the SEALDD traffic restart request to the SEALDD client with the connectivity information for new SEALDD server (e.g. SEALDD-UU address/port), the uplink packet sequence number already received in old SEALDD server, and optionally, the uplink data transmission restart indication, 
5. The SEALDD client responds to the old SEALDD server with the successful or failed result. 
6. The SEALDD client connects to the new SEALDD server, and transmits the uplink traffic to the new SEALDD server based on the uplink packet sequence number already received in old SEALDD server. Similarly, the new SEALDD server transmits the downlink traffic to the SEALDD client based on the downlink packet sequence number already received in SEALDD client. 

* * * Next Change * * * *
[bookmark: _Toc133484145][bookmark: _Toc155261782]9.6.3.1	SEALDD context push request
Table 9.6.3.1-1 describes the information flow from the old SEALDD server to the new SEALDD server to push the SEALDD context.
Table 9.6.3.1-1: SEALDD context push request
	Information element
	Status
	Description

	Requestor ID
	M
	Identifies the requestor (i.e. old SEALDD server).

	SEALDD-Uu Context
	M
	Identifies the context related to SEALDD-Uu connection, which is created upon SEALDD connection establishment.

	SEALDD-S Context
	M
	Identifies the context related to SEALDD-S subscription.

	Transport layer context
	O
	Identifies the context related to Transport layer (e.g. TCP/TLS/QUIC) for SEALDD-Uu user plane communication, also includes the downlink packet sequence number has been received in SEALDD client.
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