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[bookmark: _Hlk514274591][bookmark: _Hlk520730635]1	Introduction
This pCR provides the proposal for role of stakeholders for API exposure of TR 23.946. 
2	Proposal
It is proposed to modify the text of TR 23.946 as follows.


* * * First Change * * * *
[bookmark: _Toc151631582][bookmark: _Toc151631585]5	Role of Stakeholders for API Exposure
. Editor's Note: This clause will provide the description of different roles 

Functional model description for the CAPIF is given in subclause 6.2.0 3GPP TS 23.222 [2]. Basic CAPIF business relationships are given in subclause 5.1 3GPP TS 23.222 [2]. In the case of RNAA, CAPIF business relationships for RNAA is given in subclause 5.2 3GPP TS 23.222 [2].
The figures for CAPIF business relationships are as follows.


Figure 5.x: CAPIF business relationships[x]
CAPIF has three main stakeholder roles (CAPIF provider, API  provider, and API invoker) and CAPIF for RNAA has resource owner role.
5.x	CAPIF provider
The CAPIF provider contains an instance of CAPIF core function and may contain API provider and API invokers and it could be a PLMN, SNPN or 3rd party. The CAPIF provider and the API provider can be part of the same organization (e.g. PLMN operator), in which case the business relationship between the two is internal to a single organization. The CAPIF provider and the API provider can be part of different organizations, in which case the business relationship between the two must exist.

5.x	API provider
The API provider hosts one or more service APIs and has a service API arrangement with CAPIF provider to offer the service APIs to the API invoker.
Requirements for enabling API invoker is given in subclause 4.1.2 3GPP TS 23.222 [2].

5.x	API invoker
The API invoker is typically provided by a 3rd party application provider who has service agreement with PLMN operator. The API invoker may reside within the same trust domain as the PLMN operator network. The API invoker may be either an application on a server or an application on a UE.
Requirements for supporting 3rd party API providers is given in subclause 4.1.3 3GPP TS 23.222 [2].

5.x	Resource owner
The resource owner is an entity capable of granting access to a protected resource related to the resource exposed by the API provider. In the current release, it is a user of the UE hosting the API invoker that can authorize the API access.
Requirements for supporting RNAA is given in subclause 4.17.2 3GPP TS 23.222 [2].
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