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[bookmark: _Hlk514274591][bookmark: _Hlk520730635]1	Introduction
This pCR provides the proposal for open source implementation of CAPIF of TR 23.946. 
2	Proposal
It is proposed to modify the text of TR 23.946 as follows.


* * * First Change * * * *
[bookmark: _Toc151631581][bookmark: _Toc151631585]6		Exemplary Use Cases and Adoption
Editor's Note: This clause will provide the main representative usage examples for CAPIF and adoption in 3GPP, ETSI, etc.  
6.x	Open source implementation of CAPIF
Evolved-5G[x] (ICT-41-2020 project from call H2020-ICT-2018-2020) developed an open source project of the CAPIF framework Release 17 under the Apache-2.0 license. This implementation has been used as the seed code for OpenCAPIF[x] SDG created by ETSI in January 2024. 
OpenCAPIF has implemented the following APIs from CAPIF Framework:
· JWT Authentication APIs
· CAPIF Invoker Management API
· CAPIF Publish API
· CAPIF Discover API
· CAPIF Security API
· CAPIF Events API
· CAPIF Provider Management API
The implementation also includes a Testing Suite of all services with Robot Framework. Additionally, Postman examples are provider for a simple testing.
OpenCAPIF implementation architecture is shown in figure 6.1:
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Figure 6.1: OpenCAPIF Architecture

Every CAPIF API is implemented in a separate container for future scalability adaptation. All APIs are exposed using NGINX and supports mutual TLS authentication as specified in TS 33.122[4]. 
For Certificate generation and validation, OpenCAPIF includes Vault from Harsicorp as the Certificate Authority. OpenCAPIF generates the Certificates for Invokers and Providers to communicates with OpenCAPIF on mutual TLS authentication. OpenCAPIF CA Root is generated during OpenCAPIF deployment. 
MongoDB is used for data persistency in OpenCAPIF storing the information about Invokers, Providers, APIs Published, Security Contexts created, API Logs, … 
The Source Code of OpenCAPIF and the instructions to deploy it are included in the ETSI GitLab repository[x].  


* * * Next Change * * * *
[bookmark: _Toc151631572]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs; Stage 2".
[3]	3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs; Stage 3".
[4]	3GPP TS 33.122: "Security Aspects of Common API Framework for 3GPP Northbound APIs".
[x]	EVOLVED-5G ICT-41 project,
https://evolved-5g.eu
[x]	ETSI Software Development Group: "OpenCAPIF", 
https://ocf.etsi.org
[x]	ETSI Software Development Group GitLab repository: "OpenCAPIF", 
https://labs.etsi.org/rep/ocf/capif.
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