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1. Introduction
This pCR is proposed to add the solution on eMMTel Enabler architecture to 3GPP TR 23.700-92 v0.3.0. 
2. Reason for Change
Contribution with new text.
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-92 v0.3.0.


* * * First Change * * * *
8.X	Solution #X: eMMTel Enabler architecture
8.X.1	Description
[bookmark: _Toc22214910]This solution resolves the architecture of eMMTel Enabler.
8.X.y	eMMTel Enabler architecture model
8.X.y.1	eMMTel Enabler architecture model
8.X.y.1.1	General
Figure 8.X.y.1-1 shows the architectural model for the eMMTel Enabler. 
The eMMTel Enabler Server is hosted within the PLMN operator network which supports the MMTel/eMMTel services capabilities exposure. 


Figure 8.x.y.1-1: eMMTel Enabler architecture
The eMMTel Enabler Server consists the functions listed below:
-	Core function;
-	Capabilities integration and re-exposing function;
-	Value-Added service function; 
-	Optionally Information Repository; and 
-	Optionally Signalling/Media function; 
The eMMTel Enabler Server interacts with the underlying network, i.e. the IMS enhanced to support data channel services as specified in Annex AC of 3GPP TS 23.228 [3] to allow exposure of relevant capabilities and other core network interactions. The eMMTel Enabler Server also interacts with SEAL services via CAPIF-2(e) and CAPIF-3(e) reference points to enable the Capabilities user (e.g. application providers/Vertical service provider) to use the corresponding SEAL services. 
8.X.y.1.2	Core function
The Core function acts as the CAPIF core functions as specified in 3GPP TS 23.222 [9]. The Core function supports the Capabilities user acts as CAPIF's API invoker as specified in 3GPP TS 23.222 [9] to discover, to authenticate and to get authorization the MMTel/eMMTel service APIs provided by the eMMTel Enabler server.  
The Core function supports all the capabilities provided by CAPIF core function as specified in 3GPP TS 23.222 [9]. 
8.X.y.1.3	Capabilities integration and re-exposing function
The Capabilities integration and re-exposing function consists of the following capabilities:
-	Integration of the capabilities provided by the underlying network, including the 3GPP core network, IMS and DC application servers. The functions in the underlying network, e.g. DCSF, NEF, MF/MRF and DC Application Server, and SEAL servers act as CAPIF's API exposing function as specified in 3GPP TS 23.222 [9]. The capabilities provided by the underlying network include:
a)	the APIs provided by DCSF via DC3/N33 reference point; 
b)	the APIs provided by DCSF via DC4 reference point; 
c)	the APIs provided by MF/MRF via MDC3/MDC4 reference points; 
d)	the capabilities provided by the DC Application Server via eMMTel-3 reference point; and
e)	the SEAL capabilities via CAPIF-3(e) reference point. 
-	re-exposure of these capabilities via MMTel/eMMTel service APIs to the Capabilities user. The Capabilities integration and re-exposing function is the service communication entry point of the MMTel/eMMTel service API to the Capabilities user; 
-	Communication with the corresponding functions in the underlying network on behalf of the Capabilities user when the capabilities provided by the underlying network are needed to be invoked, and
-	Expose the MMTel/eMMTel service APIs to the eMMTel Enabler client for the necessary application layer interactions needed in eMMTel service, e.g: download data channel application to UE.
8.X.y.1.4	Value-Added service function
The Value-Added service function provides MMTel/eMMTel specific value added services, e.g. providing the application layer caller information to callee. It acts as both CAPIF's API exposing function and API publishing function as specified in 3GPP TS 23.222 [9] to expose the value added service related capabilities.  
The MMTel/eMMTel specific value added services may be provided by one or multiple Value-Added service function(s).  
8.X.y.1.5	Information Repository
The Information Repository stores the information of the user profile associated with the eMMTel services at the application plane, e.g. application layer caller information, DC application list can be used by a specific user.
The Information Repository may also supports Data Channel Application Repository (DCAR) if configured by the PLMN operator network which provides the MMTel/eMMTel services.
NOTE:	whether the DCAR is supported by the Information Repository is deployment specific. 
8.X.y.1.6	Signalling/Media function
The Signalling/Media function is used to handle the MMTel/eMMTel services related Signalling and/or Media.
Editor’s note:	Whether Signalling/Media function is needed in the eMMTel Enabler Server and if needed, the detailed functions of the Signalling/Media function are FFS.
8.X.y.2	Reference points
8.X.y.2.1	General
The reference points for eMMTel Enabler are described in the following subclauses.
8.X.y.2.2	eMMTel-1 (between the eMMTel Enabler client and the eMMTel Enabler server)
The interactions between a eMMTel Enabler client and the corresponding eMMTel Enabler server are generically referred to as eMMTel-1 reference point. This reference point supports:
-	The necessary application layer interactions needed in eMMTel service, e.g: download data channel application to UE; and
-	Optionally, the necessary configuration management procedures to configure the eMMTel client/UE according to the service policy of the PLMN operator network which the eMMTel Enabler Server is hosted in. 
NOTE:	the eMMTel-1 reference point goes through Bootstrap/Application Data Channel via Mb reference 
8.X.y.2.3	eMMTel-2 (between the eMMTel Enabler server and the Capabilities user)
The interactions between the Capabilities users and the underlying network are provided by the eMMTel Enabler server via eMMTel-2 reference point to ensure the security access of the underlying network. This reference point supports the Capabilities users to discover eMMTel service APIs, to authenticate, to get authorization and to communicate with the eMMTel service APIs by utilizing:
-	all the functions of the CAPIF-1(e) reference point specified in 3GPP TS 23.222 [9]; and
-	all the functions of the CAPIF-2(e) reference point specified in 3GPP TS 23.222 [9];
NOTE 1:	the eMMTel service APIs invocated in this reference point are the APIs provided by the Capabilities integration and re-exposing function. 
NOTE 2:	if the Capabilities user is belonging to a different domain outside of PLMN operator network which the eMMTel Enabler Server is hosted in, i.e. the Capabilities user is a 3rd party user, CAPIF-1e and CAPIF-2e reference points are needed to be used. 
8.X.y.2.4	eMMTel-3 (between the eMMTel Enabler server and the DC Application Server)
The interactions between the eMMTel Enabler server and the DC Application Server which acts as CAPIF's API exposing function as specified in 3GPP TS 23.222 [9] are referred to eMMTel-3 reference point. This reference point supports the eMMTel Enabler server to exercise the access and policy related control for capabilities provided by the DC Application Server. This reference point also supports the eMMTel Enabler server to communicate with the DC Application Server on behalf of the Capabilities user. The functions of this reference point include:
-	all the functions of the CAPIF-3(e) reference point specified in 3GPP TS 23.222 [9] between the Core function and the DC Application Server; and
-	all the functions of the CAPIF-2(e) reference point specified in 3GPP TS 23.222 [9] between the Capabilities integration and re-exposing function and the DC Application Server. The Capabilities integration and re-exposing function acts as CAPIF's API invoker as specified in 3GPP TS 23.222 [9] to communicate with DC Application Server on behalf of the Capabilities user.
NOTE:	if the DC Application Server is belonging to a different domain outside of PLMN operator network which the eMMTel Enabler Server is hosted in, CAPIF-2e and CAPIF-3e reference points are needed to be used. 
8.X.y.2.5	eMMTel-4 (between the Core function and the Value Added service function)
The eMMTel-4 reference point supports the Core function to exercise the access and policy related control for capabilities provided by the Value-Added service function.This reference point supports:
-	all the functions of the CAPIF-3(e) reference point specified in 3GPP TS 23.222 [9] between the Core function and the Value-Added service function.
NOTE:	in a certain deployment, the eMMTel-4 reference point may be an internal reference point in the eMMTel server. In this case, the eMMTel-4 reference point is implementation specific. If the Value-Added service function is belonging to a different domain outside of PLMN operator network which the eMMTel Enabler Server is hosted in, the CAPIF-3e reference points are needed to be utilized. 

8.X.y.2.6	eMMTel-5 (between the Capabilities integration and re-exposing function and the Value-Added service function)
The eMMTel-5 reference point supports the Capabilities integration and re-exposing function to communicate with the Value-Added service function on behalf of the Capabilities user.This reference point supports:
-	all the functions of the CAPIF-2(e) reference point specified in 3GPP TS 23.222 [9] between the Capabilities integration and re-exposing function and the Value-Added service function. The Capabilities integration and re-exposing function acts as CAPIF's API invoker as specified in 3GPP TS 23.222 [9].
NOTE:	in a certain deployment, the eMMTel-5 reference point may be an internal reference point in the eMMTel server. In this case, the eMMTel-5 reference point is implementation specific. If the Value-Added service function is belonging to a different domain outside of PLMN operator network which the eMMTel Enabler Server is hosted in, the CAPIF-2e reference points are needed to be utilized. 
8.X.y.2.7	other reference points of the underlying network
The other reference points of the underlying network include DC3/N33, DC4, MDC3 and MDC4reference points. 
These reference points act as both CAPIF-2(e) and CAPIF-3(e) reference points as specified in 3GPP TS 23.222 [9] in the eMMTel Enabler architecture, i.e.:
-	all the functions of the CAPIF-3(e) reference point specified in 3GPP TS 23.222 [9] between the Core function and the corresponding underlying network function; 
-	all the functions of the CAPIF-2(e) reference point specified in 3GPP TS 23.222 [9] between the Capabilities integration and re-exposing function and the corresponding underlying network function. The Capabilities integration and re-exposing function acts as CAPIF's API invoker as specified in 3GPP TS 23.222 [9] to communicate with corresponding underlying network function on behalf of the Capabilities user.
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