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In the CR, SA2 concluded that:
· Case #1- TMGI allocation: NEF reject the request if cannot satisfy the service area request.
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· Case #3 - MBS Session Creation with TMGI: MB-SMF partial accept the request, and provide non-supported MBS service area and indication for this condition;
· Case #4 - MBS Session Update: MB-SMF partial accept the request, and provide non-supported MBS service area and indication for this condition.  
Further in CT4 and CT3, the following respone were defined accordingly:
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"ReducedMbsServArea", HTTP "201 Created" - partially accept. 
(2) Duing the MBS session update:
 HTTP "200 OK" with reducedMbsServArea - partially accept.
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(2) HTTP "403 Forbidden"+"MBS_SERVICE_AREA_TOO_LARGE"+ ReducedMbsServArea, the NRM server can retry with the ReducedMbsServArea or use the unicast delivery.
(3) HTTP "200 OK" with reducedMbsServArea, the NRM server can retry with the reducedMbsServArea or use the unicast delivery. For the service area which is not supported by the network (i.e., not covered by the reducedMbsServArea) the NRM server can retry with a new MBS session or use the unicast delivery. 
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/******************** Next Changes ********************/
[bookmark: _Toc131191319][bookmark: _Toc91749800]14.3.4A.3.x	MBS service area handling
The MBS service area requested by the NRM server in the TMGI allocation or MBS session procedure towards the 5G core network may be rejected or partially accepted, the NRM server may take different actions as follows:
-	If the MBS service area requested in the TMGI allocation or MBS Session Creation without TMGI procedure as specified in 3GPP TS 23.247 [15] is rejected with the error "MBS_SERVICE_AREA_NOT_SUPPORTED" as specifined in 3GPP TS 29.532 [29.532] and 3GPP TS 29.522 [29.522], the NRM server uses the unicast delivery.
-	If the MBS service area requested in the TMGI allocation or MBS Session Creation with TMGI procedure was rejected with the error "MBS_SERVICE_AREA_TOO_LARGE" and the ReducedMbsServArea indicating the MBS Service Area that can be supported by the network as specifined in 3GPP TS 29.532 [29.532] and 3GPP TS 29.522 [29.522], the NRM server may retry with the returned ReducedMbsServArea. Alternatively, the NRM server may also determine to use the unicast delivery for the group communication in that area.
-	If the MBS service area requested in MBS Session Creation with TMGI or MBS Session Update procedure as specified 3GPP TS 23.247 [15] is partially accepted with the ReducedMbsServArea as specifined in 3GPP TS 29.532 [29.532] and 3GPP TS 29.522 [29.522], the NRM server may try another new MBS session with the MBS service area which is not covered by the ReducedMbsServArea, or alternatively use the unicast delivery for that area. 
The figure 14.3.4A.3.x-1 provides a high level procedure of the NRM server determines to create an extra MBS Session with the MBS service area not covered by the ReducedMbsServArea. 
NRM client
3GPP 
NRM server
VAL server
VAL client
UE
Created MBS session with initial MBS service area
1a. MBS session update request with requested service area
1b. New service area based on UE location report
2. MBS session update with the requested service area is partially accepted
4. MBS session creation with rest service area which is not accepted, and obtain new MBS session ID and ingress address
3. Based on the return information, try to create a new MBS session 
5. Announce the new MBS session, UE join the MBS session if multicast type, UE report listening status.
6. MBS session update response
7. User plane delivery mode

Figure 14.3.4A.3.x-1: MBS service area update failure handling 
1.	The NRM server determines to update service area of the existing MBS session. This may be triggered by the MBS session update request with a new service area from the VAL server (step 1a), or the NRM server monitors the UE’s mobility and generates the new service area (step 1b) based on e.g., SEAL LMS mechanism.
2. The NRM servers performs the MBS session update with updated service area towards the 5GC as described in 3GPP TS 23.247 [39]. The MBS session update is partically accepted and ReducedMbsServArea indicating the reduced MBS Service Area in which the MBS session has been updated due to the requested MBS Service Area cannot be covered by the MB-SMF Service Area of a single MB-SMF, and the MB-SMF reduced the MBS Service Area accordingly as specifined in 3GPP TS 29.532 [29.532] and 3GPP TS 29.522 [29.522].
3.	Upon receiving the partially accept response, the NRM determines to create a new MBS session with the rest MBS Service Area that is not covered by the ReducedMbsServArea.
4.	The NRM server performs an MBS session creation procedure with the rest MBS service area.
If MBS session creation is successful, the new MBS session ID and new ingress address are returned. The procedure proceeds with step 5 to step 7.
If the MBS session creation fails, the procedure proceeds with step 7.
5.	The NRM server obtains the new MBS session ID and new ingress address of the new MBS session. The NRM server announces the new session information to the corresponding UEs. The UE may join the MBS session if it is multicast type. The UE may report the MBS listening status to the NRM server.
6.	 The NRM server returns the MBS session update response to the VAL server. The new MBS session ID are included. The ingress address of the new MBS session may be also included if it is returned in step 4.
7.	The NRM server also indicates the VAL server to deliver the data over the new MBS session if created in step 4. If the new MBS session creation is failed in step 4, the NRM server indicates the VAL server to use unicast delivery for the rest MBS service area.


/******************** Next Changes ********************/
[bookmark: _Toc131120339]14.3.2.42	Multicast/broadcast resource update request
Table 14.3.2.42-1 describes the information flow for the multicast/broadcast resource update request from VAL server to NRM server.
Table 14.3.2.42-1: Multicast/broadcast resource update request
	Information element
	Status
	Description

	Requester Identity 
	M
	The identity of the VAL server performing the request.

	Identity of the multicast/broadcast resource
	M
	Identity of the multicast/broadcast resource to be updated

	Service requirement description
	O (NOTE 3)
	Indicates the service characteristics, e.g., Media type, Media format, bandwidth requirements, flow description, Application Identifier, Priority indicator, emergency indicator Application service provider.

	Multicast/Broadcast area information
	O(NOTE 3)
	Indicate the area where the multicast/broadcast resource is requested for

	Local MBMS information (NOTE 1, NOTE 2)
	O(NOTE 3)
	

	> MB2-U information
	O
	IP address, UDP port number of the MB2-U interface

	> xMB-U information
	O
	IP address, UDP port number of the xMB-U interface

	> M1 interface information
	O
	M1 interface information for local MBMS

	Local MBMS activation indication (NOTE 1, NOTE 2) 
	O
	Indicates whether to request the NRM server to use Local MBMS information.

	NOTE 1:	The VAL server may provide either the Local MBMS information or the Local MBMS activation indication. This IE is present when the local MBMS is required for VAL services like V2X service.
NOTE 2:	This information element is only applicable when EPS is specified in the network system indicator IE.
NOTE 3:	At least one of those IEs shall be present.



[bookmark: _Toc131120340]14.3.2.43	Multicast/broadcast resource update response
Table 14.3.2.43-1 describes the information flow for the Multicast/broadcast resource update response from NRM server to VAL server.
Table 14.3.2.43-1: Multicast/broadcast resource update response
	Information element
	Status
	Description

	Result
	M
	The result indicates success or failure of the multicast/broadcast resource update request operation.

	Identity of the multicast/broadcast resource
	M
(NOTE 1)
	The identity of the multicast/broadcast MBS session, or/and the identity of the MBMS bearer to be updated.

	New Identity of the multicast/broadcast resource
	O (NOTE 3)
	The identity of the new multicast/broadcast MBS session created during update.

	Session description information
	O
(NOTE 2)
	Indicates Multicast/broadcast related configuration information as defined in 3GPP TS 26.346 [28] (e.g. radio frequency and MBMS Service Area Identities) or/and 3GPP TS 23.247 [39] (e.g. MBS FSA ID(s), Area Session ID, service requirements)

	NOTE 1:	This IE may not be required if the session announcement mode indicates that the request is sent by the NRM server.
NOTE 2:	If the Result Information element indicates failure then the values of the other information elements shall not present.
NOTE 3:	This IE is present when the NRM server creates additional MBS session during the update



