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	Service continuity for ENS is not supported yet in the EDGEAPP archtiecture. As per the objective of the WID, it is required to support the feature.
Basic service continuity scenarios are already supported in the TS 23.558. As discussed in S6-233513, only difference between basic ACR scenarios and ACR for ENS case is that in basic scenarios, S-EAS (from where AC is taking service) is directly connected/registered to S-EES and all interections are happening over EDGE-3 interface. However, in case of ENS, the S-EAS is registered to EES (of partner ECSP) over EDGE-3 and S-EES interects with EES (of partner ECSP) over EDGE-9 interace. So, we need to enable all communication from S-EAS to S-EES via EES (of partner ECSP).
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[bookmark: _Toc57673620][bookmark: _Toc145674119]8.18.2.x	Service continuity procedures for ENS via leading ECSP
8.18.2.x.1	ACR launching procedure
The S-EES uses procedure as defined in clause 8.8.3.4 to forward the ACR request with ACR action indicating ACR initiation from EEC towards partner EES (P-EES) over EDGE-9 interface. The request includes ECSP ID of the lead ECSP for partner ECSP.
8.18.2.x.2	Selected T-EAS declaration
Upon receiving the Selected target EAS declaration request message, the EES ueses the clause 8.8.3.7 to send the request to the EES of the lead ECSP over EDGE-9 interface including partner ECSP ID.
8.18.2.x.3	ACR status update procedure
Upon receving ACR status update request from the EAS, if the EAS is serving the UE of the lead ECSP (i.e. edge node sharing case), the EES uses the procedure as defined in clause 8.8.3.8 to send the request to the EES of the lead ECSP over EDGE-9 interface including partner ECSP ID. Upon receiving the response from EES of the lead ECSP, the EES sends the response back to the EAS.
8.18.2.x.4	EAS Information provisioning
Upon receving EAS Information provisioning request from the EEC, if the request contains selected EAS ID and selected EAS Endpoint and if the selected EAS is registered to the EES of the partner ECSP (i.e. Edge Node Sharing scenario), then the EES uses the procedure as defined in clause 8.15.2.2 to send the EAS Information provisioning request to the partner EES over EDGE-9 interface to indicate about selection of the EAS for the service consumption. The request includes EESID and EES endpoint address, and lead ECSP ID along with the information shared by the EEC.
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