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1. Introduction
This pCR adds the description of the relationship between the CAPIF and OAuth 2.0 on the overview of TR 23.946.
2. Reason for Change
According to the TS 33.122, the CAPIF architecture uses the OAuth 2.0 authorization mechanism. However, for users to understand the relationship between the CAPIF and OAuth 2.0, they need to read multiple specifications such as RFC6749, TS 23.222, TS 33.122. This prevents users from understanding the relationship.
Therefore, to enhance the understanding of CAPIF users, it is necessary to clarify the correspondence between the CAPIF and OAuth 2.0.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.946.


* * * First Change * * * *
 4.x	Relationship between CAPIF and OAuth 2.0
The mapping between the CAPIF and OAuth 2.0 is described in this subclause. The CAPIF architecture given in subclause 6.2.0 of 3GPP TS 23.222 [x] can use OAuth 2.0 token's mechanism to authorize API invokers. As per OAuth 2.0, API invoker performs the function of the client, the CAPIF core function performs the function of the authorization server, and the API exposing function performs the exposure of the protected resources. The API invoker is authorized with an authorization grant type of described in subclause 6.5 of 3GPP TS 33.122 [y].
The RNAA architecture given in subclause 6.2.2 of 3GPP TS 23.222 [x] supports an authorization grant type of authorization code grant. The resource owner client in the RNAA architecture has the role of the resource owner, authorizing the API invoker to invoke the API exposing function.

* * * End of Change * * * *
