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1. Introduction
The Application layer AI/ML entities have heterogeneous nature, e.g., different models, OS, capabilities, that require creation of AIML policies specific for application layer AIML enabler service. To cover the application layer specific requirements, which are missing in the existing mechanisms, the AI/ML member selection policies are studied in this solution. Any AI/ML operarion (regular, federative, disrtributed, etc. learining) require to provision the AI/ML member selection policies in order to select the proper AI/ML member that is suitable for the AI/ML operation.
The AI/ML operarion member selection policies may include the following aspects:
-	AI/ML traffic QoS policies, e.g., the AI/ML member can be selected to participate in the AI/ML operation if its throughput is greater than 17 Mbps and/or PLR is less than 10-7.
-	AI/ML capability policies, e.g., the AI/ML member can be selected to participate in the AI/ML operation if it has iOS version 17.0.3 and higher and the hardware models from iPhone 12 with the given software packages installed.

Comment to rapporter:
The reference to table 8.B.3.1-1 in table 8.A.3.1-1 (this pCR) is impemented in pCR S6-234053.

2. Reason for Change
The provisioning and management of the The AI/ML member selection policies are essential for the AI/ML Services in regular, distributed, and federated learning scenarios.

3. Conclusions
This pCR proposes the provisioning and management of the AI/ML member selection policies in the AIMLAPP layer.
4. Proposal
It is proposed to agree the following changes to 3GPP 23.700-82 V0.1.0.

*** First Change ***
[bookmark: _Toc148629435][bookmark: _Toc144371491]8.A	Solution #A: AI/ML member selection policies provisioning and management
[bookmark: _Toc148629436]8.A.1	General
The following clauses specify procedures, information flows and APIs for Key issue# A to provision and manage the AI/ML member selection policies for the AI/ML Enabler services.
[bookmark: _Toc148629437]8.A.2	Procedures
8.A.2.1	AI/ML member selection policies provisioning and management


Figure 8.3.2-1: AI/ML member selection policies provisioning and management procedure
1.	The VAL server sends an AI/ML member selection policies provisioning and management request as defined in clause 8.A.3.1.
2.	Upon receiving the request, the AI/ML Enabler server performs an authorization check of the VAL server.
3.	If the VAL server is authorised, the AI/ML Enabler Server stores the AI/ML member selection policies and applies the provisioned policies to ongoing and further the AI/ML Enabler operations (e.g., ML model training).
4.	AI/ML Enabler Server provides the response to the VAL server with a status via AI/ML member selection policies provisioning and management response defined in clause 8.A.3.2.
NOTE:	The service operation defined in clause 8.A.2.1 can be utilized for AI/ML member selection policies management (i.e., update/delete) functionality.
8.A.3	Information flows
[bookmark: _Toc138284767]8.A.3.1	AI/ML member selection policies provisioning and management request
Table 8.A.3.1-1 describes the information flow from the VAL server to the AI/ML Enabler server as a request for the AI/ML member selection policies provisioning and management.
Table 8.A.3.1-1: AI/ML member selection policies provisioning and management request
	Information element
	Status
	Description

	Requester Identity 
	M
(NOTE 1)
	The identity of the VAL server performing the request.

	VAL service ID
	M
	Identify the VAL service ID.

	List of AI/ML traffic QoS policies
	O
	Provides the list of AI/ML traffic QoS policies, e.g., AI/ML traffic QoS parameter(s) (e.g., bitrate, jitter, latency, PLR, connection sustainability) with the corresponding threshold(s) and threshold matching direction(s).

	List of AI/ML compute capability policies
	O
	Provides the list of the AI/ML compute capability policies, e.g., the OS, OS version, hardware capabilities, software capabilities.

	List of AI/ML member mobility policies
	O
	Provides the list of mobility policies for the AI/ML member, e.g., low mobility, high mobility.

	List of AI/ML member participation configurations
	O
	Provides the list of the AI/ML member participation configurations as defined in table 8.B.3.1-1. (NOTE 2)

	NOTE 1:	This information element shall not be updated in the AI/ML member participation configurations management request.
NOTE 2:	The member participation configurations represent the requestor conditions for the member selection based on the configurations provided in table 8.B.3.1-1 to be selected to participate into the AI/ML operations.



NOTE:	In table 8.A.3.1-1, the policies identify the conditions and criteria, when satisfied the AI/ML member can be selected for the AI/ML operations initiated by the VAL service.

Editor’s note: Whether ML model requirement, dataset requirement and other AI/ML capability are needed is FFS.

[bookmark: _Toc138284768]8.A.3.2	AI/ML member selection policies provisioning and management response
Table 8.A.3.2-1 describes the information flow from the AI/ML Enabler server to the VAL server as a response for the AI/ML member selection policies provisioning and management.
Table 12.3.2.2-1: AI/ML member selection policies provisioning and management response
	Information element
	Status
	Description

	Result
	M
	Indicates success or failure of the request




*** End of Changes ***
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