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1. Introduction
This contribution provides a solution on F/AIML client registration for KI #3 support for federated learning
2. Reason for Change
Proposes a solution for KI #3 support for federated learning. The F/AIML notation corresponds to a new (SA6 #58) architectural enhancement proposal which distinguishes between AI/ML functionality provided via enahncements to existing enablers (e.g. MTME-enhanced ADAE) and a stand-aline F/AIML enabler.
This solution is different than solution #3 in that F/AIML clients may have temporal and spatial bounds that ML clients may not. Updates are made to solution #3 to refer to MTME-enabled ADAE clients rather than ML clients. 
In ML processing, datasets are stored and maintained in a central location and controlled by data scientists or owners. Data is processed centrally with a complete view of the features and characteristics of the data. This scenario lends itself to implementation via enahncements to existing enablers, e.g. MTME-enhanced ADAE.
In federated learning, data are collected, processed, and used for training or inferencing by individual F/AIML clients. Data scientists do not have visibility into the type of data an F/AIML client has, such as a dataset’s features, format, size, and other characteristics that may be important for a particular ML application. Hence, federated learning requires more management operations such as F/AIML client registration, discovery, selection, and monitoring. 
In addition, data are being collected and processed by F/AIML clients to preserve data privacy and hence information about dataset availability, capabilities, sizes, format, age, etc. need to be taken into consideration for a particular ML/FL application. A VAL server or F/AIML client wanting to configure federated training or inferencing needs to be able to discover F/AIML clients that are able to provide the data needed for federated operations. Without this information, federated training or inferencing will generate invalid models or inferencing results.
A F/AIML client first needs to register its ML capabilities and available datasets to a F/AIML server, which manages FL operations. The F/AIML client’s ML capabilities and available datasets can then be discovered by a VAL server for FL operations. If the VAL server determines the F/AIML client has the proper ML capabilities and datasets that fulfills the ML application, then the F/AIML client can be selected to participate in FL training and/or inferencing.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-82.


* * * First Change * * * *

[bookmark: _Toc148629416]8	Solutions
[bookmark: _Toc148629417]8.0	Mapping of solutions to key issues
Table 8.1-1: Mapping of solutions to key issues
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* * * Next Change * * * *

8.X 	Solution #X: AIML enablement client registration
[bookmark: _Toc148629436]8.X.1	Solution description
The following clauses specify procedures, information flows, and APIs for Key Issue #3 to support AIML enablement client registration.
Assumptions:
1.	The proposed solution is based on client-server architecture for federated learning.
2.	The AIML enablement client has been pre-configured or has discovered the address (e.g. URI) of the AIML enablement server.
3.  The AIML enablement client has been pre-configured with an AIML enablement policy.


 
Figure 8.x.1-1: AIML enablement client registration procedure
1. The AIML enablement client sends a registration request to the AIML enablement server, the registration request includes a AIML enablement client identifier, security credentials, application identifier, and AIML enablement policy, which includes supported ML models, AIML enablement client availability, AIML enablement client capabilities, and dataset availability.
Editor’s Note: Other IEs in the request are FFS. Whether the IEs are included in the AIML member selection policy is FFS.
2.	The AIML enablement server validates the registration request and verifies the security credentials. The AIML enablement server further performs an authentication and authorization check to determine if the AIML enablement client is permitted to register to the AIML enablement server and participate in federated learning operations. The AIML enablement server assigns an identifier for the AIML enablement policy to associate it with the AIML enablement client.
3.	The AIML enablement server returns an AIML enablement registration response to the AIML enablement client with the status of the registration request and the identifier associated with the AIML enablement policy.
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