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1. Introduction
This contribution introduces a Key Issue to support digital avatars for the MetaApp study.

S6-233942 notes: For discussion, please consider the following excerpts from TR 23.856 usecases:
“In the case of immersive XR media services, the user can choose, in the digital asset container, his/her digital representation and the related information, for example, the digital representation of the user (e.g. avatar), electronic money and associated financial services, identity, purchased items (the format of this information is at application layer and is not studied in 3GPP). This information can be used when accessing immersive XR media services or for real life services as the presentation of the identity.” (clause 5.13.1)
“The digital asset container is initiated with Alice information (digital representation (e.g. avatar) profile, IDs ...). The digital assets are completed and modified over time. The service (allowing to store and update information) can be provided by the network operator or by a third party using an operator’s trusted API.” (clause 5.13.3)
Observations:
· Digital avatar is a type of digital asset for which operator is to expose trusted APIs for storage and update.
· Digital assets (and by transience digital avatar) use is not only for immersive XR media services, but also for “real life services”. Morover, digital assets are to be used ‘as the presentation of the identity’, i.e. with necessary security requirements and association with identity.


2. Reason for Change
One of the objectives in S6-233361 is to study the potential management and exposure service of digital avatar related information and this key issue is proposed to reflect the objective.

3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.XXX.


* * * First Change (all new text) * * * *
5.X 	Key issue #X: Support for digital avatars
In addition to new 5GS performance requirements, support for Metaverse services have introduced new usecases and requirements related to optimal support for multi-user, highly performant applications. These usecases led to new CN functionality supporting richer digital representations of physical entities (e.g. user profiles in SA2, XR scene in SA4)  
Digital avatars are digital representations of users interacting with the metaverse and with other users. The application enabler layer can enable creation, discovery, and management of digital avatars for users to offload applications and enable Core Network functionality across services and verticals.
Following is related terminology proposed for use within this Key Issue:
· Digital avatar media object (DA-MO) -  media-dependent and media application managed representation (to be enabled by SA4 work)
· Digital avatar application enablement representation (DA-AER) –  representation of a digital avatar maintained in the service 
Editor’s Note: Use of the above terminology outside this clause is FFS. The terminology is to be amended as needed so that it does not limit solutions.
In this context, management of digital avatars in the application enablement layer can be used to leverage the available application-specific information (i.e. of DA-AER) for network-centric operations, e.g. discovery of DA-MO, etc. Application enablement may also support avatar certification, allowingXR service providers to validate users and user information as outlined by the SA1 requirement in 3GPP TS 22.156, The 5G system shall provide mechanisms to certify the authenticity of digital assets associated with a user. 
Therefore, solutions addressing this  key issue may also leverage work from SA2 and SA4 on user profiles and digital assets. 
This key issue will study:
-	How is digitalare digital avatars represented in application enablement layer?  
-    Are application enablement layer representations of digital avatars to bedefined and correlated to other digital assets e.g. Core Network user identity functionality?  
-    Whether and how application enablement layer representations of digital avatars are to be and exposed to application clients and servers? For example, are application enablement layer representations of digital avatars to be exposed individually, as a part of atomic/ abstracted digital vaults, or both?
-	Whether and Hhow application enablement layer representations of are digital avatars are managed (e.g. created, discovered) , and managed in the application enablement layer  across different services/ verticals?
-	How can digital avatars be used to certify users and user information of metaverse service?
