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[bookmark: _Toc138280804][bookmark: _Toc138280810][bookmark: _Toc133484185][bookmark: _Toc138291089][bookmark: _Toc137821086]* * * First Change * * * *
[bookmark: _Toc90490985][bookmark: _Toc107783888][bookmark: _Toc131177453]3	Definitions, symbols and abbreviations
[bookmark: _Toc90490986][bookmark: _Toc107783889][bookmark: _Toc131177454]3.1	Definitions
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: OLE_LINK5]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
The terms and definitions as specified in 3GPP TS 23.286 [6] apply.
VRU high-risk zone: Refers to a geographic area with Vulnerable Road Users (VRUs) recognition mechanisms.

[bookmark: _Toc90490988][bookmark: _Toc107783891][bookmark: _Toc131177455]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
BSM	Basic Safety Message
CAM	Cooperative Awareness Message
CPM	Collective Perception Message
DENM	Decentralized Environmental Notification Message
DVHZ	Dynamic VRU high-risk zone.
V2P	Vehicle-to-Pedestrian
V2X	Vehicle-to-Everything
VAE	V2X Application Enabler
VAM	VRU awareness message
VASS	V2X Application Specific Server
VRU	Vulnerable Road Users
VRUP	Vulnerable Road User Protection


* * * Next Change * * * *


9.21.1	General
This capability supports the configuration and provisioning of the VRU high risk zone at the VAE layer based on a request from the V2X application specific server (VASS). ). UE-initiated triggering of configuration and provisioning of dynamic VRU high-risk zones (DVHZ) is also supported at the VAE layer. 
NOTE: UE triggering of dynamic VRU high-risk zones and their configuration via the VAE layer are limited via policies and subject to authorization.

* * * Next Change * * * * ALTERNATIVE A
[bookmark: _Toc146199603]9.21.3	 Procedure on VAL server - triggered VRU zone configuration 
Figure 9.21.3-1 illustrates the procedure where the VAE server configures the VRU zone based on application requirement; and supports the run-time operation based on an expected UE entrance to the zone. 
Pre-conditions:
1.	V2X application specific server or client has subscribed to VAE layer to provide support for V2P communication.


Figure 9.21.3-1: VAL server - triggered VRU zone configuration
1.	The V2X application specific server sends a subscription request to manage the configuration of a new high-risk area zone and requires the VAE server support to translate it to a network-related zone configuration and provisioning to the UEs within the requested area. 
2.	The VAE server processes the request and stores the subscription. The processing includes the translation of the zone requirement of step 1 and determines a set of network-related zone parameters which indicates the configuration parameters. 
3.	The VAE sever sends a VRU zone management subscription response to VASS.
4.	The VAE server initiates the SEAL LMS service for location tracking both for static location and dynamically changing location for all UEs within the VRU zone area. VAE server obtains and initiates tracking the V2X UEs location from the location management server 1 as specified in 3GPP TS 23.434 (clause 9.3.12) or, for static area, it obtains location area monitoring information based on clause 9.3.10 of 3GPP TS 23.434. 
5.	The VAE server sends a notification message including the VRU zone configuration parameters. Parameters can be based on the parameters provided in step 2. This configuration will be provided to the V2X-UEs (and pedestrians) within the area that will be covered by the VRU zone.
6.	The VAE server keeps monitoring the VRU zone area based on monitoring SEAL LMS events. This includes events on whether a UE (e.g. UE1) is moving in or out a target area of interest.
	The VAE server translates the UE1 mobility event to an expected entrance to a VRU high risk zone, and based on the configuration of the zone, it identifies whether to generate and send a notification to the VASS on the expected entrance / leave of UE1.  
7.	The VAE server alerts the VASS that the UE1 is expected to move to the VRU zone area in a given time horizon and provides also information on its mobility as well as the UE1 capabilities (e.g. VRU capable). 
8.	The VAE server may also alert the VAE client (if deployed at the UE1) that it is expected to enter the VRU zone and requests the confirmation for allowing the push of VRU messages within the zone. 

* * * Next Change * * * * ALTERNATIVE B
9.21.x4	 Procedure on UE/VRU-triggered dynamic VRU high-risk zone configuration 
The procedure in figure 9.21.x4-1 illustrates a UE/VRU-initiated request which complements the VASS Server-triggered VRU high-risk zone configuration procedure in clause 9.21.3.
NOTE 1: UE triggering of dynamic VRU high-risk zones and their configuration via the VAE layer are limited via policies and subject to authorization.
Pre-conditions:
1. The VAE server and the VAE client are preconfigured with policies allowing support of UE VRU high-risk zone configuration and support of UE/VRU-initiated requests.

NOTE 2: All clause 9.21.3 pre-conditions also apply.



Figure 9.21.x4-1: UE-triggered dynamic VRU high-risk zone configuration
1. Optionally, an application client on the UE makes a request to the VAE client to activate as VRU and create a VRU high-risk zone.
2. The VAE client sends a VRU activation and VRU high-risk zone (VHRZ) management request to a VAE server to manage VRU high-risk zones for the VAE client. The request includes the information elements specified in Table 9.21.2.x3-1.
3.	The VAE server determines the validity of the request depending on whether UE VRU high-risk zone configurations and UE/VRU-initiated requests for VRU high-risk zone configurations are supported. If the request is valid, the VAE server sends a VRU high-risk zone management notification to a VASS for the creation of the VRU high-risk zone for the UE and includes the information provided in the request.
4.	The VASS authorizes the request and determines whether a VRU high-risk zone based on information received from the VAE server is to be created. The VASS determines one or more dynamic VRU high-risk zone configurations corresponding to the request 
5.   Steps 1-8 of clause 9.21.3 are executed for each of the dynamic VRU high-risk zones determined. 
As part of this procedure, the VAE server configures CN and SEAL LMS subscriptions to obtain UE location from the 5G system for the protected UE and for vehicular UEs around the protected zone. Sources of UE mobility information may come from SEAL LMS servers, EESs, analytics functions (e.g. from ADAES or NWDAF), and the 5G core network. For V2X UE location obtained from the location management server, the procedures specified in 3GPP TS 23.434 (clause 9.3.12) apply.
6. The VAE Server sends a VRU activation and dynamic VRU high-risk zone trigger t response to the VAE client that the VRU high-risk zone(s) have been created.
NOTE 3: This step may be triggered by the VAE server before the completion of the clause 9.21.3 steps.
7. Optionally, the VAE client sends a response to the triggering application client on the protected UE, confirming the VRU activation and the creation of the VRU high-risk zone. 
NOTE 4: Steps 1 and 7 are out of scope of this specification.


* * * End of Changes * * * *
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