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1	Overall description
SA6 has defined the Mission Critical Gateway UE architecture which allows a non-3GPP device to connect to MC Services via a MC gateway UE (please refer to clause 11 of 3GPP TS 23.280 for an architectural view).The non-3GPP connection between the non-3GPP device and the MC gateway UE is currently considered outside the scope of 3GPP.SA6 has been discussing the authentication and authorization of the non-3GPP device and is interested in understanding whether SA3 considers the authentication and authorization of the non-3GPP device in order to connect to MC gateway UE to access the 3GPP network for ultimately providing MC services.
Can SA3 evaluate the authentication and authorization of the connection of the non-3GPP device?
a) If SA3 has an existing security mechanism to support this kind of connection, can SA3 provide a reference?
b) If SA3 does not have an existing security mechanism to support this kind of connection, would SA3 consider developing one? 
2	Actions
To SA3 
ACTION: SA6 kindly requests SA3 provide feedback to SA6. 

3	Dates of next TSG SA WG 6 meetings
SA6#59                 26th February – 1st March 2024 	Athens, Greece
