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1. Introduction
SA6 is developing a technical report giving example use cases for CAPIF usage. This technical report needs a brief overview of CAPIF. 
2. Reason for Change
An oveview of CAPIF is needed in Clause 4 "Overview of CAPIF". 
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.946 V0.0.0.


* * * First Change * * * *
<Proposed change in revision marks>

* * * Next Change * * * *
<Proposed change in revision marks>

* * * Next Change * * * *
<Proposed change in revision marks>


[bookmark: introduction][bookmark: _Toc148036710]Introduction
This TR provides guidelines for CAPIF usage for the benefit of the Application developer and API provider communities.
[bookmark: scope][bookmark: _Toc148036711]
1	Scope
The present document …
[bookmark: references][bookmark: _Toc148036712]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[w]	TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".
[x]	TS 23.722: "Study on Common API Framework for 3GPP Northbound APIs".
[y]	TS 29.222: "Common API Framework for 3GPP Northbound APIs".
[z]	TS 33.122: "Security aspects of Common API Framework (CAPIF) for 3GPP northbound APIs".
[bookmark: definitions][bookmark: _Toc148036713]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc148036714]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc148036715]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc148036716]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
<ABBREVIATION>	<Expansion>


[bookmark: _Toc129708874][bookmark: _Toc148036717]4	Overview of CAPIF
The 3GPP SA6 working group introduced the common API framework (CAPIF) as part of the 5G system (5GS) defined initially in 3GPP release 15. 3GPP has developed multiple northbound APIs and CAPIF provides a consistent and uniform API framework across these and future APIs. The key CAPIF specifications were studied and developed between April 2017 and June 2019 as follows:
· 3GPP TR 23.722 [x] is a technical report of the initial CAPIF study conducted by the SA6 working group; 
· 3GPP TS 23.222 [w] defines the CAPIF architecture and procedures and was developed by the SA6 3GPP working group; 
· 3GPP TS 29.222 [y] defines the API messages and protocol for CAPIF APIs and was developed by the 3GPP CT3 working group; and 
· 3GPP TS 33.122 [z] defines CAPIF security procedures and was developed by the 3GPP SA3 working group. 
Many other 3GPP features use CAPIF capabilities and refer to the above specifications. 
Most CAPIF APIs are provided by a CAPIF core function entity and can be consumed by applications (API invokers) and application providers (CAPIF defines an API provider as three functions: API exposure, API publishing, and API management). CAPIF core function APIs enable onboarding, publishing, discovery, authentication, registration, authorization, logging, charging, monitoring, configuration, topology hiding, and other procedures. 
One CAPIF API (AEF security) is provided by the API exposure function to enable the CAPIF core function to revoke authorization of an API invoker and also to enable an API invoker to request authentication directly from the API exposure function instead of from the CAPIF core function. 
The CAPIF architecture includes multiple deployment models e.g. centralized vs. distributed, single vs. multiple API providers.

Editor's Note: This clause will provide the CAPIF Overview about the specifications in 3GPP with references.


[bookmark: _Toc148036718]5	Role of Stakeholders for API Exposure
Editor's Note: This clause will provide the description of different roles 

[bookmark: _Toc148036719]6	Exemplary Use Cases and Adoption
Editor's Note: This clause will provide the main representative usage examples for CAPIF and adoption in 3GPP, ETSI, etc.  
[bookmark: _Toc148036720]6.x	Use Case X
Editor's Note: This clause will include a specific use case with a descriptive title.

[bookmark: _Toc148036721]7	Summary
Editor's Note: This clause will include general takeaways and summary statements
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