	
3GPP TSG-SA WG6 Meeting #58	S6-233633
Chicago, USA, 13th – 17th November 2023	(revision of S6-23xxxx)

	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.558
	CR
	0541
	rev
	-
	Current version:
	18.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Service continuity in ENS via leading ECSP

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	S6

	
	

	Work item code:
	EDGEAPP_Ph3
	
	Date:
	2023-10-30 

	
	
	
	
	

	Category:
	 B
	
	Release:
	 Rel-19

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	The service continuity scenarios via leading ECSP are not specified in ENS.
The leading ECSP can have SLA for Edge Node Sharing with multiple partners.


	
	

	Summary of change:
	Add service continuity scenarios via leading ECSP in ENS. In these scenarios, the EEC is not aware of ECSP partners so that the leading ECSP is used to relay service continuity information between the EEC and EAS hosted by partner ECSP.


	
	

	Consequences if not approved:
	Missing procedures in supporting service continuity for ENS.

	
	

	Clauses affected:
	Existing clauses: 
8.18.2.1, 8.8.3.4, 8.8.3.7, 8.8.3.8, 8.8.3.9, 8.8.5.1, 8.15.2.2, 8.15.4.1

New clauses: 
8.8.1.x, 8.8.2.C, 8.8.2C.1, 8.8.2C.2, 8.8.2C.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	Comparing to S6-232923, this version removed 8.8.2C.4 EES controlled ACR and further elaborated relayed EES services.
Added impact in 8.15.2.2 and 8.15.4.1 for informing partner EES about EAS selection and consequently leading EES serving the EEC.
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[bookmark: _Toc145674514][bookmark: _Toc131201131]8.18.2.1	General
Following procedures are defined to support ENS:
-	Application information sharing between ECSPs; and
-	EAS discovery for ENS.
NOTE:	Service continuity for ENS via leading ECSP is described in clause 8.8in the current release is restricted to be provided via the Partner ECSP.
	* * * Next Change * * * *	
[bookmark: _Hlk137737967][bookmark: _Toc145674215]8.8.1.x	Service continuity for ENS
[bookmark: _Toc145674520]The AC connected EAS may be changed in the following case when:
1.	UE moves within the same partner ECSP service coverage from one EDN to another EDN; or
2.	UE moves from leading ECSP service coverage to partner ECSP service coverage; or
3.	UE moves from partner ECSP service coverage to leading ECSP service coverage; or
4.	UE moves from one partner ECSP service coverage to another partner ECSP service coverage.
Clause 8.8.2C describes service continuity in ENS via leading ECSP-B.
	* * * Next Change * * * *	
[bookmark: _Toc145674233]8.8.2C	Scenarios for ACR in ENS via Leading ECSP
[bookmark: _Toc145674227][bookmark: _Toc50584438][bookmark: _Toc50584782][bookmark: _Toc57673690][bookmark: _Toc131200931]8.8.2C.1	General
Case 1 in clause 8.8.1.x is used as example in this clause where S-EAS and T-EAS are both provided by partner ECSP-A. And S-EAS, S-EES (ECSP-A) and S-EES (ECSP-B) are in source EDN, T-EAS, T-EES (ECSP-A) and T-EES (ECSP-A) are in target EDN. 
As described in clause 8.8.1.x, it is also possible that:
-	for case 2, the S-EAS is provided by leading ECSP-B. In this case, the S-EES (ECSP-A) is not applicable.
-	for case 3, the T-EAS is provided by leading ECSP-B. In this case, the T-EES (ECSP-A) is not applicable; or
-	for case 4, the T-EAS is provided by ECSP-C (another partner ECSP of leading ECSP). In this case, the T-EES (ECSP-C) becomes the T-EES (ECSP-B).
8.8.2C.2	EEC executed ACR via S-EES of leading ECSP
This scenario description is same as described for figure 8.8.2.3-1 except for the following clarifications:
Pre-conditions: Same pre-conditions apply as described for figure 8.8.2.3-1. In addition, the S-EES (ECSP-B) is aware of the S-EES (ECSP-A) being selected for the S-EAS.



Figure 8.8.2C.2-1: EEC executed ACR via S-EES of leading ECSP in ENS 
Phase I: ACR Detection
1.	Same as step 1 described for figure 8.8.2.3-1.
Phase II: ACR Decision
2.	Same as step 2 described for figure 8.8.2.3-1.
Phase III:	ACR Execution
3.	The EEC interacts with the ECS (ECSP-B) and determines the T-EES (ECSP-B) by using procedures described in clause 8.18.2.2.1 and then triggers T-EAS discovery as described in clause 8.18.2.3.2.
4a.	Same as step 4a described for figure 8.8.2.3-1. To notify S-EAS, the S-EES (ECSP-B) sends ACR initiation request to the S-EES (ECSP-A) as described in clause 8.8.3.4.
4b.	Same as step 4b described for figure 8.8.2.3-1. To notify T-EAS, the T-EES (ECSP-B) relays ACR information to the T-EES (ECSP-A) as described in clause 8.8.3.9.
5-6.	Same as step 5 and 6 described for figure 8.8.2.3-1.
Phase IV:	Post-ACR Clean up
7-8.	Same as step 7 and step 8 described for figure 8.8.2.3-1. The ACR status update is relayed by the S-EES (ECSP-A) to the S-EES (ECSP-B) and by the T-EES (ECSP-A) to the T-EES (ECSP-B), correspondingly, as described in clause 8.8.3.8.
9.	Same as step 9 described for figure 8.8.2.3-1.
[bookmark: _Toc50584439][bookmark: _Toc50584783][bookmark: _Toc57673691][bookmark: _Toc131200932]8.8.2C.3	S-EAS decided ACR
This scenario description is same as described for figure 8.8.2.4-1 except for the following clarifications:
Pre-conditions: Same pre-conditions apply described for figure 8.8.2.4-1. In addition, the S-EES (ECSP-A) is aware of the S-EES (ECSP-B) being selected for the S-EAS.


Figure 8.8.2C.3-1: S-EAS decided ACR in ENS
Phase I: ACR Detection
1.	Same as step 1 described for figure 8.8.2.4-1. The S-EES (ECSP-A) serves the S-EAS for ACR detection.
Phase II: ACR Decision
2.	Same as step 2 described for figure 8.8.2.4-1.
Phase III:	ACR Execution
3.	The S-EAS triggers T-EAS discovery towards the S-EES (ECSP-A). The S-EES (ECSP-A) sends T-EAS discovery towards the S-EES (ECSP-B). Then the S-EES (ECSP-B) performs step 2 to step 4 of clause 8.18.2.3.2 and responds the S-EES (ECSP-A) with candidate T-EASs. The S-EES (ECSP-A) further responds the S-EAS with discovered T-EASs. The S-EAS selects the T-EAS to use and may perform AF traffic influence.
4.	Same as step 4 described for figure 8.8.2.4-1. The S-EAS sends selected T-EAS declaration message to the S-EES (ECSP-A) and the S-EES (ECSP-A) relays the selected T-EAS to the S-EES (ECSP-B) as described in clause 8.8.3.7.
[bookmark: _Hlk71631888]5.	Same as step 5 described for figure 8.8.2.4-1.
6.	Same as step 6 described for figure 8.8.2.4-1. The S-EES (ECSP-B) notifies the EEC with selected target information.
7.	Same as step 7 described for figure 8.8.2.4-1.
[bookmark: _Toc131200933]Phase IV:	Post-ACR Clean up
8-9.	Same as step 8 and step 9 described for figure 8.8.2.4-1. The ACR status update is relayed by the S-EES (ECSP-A) to the S-EES (ECSP-B) and by the T-EES (ECSP-A) to the T-EES (ECSP-B), correspondingly, as described in clause 8.8.3.8.
10.	Same as step 10 described for figure 8.8.2.4-1.
[bookmark: _Toc57673698][bookmark: _Toc131200944]	* * * Next Change * * * *	
[bookmark: _Toc145674251]8.8.3.4	ACR launching procedure
Figure 8.8.3.4-1 illustrates the ACR launching procedure by the EEC or the S‑EAS or the S-EES. 
If this procedure is triggered by the EEC, depending on the ACR action indicated in the ACR request, the procedure is used for ACR initiation, ACR determination or ACR modification which is described in clause 8.8.1.4. The procedure of the ACR initiation can be re-sent as described in clause 8.8.1.3 to cancel an ACR.
If this procedure is triggered by the S‑EAS, the procedure is used for ACR determination.
If this procedure is triggered by the S-EES to the associated S-EES(s), this procedure is used for the direct bundle EAS case.
In ENS, this procedure may be triggered from the EES of leading ECSP to the EES of partner ECSP.
Pre-condition:
For EEC as consumer:
1.	The EEC has been authorized to communicate with the EES as specified in clause 8.11, if the procedure is triggered by the EEC.
For S-EAS as consumer:
1.	Information related to the S‑EES is available with the S-EAS.
For EES as consumer:
1.	The S-EES obtained the associated S-EES(s) information as specified in clause 8.15.2.2.
[image: ]
Figure 8.8.3.4-1: ACR launching procedure
1.	The EEC or the S‑EAS sends an ACR request message to the EES in order to start ACR. The ACR request message may include Predicted/Expected UE location or Expected AC Geographical Service Area to indicate that the EES should detect whether the UE has moves to the Predicted/Expected UE location or Expected AC Geographical Service Area or not in ACR clean-up phase. The ACR request message includes ACR action to indicate either ACR initiation request or ACR determination request. If the procedure is triggered by the S‑EAS, the ACR request message is only for ACR determination.
An ACR request for ACR initiation sent by the EEC:
-	includes an indication of whether the EEC requests the EES to perform EAS notification; and
-	provides information used by EES to perform AF traffic influence as in 3GPP TS 23 501 [2].The EEC sent ACR request for ACR initiation shall include the simultaneous EAS connectivity information in service continuity (see table 8.8.4.4-1) if previously received as part of the AC profile.
An ACR request for ACR determination sent either by the EEC or the EAS informs the EES that the need for ACR has been detected by the requestor.
An ACR request for ACR modification sent by the EEC:
-	includes IDs to identify the ACR that is requested to be modified; and
-	includes the ACR parameters to be modified.
An ACR request for direct bundle EAS case sent by the S-EES:
-	includes direct bundle T-EAS(s) received in step 4 in 8.8.3.2 related to the associated S-EES(s) based on the EASID, which EASID of the associated S-EES is corresponding to the direct bundle T-EAS(s) profile.
In ENS via leading ECSP, the S-EES (leading ECSP) sends ACR initiation request to the S-EES (partner ECSP) without including AF traffic influence information.
2.	The EES checks if the requestor is authorized for this operation. If authorized, the EES processes the request and performs the required operations.
If the request in step 1 is for ACR initiation:
-	the EES may use information provided in the request to apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable), as described in 3GPP TS 23.501 [2], clause 5.6.7.1; and
NOTE:	The simultaneous EAS connectivity information sent by EES is used to maintain both S-PSA and T-PSA in supporting simultaneous connectivity with both S-EAS and T-EAS during the service continuity as described in clause 6.3.4 of 3GPP TS 23.548 [20].
Editor's note:	Since the 3GPP CN only supports simultaneous PSA connectivity in SSC mode 3 or session breakout, it is FFS whether EES should firstly know PDU session capability before invoking AF traffic influence API.
-	if the EAS notification indication in ACR initiation data is provided in the step 1 request and the EAS has subscribed to receive such notification, the EES shall notify the EAS indicated in the ACR initiation data about the need to start ACR by sending an ACR management notification for the "ACT start" event, as described in clause 8.6.3.
If the request in step 1 is for ACR determination, the EES decides to execute ACR as described in clause 8.8.2.5.
If the request in step 1 includes Previous T-EAS Endpoint:
-	if the previous EAS notification indication is provided in the step 1 request and the EAS has subscribed to receive such notification, the EES shall notify the EAS about the cancellation of the ACR with the previous T-EAS by sending an ACR management notification for the "ACT stop" event, as described in clause 8.6.3.
-	The EAS will inform the remote EAS about application context cancellation, which is outside the scope of this specification. The T-EAS sends the ACR status update message to the T-EES which will include failed result with an appropriate cause indicating the reason for the failure.
If the request in step 1 is for ACR modification:
-	the EES identifies the ACR to be modified based on the ID parameters in the request in step 1. If the request in step 1 is to the S-EES, the S-EES performs the ACR parameter information procedure as described in clause 8.8.3.9. If the request in step 1 is to the T-EES, and if the T-EAS has subscribed to receive ACR notifications, the T-EES shall notify the T-EAS by sending an ACR management notification, with "ACT start" event including ACR parameters from the request in step 1, e.g. Prediction expiration time.
If the request in step1 is for direct bundle EAS case, then the associated T-EES may use received direct bundle T-EAS(s) for ACR.
3.	The EES responds to the requestor's request with an ACR response message.
In case of re-sending ACR initiation, if serving EES was changed and EEC context was relocated, the T-EES can clean up any relocated EEC context either indicated in the re-sent ACR request for scenario described in clause 8.8.2.6 or upon reception of the ACR status update with failed result from T-EAS for other scenarios.
[bookmark: _Toc131200958]	* * * Next Change * * * *	
[bookmark: _Toc145674265]8.8.3.7	Selected T-EAS declaration
Figure 8.8.3.7-1 illustrates the interactions between the S-EAS and the S-EES for the selected T-EAS declaration.
In ENS, the selected T-EAS declaration may be sent from the EES of partner ECSP to the EES of leading ECSP.
Pre-conditions:
1.	The S-EAS has discovered and selected the T-EAS as described in clause 8.8.3.2.
[image: ]
Figure 8.8.3.7-1: Selected target EAS declaration procedure
1.	The S-EAS sends Selected target EAS declaration request message to the S-EES. The request includes the information of the selected T-EAS and may include ACID to indicate which AC the T-EAS is intended for.
In ENS via leading ECSP, the S-EES (partner ECSP) sends Selected target EAS declaration request to the S-EES (leading ECSP) with selected T-EAS information received from the S-EAS.
2.	The S-EES checks whether the requesting EAS is authorized to perform operation. If authorized, the S-EES responds to the received request with Selected target EAS notification declaration response message. The S-EES also determines the selected T-EES based on the declared T-EAS selection, then S-EES checks whether the EEC (serving the ACs) has subscribed for ACR related information.
[bookmark: _Toc131200959][bookmark: _Toc19026890][bookmark: _Toc19034301][bookmark: _Toc19036491][bookmark: _Toc19037489][bookmark: _Toc25612755][bookmark: _Toc25613458][bookmark: _Toc25613722][bookmark: _Toc27647679][bookmark: _Toc37791077][bookmark: _Toc42004065][bookmark: _Toc50584449][bookmark: _Toc50584793][bookmark: _Toc57673708][bookmark: _Toc131200988]	* * * Next Change * * * *	
[bookmark: _Toc145674266]8.8.3.8	ACR status update procedure
Figure 8.8.3.8-1 illustrates the procedure for ACR status update, which is triggered by the S-EAS or the T-EAS. In the post-ACR clean up phase of service continuity scenarios described in clause 8.8.2, this procedure may be used by EAS to indicate the status of ACT to their registrar EESs; or used by the T-EAS to update the notification target address and allow the T-EES to indicate the status of EDGE-3 subscription relocation to the T-EAS including subscription ID update for EDGE-3 subscriptions; or both.
In ENS, the ACR status update may be sent from the EES of partner ECSP to the EES of leading ECSP.
Pre-condition:
1.	The ACT procedure between the S-EAS and the T-EAS is either successfully completed or failed.


Figure 8.8.3.8-1: ACR status update procedure
1.	The EAS sends ACR status update request message to the EES, the request may include the ACT result (success or failure). When sent by the T-EAS, the request may include a list of EDGE-3 subscription ID(s) and Notification Target Address for which the T-EAS wants to update. In case of EELManagedACR, the ACT result is not included by the T-EAS.
In ENS via leading ECSP, the EES (partner ECSP) sends ACR status update request to the EES (leading ECSP) with ACR status information received from the EAS.
2.	If the request is authorized by the EES, the EES processes the request. When sent by the T-EAS, if the EDGE-3 subscriptions are available in the T-EES or were successfully relocated during the EEC context relocation procedure, the T-EES updates the Notification Target Address if provided by the T-EAS and may update the list of EDGE-3 subscription ID(s) for the EDGE-3 subscriptions.
When the ACR status update request message of step 1 includes the ACT result, it shall also include the UEID and endpoint information of the other EAS involved in the ACT. The EES uses UEID and EAS endpoint information to identify the corresponding ACR. In cases where the ACT result indicates failure of the ACR (i.e. failure with a cause indicating cancellation of the ACR), the T-EES which receives the ACR status update request message removes the transferred EEC context.
3.	The EES responds with ACR status update response message to the EAS.If the EEC context has been established and during the ACR the T-EES has provided the Selected ACR Scenario list to the S-EES as a result of a successful push context response as per clause 8.9.2.3, after the successful ACR the T-EES updates the Session Context IE within the EEC Context in Table 8.2.8-1 by replacing Selected ACR scenario list with the Selected ACR Scenario list in the push context response. The T-EES may send the ACR Selection notification to the T-EAS if the T-EAS has subscribed to such a notification.
NOTE:	If EES is not changed during ACR, the T-EES and S-EES are the same server. 
[bookmark: _Toc131200960]	* * * Next Change * * * *	
[bookmark: _Toc145674267]8.8.3.9	ACR parameter information procedure
Figure 8.8.3.9-1 illustrates the procedure for sending ACR parameters from S-EES to the T-EES and T-EAS. The procedure may be used by the S-EES at the beginning of the ACR execution to provide ACR parameters, e.g. prediction expiration time, to the T-EES and T-EAS. The procedure may also be used during an ongoing ACR to update ACR parameters.
In ENS, the ACR parameter information may be sent from the EES of partner ECSP to the EES of leading ECSP or vice versa.
Pre-condition:
1.	The ACR has been launched to the S-EES.


Figure 8.8.3.9-1: ACR parameter information procedure
1.	The S-EES sends the ACR parameter information request to the T-EES. 
In ENS via leading ECSP, the T-EES (leading ECSP) sends ACR parameter information request to the T-EES (partner ECSP) with ACR parameter information received from the S-EES (leading ECSP).
2.	The T-EES checks if the requestor is authorized for this operation. If authorized, the T-EES processes the request.
3.	If the request is authorized and if the T-EAS has subscribed to receive ACR notifications, the EES shall notify the T-EAS by sending an ACR management notification, with "ACT start" event including ACR parameters from the request in step 1, e.g. Prediction expiration time.
4.	In case of service continuity planning, if the T-EAS had included indication of EAS Acknowledgement within ACR management subscribe request, the T-EAS sends EAS Acknowledgement as a response to the ACR management notification. In the Acknowledgement, the T-EAS indicates the acceptance or rejection of the ACT considering ACR parameters (e.g. prediction expiration time). 
NOTE:	The T-EAS can use the ACR parameters to handle the ACR. For example, the T-EAS can consider prediction expiration time in deciding whether and for how long to wait for the AC of the UE to connect to it. If the ACT is performed, and the AC does not connect to the T-EAS by "Prediction expiration time", the EAS can send ACT failure with the appropriate cause to the EES. In that case, the T-EAS can delete the transferred application context.
5.	The EES responds to the requestor's request with an ACR parameter information response message.
	* * * Next Change * * * *	
[bookmark: _Toc145674298]8.8.5.1	General
Table 8.8.5.1-1 illustrates the APIs for ACR.
Table 8.8.5.1-1: ACR APIs
	API Name
	API Operations
	Operation
Semantics
	Consumer(s)

	Eees_TargetEASDiscovery
	Request
	Request/Response
	EAS, EES

	Eees_SelectedTargetEAS
	Declare
	Request/Response
	EAS, EES

	Eecs_TargetEESDiscovery
	Request
	Request/Response
	EES

	Eees_AppContextRelocation
	Request
	Request/Response
	EEC, EAS, EES

	Eees_ACREvents
	Subscribe
	Subscribe/Notify
	EEC

	
	Notify
	
	

	
	UpdateSubscription
	
	

	
	Unsubscribe
	
	

	Eees_EELManagedACR
	Request
	Request/Response
	EAS

	
	Subscribe
	Subscribe/Notify
	EAS

	
	Notify
	
	

	Eees_ACRStatusUpdate
	Request
	Request/Response
	EAS, EES

	Eees_ACRParameterInformation
	Request
	Request/Response
	EES

	Ecas_SelectedEES
	Declare
	Request/Response
	EES



[bookmark: _Toc145674425]	* * * Next Change * * * *	
8.15.2.2	EAS Information provisioning
Pre-conditions:
1.	The EEC has performed service provisioning procedure
2.	The EEC has performed the EAS discovery procedure


Figure 8.15.2.2-1: EAS information provisioning
1.	The EEC sends the EAS information provisioning request to the EES:
a-	"ACR scenario selection announcement". The request may include ACR scenario list selected by the EEC, EEC security credentials, selected EASID, selected EAS endpoint, EECID and ACID. For the EAS bundles scenario, the request may include the ACR scenario list for EAS bundles selected by the EEC.
b-	"ACR scenario selection request". The request may include AC profile, EEC service continuity support, EEC security credentials, EECID and ACID.
c- " EAS selection request". Informs the EES of EAS selection for Application Group. 
The EAS information provisioning request may include associated EES(s) endpoint and the DNAIs and service area of the selected EAS(s).
NOTE 1:	It is up to implementation how it is determined that EES no longer serves the application group.
If the EEC has selected an EAS which is instantiable but not yet instantiated, the EEC includes the selected EASID without including the selected EAS endpoint in the request.
The request may contain the associated EES(s) information along with the bundle EAS information (i.e. list of EASID) and the bundle EAS type indicating direct bundle, each associated EES(s) is along with part of or all the list of EASID, when EEC determines the associated EES(s) based on the EDN configuration information and bundle EAS information (e.g. list of EASID and direct bundle type).
In ENS via leading ECSP, the S-EES (leading ECSP) sends EAS information provisioning request to the S-EES (partner ECSP) with EAS selection information received from the EEC so that the S-EES (partner ECSP) knows which EAS was selected and which EES of leading ECSP to contact for subsequent interactions.
2.	Upon receiving the request from the EEC, the EES validates the EEC information request and verifies if the EEC is authorized for this operation.
a-	"ACR scenario selection announcement". The EES may send the ACR Selection notification to the selected EAS if the EAS has subscribed and if EES allows EEC based ACR scenario selection. Otherwise, EES may respond with status failure and include appropriate reason. For the EAS bundles scenario, the EES may send the ACR selection notification to the bundled EAS(s).
b-	"ACR scenario selection request". The EES selects the ACR scenario list and may send the ACR Selection notification to the selected EAS if the EAS has subscribed. The EES may include the ACR scenario list in the EAS information provisioning response. For the EAS bundles scenario, the EES selects the ACR scenario list for EAS bundles based on the AC/EEC/EES(s)/EAS(s) service continuity support, and sends the ACR scenario list to the bundled EAS(s).
c-	"EAS selection". The EES determines that the EAS in the request is providing services to the AC with the indicated ACID. When Application Group information is included in the request, the EAS provided is considered Common EAS for the Application Group.
If the EEC or EES selected ACR scenario list for EAS bundle includes EAS executed ACR scenario (as described in 8.8.2.8), the EES also sends DNAIs and service area of the selected EAS(s) to the main EAS in the ACR selection notification.
The request may contain the associated EES(s) information along with the bundle EAS information (i.e. list of EASID) and the bundle EAS type indicating direct bundle, each associated EES(s) is along with part of or all the list of EASID, when EEC determines the associated EES(s) based on the EDN configuration information and bundle EAS information (e.g. list of EASID and direct bundle type).
If the request contains selected EAS ID and selected EAS Endpoint, the EES may apply the EAS traffic influence with the N6 routing information of the EAS in the 3GPP Core Network, based on application KPIs and if the EAS traffic influence was not done before (e.g. neither in EAS discovery procedure nor the EAS perform traffic influence).
When the selection is that of a common EAS for application group, the request message may contain the list of EESs for a certain Application Group ID, received from the ECS in the service provisioning response message. This application group related information may be used for further common EAS announcement(s) between EES(s). In the case of no ECS-ER, if the request message does not contain the list of EESs for a certain Application Group ID, then the EES determines the other EESs to which announce common EAS request needs to be sent as described in clause 8.8.3.3. If there is ECS-ER, the EEC selected EAS is used in interaction between the EES and ECS-ER, and EEC receives common EAS in the EAS information provisioning response. If the common EAS is registered to another EES, then the EES endpoint of the EES where the common EAS is registered is also included in the EAS information provisioning response.
If the request contains the selected EASID and the selected EAS endpoint is not included, the EES verifies if instantiation of EAS is needed and may trigger the ECSP management system to instantiate the EAS as in clause 8.12.
When the request contains EEC Service Continuity Support IE and the EEC context has been established, the EES includes the IE into the EEC context described in Table 8.2.8-1.
NOTE 2:	EES can also influence the EAS traffic in advance.
NOTE 3:	It is up to the AC to decide when to connect to the selected EAS (either immediately or wait for a while) once the AC knows the selected EAS.
3.	If the processing of the request was successful, the EES sends an EAS information provisioning response to the EEC indicating a successful status. If an EEC context has been established, the response also includes the list of selected ACR scenario(s) into the session context IE within EEC context as described in Table 8.2.8-2; otherwise, the EES shall indicate a failure status and include appropriate reasons. If the EES has triggered EAS instantiation based on the EAS information provisioning request and obtained the newly instantiated EAS information, the response contains information about the newly instantiated EAS, including the EAS endpoint information.
The EEC, EES and EAS (or the bundled EAS(s)) use the selected ACR scenario list to determine if they should perform ACR detection and/or ACR decision.
Upon receiving the EAS information provisioning response, if the response includes instantiated EAS information, the EEC uses the endpoint information to subscribe to ACR event notification, as needed, and provides necessary notifications to the AC.
NOTE 4:	Other ACR selection criteria are out of scope of the current specification.
NOTE 5:	The common supported ACR scenarios is decided as part of the EAS discovery and selection procedure.
For the "EAS selection" case, in the case of no ECS-ER, the selected common EAS shall be announced to other relevant EES(s) as per procedure in clause 8.19.
[bookmark: _Toc145674431]	* * * Next Change * * * *	
8.15.4.1	General
Table 8.15.4.1-1 illustrates the API for EAS Information provisioning.
Table 8.15.4.1-1: Eees_EASInformationProvisioning API
	API Name
	API Operations
	Operation
Semantics
	Consumer(s)

	Eees_EASInformationProvisioning 
	Declare
	Request/Response
	EEC, EES
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