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Table 8.15.3.2-1 describes the information elements for EAS information provisioning response from the EES to the EEC.
Table 8.15.3.3-1: EAS information provisioning response
	Information element
	Status
	Description

	Successful response (NOTE 1)
	O
	Indicates that the request was successful.

	> Selected ACR scenario list (NOTE 2)
	O
	The list of ACR scenarios (or the list of ACR scenarios for EAS bundles) selected by the EES

	> Instantiated EAS Information 
(NOTE 3)
	O
	Instantiated EAS information. Each element includes the information described below.

	>> EAS Profile
	M
	The profile of the instantiated EAS.Each element is described in clause 8.2.4.

	>> EES Endpoint
	O
	The endpoint address (e.g. URI, IP address) of the EES

	>> Lifetime
	O
	Time interval or duration during which the information elements in the EAS profile is valid and supposed to be cached in the EEC (e.g. time-to-live value for an EAS Endpoint)

	> Common EAS endpoint (NOTE 4)
	O
	This IE includes common EAS endpoint.

	> Common EES endpoint (NOTE 4)
	O
	This IE includes common EES endpoint. It shall be provided when common EAS endpoint is provided.

	Failure response (NOTE 1)
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the failure cause.

	NOTE 1:	One of these IEs shall be present in the message.
NOTE 2:	Only if request type is “ACR scenario selection request”.
NOTE 3:	Only if request does not include selected EAS endpoint.
NOTE 4:	Only if request type is “EAS selection”.
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