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1. Introduction
This contribution provides a configuration provisioning procedure for Geofencing of solution#2: Application enabled Geofencing.
2. Reason for Change
The solution addresses the KI#1: Support of Geofencing. In the key issue context, how to provision the Geofencing services is one of study items which should be investigated in the Sol#2. 
So to support the Geofencing which is one of value-added location services, the following aspects need to be studied:

-
How to provision/update/revoke the Geofencing services.
It's necessary to let the LM client to know the specific configuration  (e.g. the trigger events or conditions) of Geofencing before the VAL server triggers the Geofencing service with the triggering conditions.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-72 v0.2.0.
* * * First Change * * * *

6.2
Solution #2:  Application enabled Geofencing

6.2.1
Description
6.2.1.1
General

This solution addresses the key issue #1: Support of Geofencing. 
6.2.1.x
Procedure of Geofencing configuration provisioning request
Figure 6.2.1.x-1 illustrates the high level procedure of the Geofencing configuration provisioning. 
NOTE:
This procedure can also be performed when the VAL server require to update the Geofencing provisioning configuration. 
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Figure 6.2.1.x-1: Geofencing configuration provisioning procedure

1.
The VAL server sends the Geofencing configuration provisioning request to the location management server to configure the Genfencing criteria which may include the geographical area information, events or conditions for triggering the Geofencing service, location quality information (e.g. location QoS), UE identities and the service identification, etc. 
2.
The location management server shall check if the VAL server is authorized to initiate the Geofencing configuration provisioning request. If the authorization is approved, the location management server will store the Genfencing criteria included in the request. If the request includes multiple UEs, the location management server will create and store the contexts for each UE.
3.
The location management server sends the Geofencing configuration provisioning response to the VAL server.
4-6.
Same with the procedure as defined in clause 9.3.3.4 of TS 23.434[9]. The location management server sends the location reporting configuration update request to the location management client to inform it the location reporting configuration need to be update based on the Genfencing configuration received in step 1.
* * * End of Change * * * *
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